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1

1.1

1.2

1.3

1.4

Welcome to Digifort Enterprise Manual

This User Manual and Technical References provides all the
information necessary to effectively implement and use all

the basic and advanced features found in the Suneillance
A Client.

This manual is constantly being updated and does not

describe the functionalities of the Betas wersions of the

v system.

Screen Shots

The screen shots contained in this manual may not be identical to the interface you will see using the
software. Some differences may appear, not affecting the use of this manual. This is due to the fact that
frequent updates and inclusion of new features are carried out aiming at the continuous improvement of
the system.

Who this manual is for

This manual is intended for administrators and operators of suneillance stations.
How to use this manual

This manual is structured into chapters, topics and subtopics.

Important:

e If your edition is not Enterprise, some features shown may hawe limitations. To find out the differences
of your edition, consult the Feature Matrix table on the website https://www.digifort.com/

e The screenshots in this manual are originally taken from the Enterprise edition. For this reason, even
in other versions, some resource may present a snapshot with a different screen of the version of your
software. We are constantly updating this manual and improving its content.

Prerequisites

For the complete absorption of the content of this manual some prerequisites are necessary:

Handling computers and their peripherals.
Microsoft Windows operating system handling.
Knowledge of client-server architecture.
Knowledge of computer network architecture.

© 2002 - 2024 by Digifort. All rights reserved.
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2.1

The Surveillance Client

The Surweillance Client is the module responsible for monitoring cameras and receiving alerts configured
by the administrator.

The system allows simultaneous monitoring of several cameras on the same screen through layouts,
which can be created dynamically. It offers the ability to control moveable cameras with the PTZ (Pan Tilt
Zoom) function and IO control, allowing the triggering of alarms, opening of electronic doors and receiving
alerts from motion sensors.

Just like the Administration Client, the Suneillance Client also has the ability to monitor multiple servers
simultaneously. With this feature, multiple cameras can be monitored alone or mixed into a mosaic in a
way that is transparent to the user. Using a set of special tools, it enables live motion detection and
automatic image quality control.

The Sunweillance Client also allows interoperability between system editions.

Warning
It is not recommended to run the Surweillance Client on the same computer running the server module,
except for small installations, as the processing used by the Surweillance Client to display the cameras
on the screen may harm the recordings made by the system. This is due to the fact that the Sunillance
Client needs to decode the images for display on the screen, and depending on the number of cameras
on screen, this processing can be high.

How to run the Surveillance Client

To access the Suneillance Client, locate the Surweillance Client icon on your Desktop or programs
menu.

When executed, the following screen should appear:

This is the main screen of the Surweillance Client, clicking on the triangle in the bottom left corner gives
you the menu with the following tools:

© 2002 - 2024 by Digifort. All rights reserved.
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2.2 Surveillance Client Interface

The Surweillance Client was designed to have a simple and intuitive interface, where operators with a
minimum of training can operate the system easily and efficiently. The system interface is made up of
sewveral elements and tools. See its main elements below:

O digifort

NEA T LT T LT

Options menu

Camera and Object View Panel

Information Panel

Control Panel Selection (PTZ, Privacy, Audio)
Control Panel selected (PTZ, Privacy, Audio)
Object List

Layout List

Views Control

Bookmark Control

©CoNoO~WNE

2.2.1 Options Menu

To access the Options Menu, click on the triangle in the bottom corner of the screen.

2.2.1.1 Settings Button

Opens the Suneillance Client settings screen.

To learn how to configure the Sunillance Client, see the Suneillance Client Configuration[ 241 chapter.

2.2.1.2 Virtual Keyboard

© 2002 - 2024 by Digifort. All rights reserved.
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Opens the virtual keyboard.

Virtual Keyboard

ctrl | Alt [arGr ot | = T[=

The virtual keyboard makes it possible to use the Surnweillance client without the need for a physical
keyboard.

2.2.1.3 Refresh Button

~
L=

Restarts the connection to the sensers.

2.2.1.4 Full Screen button

Expands the space reserved for viewing the camera so that it fills the entire screen. To return to normal
mode, press the ESC key on your keyboard.

2.2.1.5 Minimize Button

Minimizes the system to the same bar where the Windows clock is located (Tray).

2.2.1.6 Power Off Button

Close the system.

2.2.1.7 Media Player Button
fH MEDIA PLAYER

Opens the Media Player, where you can select any camera in the system and view the recorded videos
filtered by date and time.

To learn how to play videos, see the chapter on Media PIaybaclesa'ﬁ.
2.2.1.8 Analytics

s AnaLyTICS

=

© 2002 - 2024 by Digifort. All rights reserved.
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This menu has 2 submenus:

e Records Search: Opens the analytics event reporting and search tool. To learn about searching
analytics records, see the chapter on Searching Analytics Records|1sol

¢ Metadata Search: Opens the analytics metadata search tool (Forensic Search). To learn about
forensic analytics metadata search, see the chapter on Analytics Metadata Search/ o).

2219 LPR

& LR > & RECORDS SEARCH

[Ej PROTECTED RECORDINGS
This menu has 2 submenus:
e Records Search: Opens the LPR records search and reporting tool. To learn about searching LPR
records, see the LPR Records|[21] chapter.

¢ LPR Zones: Opens the log and report search tool for the LPR Zones feature. To learn about LPR
Zones, see the LPR Zones|2:) chapter.

W TRIGGER EVENTS

Opens the global event trigger screen, which could be, for example, the opening of an electronic lock.

2.2.1.10 Trigger Events button

To learn how to trigger events, see the How to Trigger Global Events|1s0) topic.

To learn how to register and manage global events, consult the Administration Client manual.

2.2.1.11 Protected Recordings

@ PROTECTED RECORDINGS

Opens the protected recordings management and viewing tool. To learn more about this feature, see the
Recording Protection| 269 topic.

2.2.1.12 Eventlog

Opens the Event Logs search screen. To learn about this feature see the Event Logs|[2] chapter.

2.2.1.13 List of local alarms

@) LIST OF LOCAL ALARMS

Opens or closes the local alarm list. To learn how to use this feature, check the chapter on Local Alarm
List[ 135,

2.2.1.14 Audit Log

© 2002 - 2024 by Digifort. All rights reserved.



18

Surveillance Client - Enterprise 7.4.1

2.2.1.15

222

The audit log screen makes it possible to search the audit of all connected seners simultaneously. To
learn how to use this feature, see the topic on Audit Logs /7.

Report authentication

Il REPORT AUTHENTICATION

Opens the screen to search for authenticated reports. To learn about this feature, see the Report

Authentication[263 chapter.

Camera and Object View Panel

The cameras and objects viewing panel is the grid-shaped control, where you can position objects such
as cameras and maps for simultaneous viewing. This control can take on sewveral customizable layouts.
You can add objects to this grid through the object list, camera shortcut, among other different methods
that you will learn in this manual.

Once an object is on the grid, you can drag it, and swap its position with another object, or drag it to an
empty space, using the drag and drop function with the mouse.

To maximize an object in full screen, simply double click on the object, and to return it to its original size
(and position), use double click again. Alternatively, you can use the shortcut Shift + Click on the
object.

To remowve an object from the screen, right-click on the object and its Context Menu will be displayed,
click on the Remove Object option. Alternatively, you can also drag and drop the object onto the
Layouts or Views controls:

© 2002 - 2024 by Digifort. All rights reserved.
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2.2.3 Information Panel

OFPS  CPU

2024 12:17:16 PM Mem

The Information Panel will provide \ital system data:

e Monitor Name: Displays the name, or number of the monitor, on multi-monitor systems. This name
can be used to identify the monitor when multiple screens are open.

FPS: Displays the total Frames per Second that the system is displaying (Of all cameras on screen).
CPU: Displays the current CPU usage of the monitoring station.

Date and Time: Displays the current date and time of the monitoring station.

Mem: Displays the current memory consumption of the monitoring station.

2.2.4 Control Panel Selection
‘ LR} HE

This control allows you to switch between different types of control panels.

2.25 Control Panels
2.2.5.1 PTZControl

-,

Presets

Patrol

Auxiliary

This visual control allows the movement and control of PTZ cameras. To learn more about this control,
see the PTZ with On-Screen Controls[ 71 topic.

2.2.5.2 Privacy Mode

This panel has the features for controlling Privacy Mode. To learn more about this mode, see the Privacy
Mode[ & topic.

© 2002 - 2024 by Digifort. All rights reserved.
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2.2.5.3 Audio

Auto-select

5 0N SCreen

1)

This panel has the audio controls, which allow you to receive and send audio to live cameras. To learn
more about receiving and sending audio to cameras, see the Audiol 761 topic.

2.2.6 Objects List

Objects Monitors Servers
Objects

5]

+
B« Camneras
Views
;_ 3 Maps
@@ Analytics
LPR
& LPRZones
B8 Web Page

B Operational Maps

The object list is one of the most important controls in the Monitoring Client's main interface. It will
display all the objects to which the operator has access and it is through this list that you can add
objects to the screen for viewing, reproduction, and various other functionalities. To learn how to use this
feature, see the Working with the Object List[ss topic.

2.2.7 Layout List

= r' T H B
u L — i B — i B el E_ I momes S r = :.'-:

This control allows you to change the layout of the Camera and Object View Panel. To learn how to use,
create and delete layouts, see the Working with Screen La outs/ e topic.

This control provides information about the current view, as well as controls for creating, changing, and
deleting views. To learn more about this feature, see the Monitoring Views| e topic.

2.2.8 Views Control

© 2002 - 2024 by Digifort. All rights reserved.



The Surveillance Client 21

2.29 Bookmarks

Bookmark

This control provides quick access to creating and searching for bookmarks. To learn more about this
feature, see the Bookmarks| 1) topic.

2.2.10 Shortcuts

To make the operator's work easier, the Suneillance Client offers some shortcuts for quick access to
some of the most used resources.

2.2.10.1 F2Key

Displays the option to call a camera on the screen using its shortcut (Configured in the camera's General
options, in the Administration Client).

2.2.10.2 F3 Key

Takes a photo from the selected camera and opens a dialog with the photo, and options for saving to
disk.

Use Shift+F3 to sawe the image directly to the default export directory, without opening the dialog
window.

2.2.10.3 F4 Key
Opens the Instant Review[ 127 function for the selected camera.
2.2.10.4 F5 Key

Reconnects to all configured seners. This shortcut has the same effect as the Refresh button, located in
the main menu.

2.2.10.5 F11 Key

Displays cameras in full screen. To exit full screen mode press the ESC key. This shortcut has the
same effect as the Full Screen button, located in the main menu.

You can also exit full screen through the context menu, by right-clicking on the screen or on an object,
select the Exit full screen option.

2.2.10.6 F12 Key

Changes the password of the user logged in to the connected seners. To learn how to use this feature,
see the chapter Changing the user passwordlz_nﬁ.

2.2.10.7 Ctrl + S
Send audio to the selected camera (The system will send audio while the shortcut is being pressed).
2.2.10.8 Ctrl + B

Create a new bookmark.
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22 Surveillance Client - Enterprise 7.4.1

2.2.10.9 Ctrl +Y

Activate / Deactivate Privacy Mode for selected camera.
2.2.10.10Ctrl + F

Freezes / Unfreezes the live image from the selected camera.
2.2.10.11Ctrl + D

Activate / Deactivate Digital Zoom for selected camera.
2.2.10.12Ctrl + H

Call Home position of the selected PTZ camera.
2.2.10.13Ctrl + L

Lock / Unlock selected PTZ camera for exclusive use.
2.2.10.14Ctrl + P

Pause / Unpause PTZ Patrol of the selected camera.
2.2.10.15Ctrl +J

Activate / Deactivate Visual Joystick for selected camera.
2.2.10.16 Ctrl + 0..9

Recall preset (0 to 9) of the selected camera.
2.2.10.17 shift + Click

Expands the viewing area of a control (such as a camera) that is in the control grid, to full screen. To
return to normal, repeat the same process.
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3.1

3.1.1

3.1.2

3.1.3

Configuring the Surveillance Client

This area of the system allows you to configure and customize the Suneillance Client. In the
configurations, the seners that will be monitored and the Surweillance Client environment parameters

must be specified.

To access the settings area, click on the settings button, within the Options Menu.

If you add, change or delete any server in the client settings, then you must click the Update button for
the Sunweillance Client to reconnect to the seners using the desired settings. Any other settings
changes will be applied when a new tile or camera is selected on the screen.

General Settings

Bt Live monitoring

B video and Audic
=

ar
H Media Playback

-
x Motion detection
ﬂ Multi-monitor

4 ) Alarms
Il Digifort Keyboard Controller

ordi llows the local recording of I
R toptick
irtual Matrix

Visual Objects Links

Web B

- S8 souaey & on exp nages (Screenshot, AVl and MP4)
-~

-

M Operational Map

Import

This is the general settings screen of the Sunweillance Client, it gives you the following options:
Remember the last tile selected when opening the system

When you select a view or camera, the system automatically saves its reference so that later, if the
Suneillance Client is reopened, the same camera or view will automatically reappear on the screen. If
this option is not checked, no cameras or tiles will be automatically loaded for display when the
Sunweillance Client is opened.

Remember last selected view when switching layouts

When this option is active, the system will reload the last view that was displayed for the selected
layout. If this option is selected, it will take precedence over the option to Keep objects on screen when

changing layout|[ 2a.
Keep objects on screen when changing layout

By default, when you select a new layoutm the system will clear the screen so that the new layout is
displayed empty (unless the "Remember last tile when switching layouts [ option is selected).
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Howewer, with this option selected, the system will keep the camera, or objects, that are already on
screen and populate the next layout, thus allowing the user to "open up more space" for creating views. If
the selected layout has fewer spaces than the number of objects on screen, the system will remowe the
excess objects.

3.1.4 Launch the surveillance client at operating system startup

Starts the Suneillance Client when the operating system starts, automating the camera Surweillance
process.

3.1.5 Hidetoolbars at startup
Expands the space reserved for the camera view to fill the entire screen when starting the system.
3.1.6 Automatically hide toolbar on inactivity

Expands the space reserved for the camera view to fill the entire screen after a specified period of
inactivity. Inactivity time is calculated when the system operator is not moving the mouse or typing on
the monitoring station keyboard.

e Seconds of Inactivity: Sets the inactivity time for the screen to expand.
3.1.7 Control bar

This option allows you to position the control sidebar on the left or right of the monitor.
3.1.8 Toolbar

This option allows you to place the toolbar at the bottom or top of the Sunillance client.
3.1.9 Screen

This option allows you to configure the type of window that the Sunillance Client will display:

e Windowed: The system will behave like a Windows window with minimize, maximize and resize
options.
e Full screen: The system will occupy the entire screen.

3.1.10 Theme
Allows you to choose the color of the Suneillance Client theme.
3.1.11 Object List

You can choose how object identification will appear in the object list in the Surwillance client Object
List.

e Name and Description: Displays the name and description of the objects in the list.
e Name only: Displays only the object name in the list.
e Description only: Displays only the object description in the list.

3.1.12 Show deactivated objects

By default, disabled objects will not be displayed in the object list. Enable this option to display disabled
objects in the object list.
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3.1.13

3.1.14

3.1.15

3.1.16

Show views from selected screenstyle only

By default, the system will only display the views of the selected layout in the object list, howewver, when
deactivating this option, all views will be displayed in the object list, regardless of the selected layout.

Auto expand nodes when searching objects

This option will cause the system to display the objects in the list with the nodes automatically
expanded when performing a search.

Local recording directory

The system has the functionality to perform local emergency recordings on suneillance stations.

e Directory: Select the directory to store locally recorded videos.

e Recording Format: Select the recording format
o Native Format: Local recording in native format (Can only be played back using the Video Player)
0 MP4: Local recording in .mp4, compatible with common video players.

Note
The user used to run the Suneillance Client (Operating System User) must have the right to write to the
selected folder. The default folder selected will be the same as the client installation folder, which is
generally located within the Program Files folder, which normal Operating System users generally do
not have write rights to. Make sure to select a folder with write rights.

To learn how to make local recordings, see the chapter Local Recordings| e .
Exporting and Screenshots

Sets a default directory for saving screen shots and exported videos.

e Add name, date and time to exported images: When an image or video is exported, the system
will render the camera name, date and time of the image. This option may slow down exports as the
system will need to transcode the video during export.

o Default export directory: Select the default directory that will be suggested during the video export
process.

Note
The user used to run the Suneillance Client (Operating System User) must have rights to write to the
selected folder. The default folder selected will be the same as the client installation folder, which is
generally located within the Program Files folder, which normal Operating System users generally do
not have write rights to. Make sure to select a folder with write rights.
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3.2 Configuring the servers to be monitored

Settings

Q General settings s
st create which the client m

y listis applied in r less of whether this settings screen is closed
A server

4 Live monitoring Add

Modify
B viseo and Audic
= Delete
W8 Hardware Decoding

H Media Playback

x' Motion detection
ﬂ Multi-monitor
4 ) Alarms
Il Digifort Keyboard Controller

g Joystick

=]

= Virtual Matrix

Visual Objects Links ger v o n with servers
B web Browser
&2
&) M

E Operational Map

This is the senver settings screen. On this screen you can configure which seners the Suneillance Client
will monitor.

Remembering that the architecture of the system is client-server, you can add as many seners as you
wish, whether they are on your local network or internet, so the Suneillance Client will monitor all of
them in a unique way, as if it were a single senver.

We hawe the following options:

e Show server list to user: When unchecking this option, the list of seners will not be visible so that
the user can connect / disconnect from specific seners.

¢ Reuse the same login for all servers: This option will cause the same login (username/password) to
be used when trying to connect to all registered senvers.

e Trigger local alarm in case of loss of connection to the server: Triggers an alarm popup when the
connection to a sener is lost.

The connection fo the server Local

Create Bookmark

e Use operation with failover servers: This option must be selected so that the user does not have
duplicate objects when operating with failover servers. Furthermore, when this option is used, the
system will repopulate the objects on screen during failover/failback, making the operation transparent
for the operator.

e Do not display server alert messages: This option disables alert messages (such as licensing or
database) that appear when logging into servers, being particularly useful in applications where the
monitoring client is being displayed on a video wall, without an operator controlling it.

e Ping Interval: This value is used to check if the sener is still available and working, if the server does
not respond to the Client's ping message, then the connection will be terminated and restarted. If using
Failover servers, use smaller values so that the client can identify more quickly in case the main server
becomes unavailable, so the change to the Failover server will take place more quickly.
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3.2.1

Note
When adding, changing or removing a server, the Surweillance Client must be updated by clicking the
Refresh button located on the Options Menu.

Adding, changing and removing a server

To add a server, click on the Add button, and to change a server, select the desired server from the list
of servers and click on the Modify button or, if you prefer, double-click on the server. To remowve a sener,
select the desired server and click Delete.

The image below illustrates the screen for inserting or modifying seners.

e Server name: Insert an identification name for the sener. Once saved, this name cannot be changed,
as it will be used to identify the server in the Sunwillance Client.

e Server IP: Fill in this field with the sener's IP address. A DNS address can also be used.

e Port: Enter the connection port to the server. The default port is 8600 for non-secure connections and
8400 for secure connections.

e Use SSL: Select this option to use a secure, encrypted connection to the senver.

e Description: Enter a brief description for the server, used only to help the operator identify it in the
system.

e Auto Login: This option enables the user and password fields to be filled in. By enabling this option,
whenever the Suneillance Client is run or updated, it will authenticate to the server using the username
and password provided. If this option is unchecked, the user must enter their username and password
on the login screen that will appear when the client connects to the sener.

e Connection Method: Select the type of connection to the senver.

o Internal Connection: Select Internal Connection if the server is on your local network. With this
option selected, the client will use the Private IP settings for direct access to the cameras (if
configured).

o External Connection: Select External Connection if the server is connected via the internet. With
this option selected, the client will use the Public IP settings for direct access to the cameras (if
configured).

e Method of receiving media: Select the media transmission method from server to client:

0 Unicast: Each object on the screen will open a new direct and independent connection with the
system server. The video will be transferred through this connection.

o Multicast: If the server has multicast enabled, the Client can receive the video via multicast
transmission, in order to save network resources, because if multiple clients are receiving a stream
from the same camera, it will be sent only once on the network and shared with all the clients
"connected" to this stream. Transmission via multicast will generally only work on local networks.
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e Servers: Displays all seners found on the network. Select a record from the list and the Sener IP and
Port fields will automatically populate.

e Active: Select this option if you do not want the Surweillance Client to connect to this sener. By
unchecking this option, no object from this sener will be available for viewing.

¢ Auto Connect: Causes the Suneillance Client to automatically connect to the server when started or
refreshed.

Important
If the user's password entered in the self-login fields is changed by the administrator in the
Administration Client or changed by the user himself through the password change module, the values
entered here must be updated.

Tip
If the Server module is running on the same computer as the Surweillance Client, the Loopback IP
identified by 127.0.0.1 can be used.

3.3 Live monitoring settings

Settings

O General settings
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i
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B web Browser
@~

M Operational Map

This configuration is divided into three parts: Live Monitoring, Camera Information and Image
Resizing configurations.

3.3.1 Live Monitoring

e Show cameras title bars: Shows a black bar where the camera information will be positioned at the
top of the image.

Show name on camera titles: Displays the camera name at the top of the image.

Show description on camera titles: Displays the camera description at the top of the image.
Show date on camera titles: Displays the current date at the top of the image.

Show time on camera titles: Displays the current time at the top of the image.

Fonts: Option to change the font in which the camera descriptions will be displayed.
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With options active With no options active

Garage
g

e Display reconnection message: When communication with the camera fails for any reason, if this
option is enabled, the Surweillance Client will show a reconnection message:

e View recording controls: Displays local recording controls, allowing the operator to record images
from the desired cameras at the monitoring station itself for later playback. To learn how to perform
local recordings, see the chapter Local Recordings@.

e Stop transmission of superimposed cameras in full screen: Cameras can owerlap when the user
selects a camera in full screen (by double-clicking). In this case, all the cameras that are below (not
being displayed) continue to transmit and decode, but by activating this option, the stream of these
superimposed cameras will be disabled, saving bandwidth and CPU resources.

3.3.2 CameralInformation

¢ Show frame rate per second: Displays the frame rate currently being received on the camera image.
e Show image resolution: Displays the resolution of the image being displayed on the camera image.
e Show bitrate: Displays the bandwidth used by the camera locally on the camera image.
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e Show video decoder used: Displays in the camera image the decoder used to decode and display
the image on the screen.
e Show connection status: Displays the transmission status on the screen image.

3.3.3 Image Resizing

¢ Do not resize images: The images coming from the cameras will be displayed at their actual size
without resizing. If the resolution of the image is smaller than the space resened for it, the image will
become small, and if the image is larger than the space resened for it, parts of it will be lost. The
figure below illustrates how this feature works.

e Resize to fit: The images coming from the cameras will always be resized so that they fill the entire
space resened for them. The figure below illustrates how this function works.

e Resize while maintaining image proportion: Resizes the image coming from the cameras so that
the width and height are resized proportionally to the viewing area.
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3.4

34.1

e Use bilinear resizing: When the images from the cameras are resized, some distortions artefacts
can occur, like jagged edges. By enabling this feature, the images will pass through a filter that
minimizes this distortion, keeping the image quality closer to the real image.

Important

Enabling bilinear resizing will require more processing power from the Sunillance station, as image
distortion correction is carried out using complex and CPU intensive algorithms.

Video / Audio settings

Bt Live monitoring

D Video and Audio
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Video Settings

e Video Buffer: By default, the Suneillance Client will not use the video buffer, which means that video

from cameras will be rendered instantly when received. Although this is the option that offers viewing
with the least possible latency, the video may not be smooth enough as rendering depends on several
external factors such as the quality of transmission via the network, the camera, load on the recording
server, among others. When using the video buffer, the system will receive the images and keep a few
milliseconds in memory and then reproduce the images constantly, greatly increasing the fluidity of
the video, however, this feature will add greater video display latency, which may not be operationally
viable for PTZ cameras, so the system allows the activation of the buffer according to the camera type:
0 Use video buffer for fixed cameras: Enables video buffering for fixed cameras. Enter the buffer
size in milliseconds.
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0 Use video buffer for PTZ cameras: Enables video buffering for PTZ cameras. Enter the buffer size
in milliseconds.

e Use multi-thread for decoding via software: The Surweillance Client allows the use of multi-thread
for H.264 and H.265 video decoding. This option can be used to speed up video decoding on the client,
especially for ultra megapixel images. Using this option will add at least 1 frame of delay to the \ideo,
that is, at 30 frames per second the additional delay will be at least 33ms while at 7 frames per
second the additional delay will be at least 143ms.

3.4.2 Audio Settings

e Audio input device: Choose the audio capture device. The system will detect devices recognized by
Windows.

e Audio Mode:
o Half Duplex: While sound is being sent to the camera it is not possible to hear any audio coming

from the camera.

o Full Duplex: It is possible to listen and speak at the same time.

e Audio Buffer Size: Specify the audio buffer size. This buffer is necessary for the correct reproduction
of the received audio. Increase this value if the audio received from the cameras is breaking.

3.5 Video Decoding via GPU

For greater system performance, it is possible to use video decoding acceleration through supported
video cards.

Video decoding via GPU will drastically reduce CPU usage of the suneillance station, allowing for a
greater number of cameras decoding in parallel.

Settings

Q General settings

i
B visco and Ao
3

¥ Hardware Decoding

H Media Playback

°
K Motion detection

g Multi-monitor

% | Alarms

Bl Digifort Keyboard Controller

PR Joystick
=

irtual Matrix
Visual Objects Links

B web srowser

“a

&) M

DH Operational Map

3.5.1 NVidia

For more information about NVidia graphics card compatibility visit this link:
https://developer.nvidia.com/video-encode-decode-gpu-support-matrix#Decoder

NVidia GPU decoding is only available in the 64-bit Surveillance Client (Suneillance64.exe) and
requires the installation of official NVidia drivers: https://www.nvidia.com/Download/index.aspx?lang=en-
us
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3.5.2

It is possible to use 2 or more video cards for decoding, and the system will balance the decoding load
between the available video cards.

The system also implements a video card resource monitor, where it will constantly evaluate GPU usage
and GPU memory usage. If the GPU or memory usage is abowe the configured limit, the system wiill
offload and decoding via CPU (Software) will be used.

Each camera instance being decoded (Regardless of the resolution used) will use around 200~250MB of
GPU memory.

H.264 Decoder: Enables H.264 video decoding via NVidia GPU.

H.265 Decoder: Enables H.265 video decoding via NVidia GPU.

e Parallel Decoding: The system allows parallelism for H.264 and H.265 video decoding via GPU. This
option can be used to speed up video decoding on the client, especially ultra megapixel images. Using
this option will add at least 1 frame of delay to the \video, that is, at 30 frames per second the
additional delay will be at least 33ms while at 7 frames per second the additional delay will be at least
143ms.

e Maximum Memory Usage: Select the maximum GPU memory usage value for decoding. If
maximum memory usage is reached, new cameras will be decoded via software.

o Default: Restores the default value for this option.

e Use GPU Usage Manager: Enable this option for the system to monitor GPU usage and start

offloading cameras for software decoding if GPU usage is abowe the configured limit.

o Default: Restores the default value for this option.

Intel

The system also supports video decoding (H.264 and H.265) via QuickSync through the Intel processor
graphics card. QuickSync is an Intel technology that enables video decoding through the graphics
processor built into its processors. To use QuickSync, the computer must support the use of the built-in
video card (Intel HD Graphics) and it must be active in the operating system. Using QuickSync is
recommended for viewing images of 5 megapixels or higher, where the gains from hardware decoding are
most noticeable. It is also recommended to use the 64bit Monitoring Client as memory usage is higher.

e H.264 Decoder: Enables H.264 \ideo decoding via Intel GPU.
e H.265 Decoder: Enables H.265 video decoding via Intel GPU.
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3.6 MediaPlayback Settings

Settings
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]
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Q) M-

M Operational Map

¢ Media Player Options
o Initial Timeline Zoom: Specify the zoom at which the timeline will be displayed by default
= Default: Restores the default value for this option

Friday, July 19, 2024

¢ Instant Review: Select the Instant Review operating mode:

0 Last 5 Seconds: Opens the video player to view the last 5 seconds recorded from the selected
camera.

0 Last 10 Seconds: Opens the video player to view the last 10 seconds recorded from the selected
camera.

0 Last 15 Seconds: Opens the \video player to view the last 15 seconds recorded from the selected
camera.

0 Last 20 Seconds: Opens the video player to view the last 20 seconds recorded from the selected
camera.

o Instant with Backward Playback: Opens the video player to the current time and starts playing in
reverse.
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3.7

3.8

Motion Detection Settings

Settings
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Motion detection allows the operator to more easily recognize movement in an image.

Motion detection is a filter applied to the image, highlighting the movements of the image in the desired
color.

Enable motion detection on client: Enables the motion detection filter.
Motion color: Select the motion highlight color by clicking the color control.
Sensitivity: Motion recognition sensitivity.

Default: Restores the default value for this option.

Multi Monitor Settings

The system has the ability to use several monitors interconnected in a single sureillance station,
creating an individual monitoring screen on each monitor where it is possible, for example, to display a
monitoring view on one of the monitors, and a single camera on the others. In this way, by adding several
video outputs, the Surveillance Client will work as an image decoder and multiplexer for as many
cameras as necessary.
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Settings
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Enable multi-monitor support: Enables multi monitor support.

Monitors detected: Number of monitors detected on your workstation.

Operation mode:

0 Automatic: Automatically opens a monitoring screen on each recognized monitor.

0 Manual: Choose the number of monitoring screens to open. You must manually position the
screens on each monitor. The system will save the screen position and position the screens
automatically the next time it is opened.
= Total monitors to use: Select the number of monitors to use in manual mode.

Set a default monitor for the Media Player: Defines which monitor the system media player will

appear on when opened.

3.9 Alarms

The alarms screen allows for various settings relating to the alarm pop-ups that are triggered on the
surweillance client.

Settings

O General settings < =
notification screen
Servers :

@t Live monitoring

(] video and Audio
rs

¥ Hardware Decoding

H Media Playback

°
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he alarm windows will be presented and the maximum amount of alarm
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M Operational Map
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391

3.9.11

Alarm Notification

e Alarm window with red border: This option makes the border of the alarm pop-up red.

e Automatically close the alarm notification screen: This option causes the alarm window to close
automatically after a set time.

o Time to close: Configure the time (In seconds) in which the alarm pop-up will close automatically.
o Cancel automatic closing for windows moved by the user: If automatic closing is enabled, this
option will not let the pop-up close automatically if the user drags it.

e Limit the amount of simultaneous alarm windows: The alarm system allows you to limit the
amount of simultaneously open alarm windows. When the window limit is reached, the oldest pop-up
will be closed automatically.

0 Simultaneous alarm windows: Configure the maximum number of simultaneous alarm windows.

e Save and keep the alarm screen position upon closing: This option will save the position of the
alarm window at the time it was last closed and will use this position for the next alarm window that is
opened.

¢ Do not move focus from current windows to new alarm window: With this option active, the
system will not move focus from the current window to the new alarm window.

Auto-Arrange Alarm Windows

Allows the system, by default, to auto-adjust the position of the alarm windows on the monitors. When a
new alarm popup is opened, the system will automatically reposition and adjust the size of the open
alarm windows on the monitors. You can define a monitor order (for systems with multiple monitors),
where when the limit of windows open on one monitor is reached, the system will continue to open
alarms on the next monitor. The window positioning layout can be defined individually for each monitor,
as well as the limit on how many alarm windows will be opened on each monitor.

You must configure the order of monitors through the registration list:

In the image abowe, the following order was configured: the first 4 pop-ups will appear on monitor number
2 and the other 4 will be shown on monitor number 1. In this case, if 9 pop-ups appear, the oldest one
will be closed, keeping only the last 8.

Click the Add button to add a new monitor configuration. Click Modify to change a monitor's settings
and Delete to delete this monitor's record and remowe it from the alarm window rotation.
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Alarm monitar

e Monitor: Select the number of the monitor that will receive the alarms.

e Total alarms: Select the maximum number of alarm windows this monitor can display.

e Window positioning
0 Auto: Select automatic so that the system automatically arranges the position of the alarms,

according to the configured Total Alarms.
o Fixo: Select Fixed to manually configure the desired layout. Check out the Layout Editor e topic
to learn how to modify the layout.

e Sort Order
o New alarm first: In the hypothetical case that we have alarm Al and A2 on the screen, a new

alarm would take the place of A1l. We would then have Al (new alarm), A2 and A3.
o New alarm last: In the hypothetical case where we have alarm Al and A2 on the screen, a new
alarm would be A3. We would then have Al, A2 and A3(new alarm).

e Do not reposition window for repeated events: If the same alarm is triggered multiple times, the
pop-up that is already open on the screen, referring to this alarm, will not be repositioned, otherwise,
the window will be mowved to the first or last position in the list of alarms (According to with the ordering
configuration, described previously).

e Cancel automatic repositioning for windows moved by the user: Windows that are moved by the
user will be removed from the alarm window position manager and will no longer be repositioned when
alarms are opened or closed.

3.9.2 Local Alarm List

+  day(s) for closed alarms

Colorfor closed alarms

e Number of days to keep alarms
o Days for open alarms: Number of days that the system will keep alarms that are still open in the
list.
o Days for closed alarms: Number of days that the system will keep alarms that are already closed
in the list.
e Color of open alarms: Color of open alarms, to make the screen easier to read. Click the color
control to change the color.
e Color of closed alarms: Color of closed alarms, to make the screen easier to read. Click the color
control to change the color.
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3.10 Digifort Keyboard Controller

3.11

¢ Live monitoring

[ video and Audio
=
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H Media Playback

Default

°
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igifort Keyboard Controller

“+ Virtual Matrix
Visual Objects Links
B Web Browser
@ -

M Operational Map

Activate beep on key press: Activates and deactivates the audible beep when you press a key of the
Keyboard Controller.

Keystroke repeat rate: Adjusts the repeat speed when holding down a key of the Keyboard
Controller.

o0 Defaul: Restores the default value for this option.

Maximum speed for playback acceleration: Defines the maximum speed of video acceleration in
media playback when rotating the Controller Table joystick.

o Default: Restores the default value for this option.

Use Keyboard for Media Playback: Allows you to enable or disable the use of the Keyboard
Controller for media playback. When the media player is opened, if this option is enabled, you can
control playback with the joystick, and if it is disabled, the Keyboard Controller will continue to work for
the selected live camera, sending PTZ controls to this camera instead of control the media player.

Joystick Settings

The system allows the use of common Joysticks to control PTZ cameras. On this screen you can
configure the Joystick options.
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Settings
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ough a standard PC

Configure Joystick

Visual

Click Configure Joystick to open the Physical Joystick configuration.

e Visual Joystick: The system has a Visual Joystick control, which will be superimposed on the
camera image, to simulate the use of a Joystick on a camera using the mouse. To learn how to
operate the Visual Joystick, see the PTZ Control with Visual Joystick@ topic.

0 Size of zoom buttons: The size of the Visual Joystick zoom button in the Sunwillance Client can
be increased by up to 300% to optimize use on Windows tablets.

3.11.1 General

Joystick Operation
Joystick
¥: 500
U: 500

PTZ Operations

Min: 0

Open Windows Configurations

Z: 500
V: 500

Restore Default

Activate Joystick: Activates the use of physical Joystick to control PTZ cameras.
Joystick Number: Select the joystick number (Configured in the Operating System).

Open Windows Settings: Opens the operating system's joystick manager.
Restore Default: Restores default values for all settings.
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3.11.2 Buttons

The system allows you to associate PTZ functions with the joystick buttons. Here you can define the
buttons that will perform zoom, focus, camera switching, among others.

Mave Right

e Zoom out: Select the joystick button that will perform the zoom-out function.

e Zoom in: Select the joystick button that will perform the zoom in function.

e Zoom factor: Select an operation factor, in percentage. This factor applies to zoom speed. In the
example abowe, the camera will zoom at 80% of its maximum speed when the button is pressed.

e Near focus: Select the button that will perform the near focus adjustment function.

e Far focus: Select the button that will perform the far focus adjustment function.

e Focus factor: Select an operating factor, in percentage. This factor applies to the focus adjustment
speed. In the example above, the camera will adjust its focus at 80% of its maximum speed when the
button is pressed.

e Close iris: Select the button that will perform the iris closing function.

e Open iris: Select the button that will perform the iris opening function.

e Iris factor: Select an operation factor, in percentage. This factor applies to the iris adjustment speed.
In the example abowe, the camera will adjust its iris at 80% of its maximum speed when the button is
pressed.

¢ Activate auto focus: Select the button that will perform the auto focus function.

e Activate auto iris: Select the button that will perform the auto iris function.

e Move left: Select the button that will perform the camera selection switching function. This button
selects the closest camera to the left of the selected camera.

e Move right: Select the button that will perform the camera selection change function. This button
selects the closest camera to the right of the selected camera.

e Move up: Select the button that will perform the camera selection change function. This button
selects the closest camera over the selected camera.

e Move down: Select the button that will perform the camera selection change function. This button
selects the closest camera below the selected camera.

3.11.3 Axes

The axes configuration allows you to choose which operation you want to assign to each joystick axis,
and the system allows five types of continuous operations: Pan, Tilt, Zoom, Focus adjustment and Iris
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adjustment. To assign operations to joystick axes, simply select the operation in the desired axis
selection box. Each operation can only be assigned to just one axis.

figurations

Joystick

"p— Joystick Configurations

Operation of the ¥-Axi Operation of the U-Ax
it

Operation of the Z-Axis Operation of the V-Axis

Joystick Operation
Joystick

Open Windows Configurations Restore Default

X-Axis Operation: Select the PTZ operation that the joystick's X-axis will perform.

Y-axis operation: Select the PTZ operation that the joystick's Y-axis will perform.

Z-axis operation: Select the PTZ operation that the joystick's Z-axis will perform.

R-axis operation: Select the PTZ operation that the joystick's R-axis will perform.

U-axis operation: Select the PTZ operation that the U-axis joystick will perform.

V-axis operation: Select the operation that the V-axis of the joystick will perform.

Invert: All axes can be inverted, that is, right, left, up and down operations will be reversed.

3.11.4 Axes Sensitivity

The axis sensitivity setting allows you to divide the axis working area into several equal parts, with the
sensitivity increasing according to the number of divisions. You can choose values between 1 to 30 for
any axis. The operating standard is 10 divisions.

onfigurations

Min: 0

Open Windows Configurations Restore Default
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X-Axis: Select X-axis sensitivity.
Y-Axis: Select Y-axis sensitivity.
Z-Axis: Select Z-axis sensitivity.
R-Axis: Select R-axis sensitivity.
U-Axis: Select U-axis sensitivity.
V-Axis: Select V-axis sensitivity.

Tip
When changing the sensitivity values, the visual controls for joystick testing will change to reflect the
division chosen for each axis.

3.11.5 Central Margin of the Axes

The axis margin configuration allows the joystick to work with a central gap, this is necessary for some
joysticks that are not very precise and return to their central point with a certain gap, so it is necessary
to define a margin for no operation.

margin of the

Open Windows Configurations

X-Axis: Select X-axis central margin.
Y-Axis: Select Y-axis central margin.
Z-Axis: Select Z-axis central margin.
R-Axis: Select R-axis central margin.
U-Axis: Select U-axis central margin.
V-Axis: Select V-axis central margin.

Tip
When changing the margin values, the visual controls for joystick testing will change to reflect the center
margin chosen for each axis.

3.11.6 Testing Settings

While adjusting the Joystick settings, you can test the changed options with the help of visual controls
with real-time feedback.
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The Sensitivity Test visual controls will display, in real time, the current axis sensitivity division and
central operating margin. When mowving the Joystick axes, you will see your current position displayed in
real time on the visual controls. With this you will be able to fine-tune the settings of each axis,
according to your Joystick.

The joystick operation feedback panel will provide real-time data about the joystick

e Joystick
0 Axes: The scope of axis values is 0 to 1000, with 500 being the midpoint.
0 Buttons: Currently pressed joystick buttons.
e PTZ Operations: Displays the scaled values, according to the sensitivity of each axis. The panel

provides information on the minimum and maximum value of each axis, as well as the current scaled
value.

3.12 Virtual Matrix
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|
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Visual Objects Links

B web srowser
D

M Operational Map

e Activate Virtual Matrix: Activates the Virtual Matrix for this client, making the monitors configured
here part of the Virtual Matrix monitor network.

e Monitor List: Enter the monitor name to be presented to the Virtual Matrix monitor network. You must
specify a name that is unique for each monitor. You cannot repeat the same monitor name on different
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3.13

clients, if this occurs, the monitor of the client that connects first to the server will be used as part of
the Virtual Matrix. If you do not enter a name for the monitor, it will not be part of the Virtual Matrix.
The number of available monitors will be equal to the number of screens (GUIs) open, according to the
station's Multi-Monitor Settings| s

e Show information of object source: When an object (such as cameras, views or maps) is sent by a
user to another monitor through the \irtual matrix, the operator is shown the origin information of that
object as shown in the figure below:

Virtual Matrix - Object 40 sent by admin (127.0.0.1)

e Blink border when an object is sent: When an object (such as cameras, views or maps) is sent by
a user to another monitor through the virtual matrix, the object's source information panel will flash
between red and black as shown in the figures below (This option is dependent on option to Show
information of object source):

Virtual Matrix - Object 40 sent by admin (127.0.0.1)

Virtual Matrix - Object 40 sent by admin (127.0.0.1)

e Show monitor name on main screen: Displays the name of the Virtual Matrix monitor on the
application's main screen, instead of the monitor number.

Monitor 1 15FP5  CPU
E/, 0241 PM Mem

Visual Objects Links

This screen allows you to customize the operation of object links. To learn how to operate object links,
see the topic on Operating with Object Links| ss).

Q General settings
! : Servers

B4 Live monitoring

B viseo and Ao
=

W Hardware Decoding

H Media Playback
Options

3
k Motion detection Aute hide link:

@ Multi-monitor

4 | Alarms v links within LPR o

Default

Default

I Digifort Keyboard Controller clicking onthe fink

Replace the current obj

g Joystick

Shift + Click
& g Virtual Matrix e Ctrl + Shift + Click

Visual Objects Links

B8 web prowser
D

M Operational Map

e Activate object links: Allows control of whether or not links are activated at this monitoring station.
e Links transparency: Allows you to control the opacity of zones and icons, so that you can see the
camera image behind the icons and zones or keep them a solid color. You can set independent
transparency values for zones or icons.
o Default: Restores the default value for this option.
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3.13.1

3.14

¢ Auto hide links: This option causes the links to disappear from the image after the configured time,
reappearing when the mouse mowves on the image.
o Time: Time (in seconds) to hide the links.

e Show links within Analytics objects: This option makes the links available on the camera object,
displayed through the Analytics Configuration object.

e Show links within LPR objects: This option makes the links available on the camera object,
displayed through the LPR Configuration object.

Actions When Clicking on Links

The operation of links is done through shortcuts, that is, when clicking on a link, the system can take an
action, such as replacing the current object with the object referenced by the link, or opening this object
in a new window, for example. The system allows the use of some modifiers such as Shift+Click and
Ctrl+Shift+Click. Below you can specify which shortcut should be used for a specific action. The
system allows operation with 3 different shortcuts, namely Click, Shift+Click and Ctrl+Shift+Click.
Configure shortcuts for the desired actions:

e Replace the current object: This action will cause the camera to be replaced in its current screen
space by the object referenced by the link (if the link leads to an object, if it is an event, the camera
will remain on the screen).

e Add the object to an empty space: When performing this action, the system will add the object
referenced by the link to an empty space in the view, without removing the camera from the screen.

e Open a popup with the object: This action will open a popup with the object referenced by the link,
keeping the camera on screen.

Web Browser

This screen provides options for Web Browser control:

he used by the Web Page objects

Visual Objects Links

B Web Browser

& -

M Operational Map

e Default Browser: Select the type of browser to be used:
0o Chromium
0 Microsoft® Edge
0 Microsoft® Internet Explorer
e Security
o Ignore Invalid Certificates: Do not display an invalid certificate message.
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3.15 Maps

This screen allows you to configure options for the Synoptic Map object.

i
B Video and i
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H Media Playback
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n

Il Digifort Keyboard Controller

(
B web Browser
& er

Eél Operational Map

e Toolbar Open by Default: Enable this option to always display the map toolbar opened (At the top of
the control). If this option is deactivated, the bar will be displayed closed, providing a larger viewing
area of the map.

o Default Resize Type: Allows selection of the default map display type:
o No Resizing: Displays the map at its default size, without resizing the icons.
o Stretch: Displays the map, stretching its content to the entire viewing area where it is being
displayed.
o Proportional: Displays the map, stretching its content to the entire viewing area where it is being
displayed, maintaining the original proportions (No distortions).

3.16 Operational Maps

This screen allows you to configure options for the Operational Map object.
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Setings

H Media Playback

-
x Motion detection

@ Multi-monitor

% | Alarms

Bl Digifort Keyboard Controller

E Operational Map
e Analytics

LPR
Video Synopsis

%' Media Redaction

e Toolbar Open by Default: Enable this option to always display the map toolbar opened (At the top of
the control). If this option is deactivated, the bar will be displayed closed, providing a larger viewing
area of the map.

e Night Mode Enabled by Default: Activate this option so that the map is displayed with night mode
activated.

3.16.1 Actions When Clicking on Objects

The operational map allows you to open the objects displayed on it, such as cameras, analytics
configurations, among others. The system provides different actions for displaying the object when
clicked, and different shortcuts for activating an action. The supported shortcuts are: Double Click,
Shift+Double Click, Ctrl+Shift+Double Click. Assign the desired shortcut for each action:

e Replace the current object: This action will cause the map to be replaced in its current screen
space by the object referenced by the link (if the link leads to an object, if it is an event, the map will
remain on the screen).

e Add the object in an empty space: When performing this action, the system will add the object
referenced by the link to an empty space in the view, without removing the operational map from the
screen.

e Open a popup with the object: This action will open a popup with the object referenced by the link,
keeping the operational map on screen.

3.17 Analytics

This screen allows you to configure options for the Analytics Configuration object.
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Settings
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Cancel

e Show Open Event List: Activate this option to always display the event list opened (At the bottom of
the control). If this option is disabled, the event list will be displayed closed by default, providing a
larger camera viewing area.

e Rendering Options: You can configure default analytics metadata rendering options. When an
analytics object is added to the screen, the options defined in these settings will be used by default.
The user can also change the options of each object manually through the context menu by right-
clicking on the Analytics Configuration object. Select the desired options for default rendering.

3.18 LPR

This screen provides options for customizing LPR controls.

H Media Playback

o
K Motion detection

Ij Multi-monitor

% | AMarms

Il Digifort Keyboard Controller e
Joystick
ress bar during query with LPR Bridge
== Virtual Matrix
]

Visual Objects Links
st open by default

B web srowser
el {

Map

M Operational Map
e Analytics

LPR
Video Synopsis

£ Media Redaction

Import

3.18.1 List of Recognized Plates

These options allow you to configure the type of plate thumbnail display in the list of recognized plates
(On the left side of the LPR control).
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M Rodizio final 1 2

B Rodizio final 162

B Rodizio final 162

M Rodizio final 1 £2

e Show system generated plate image: This option will generate a digital representation of the plate,
with the recognized characters, presenting different colors for each character, depending on your
reading confidence (If supported by the engine or camera).

e Show camera image crop: This option will generate a small image with the plate cut from the
original image, in thumbnail form.

3.18.2 Details of Selected or Recognized Plate

These options allow you to configure the type of plate thumbnail display in the LPR record search
details.

Today - Volkswagen
< (B szl
M Col

M Rodizio final 9 e 0

e Show system generated plate image: This option will generate a digital representation of the plate,
with the recognized characters, presenting different colors for each character, depending on your
reading confidence.

e Show camera image crop: This option will generate a small image with the plate cut from the
original image, in thumbnail form.

3.18.3 Plate Filter

Provides options to filter the plates displayed in the LPR Configuration (Live) control.

o Display only recognized license plates that are registered in a list: This option will filter the live
records of the LPR Configurations and will only display records for plates that are registered in any
system plate list. The effect of this filter is for live viewing only, and does not affect the search for
recognized LPR records.

3.184 LPR Bridge

Integration options with LPR Bridge.

¢ Display progress bar during query with LPR Bridge: This option will display a small progress bar
while the LPR Bridge queries the record.

3.18.5 Zonas de LPR

Options for visual control of LPR Zone.
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3.20

e Plate List open by default: Activate this option to always display the list of plates in the zone (On

the left part of the control). If this option is disabled, the list of plates will be displayed closed by
default, providing a larger viewing area for the zone dashboard.

3.19 Evidence

This screen provides the settings for the integration with Evidence.

Settings

°
K Motion detection

lence integration

Ij Multi-monitor

4 ) arms
Bl Digifort Keyboard Controller
P Joystick

=

Visual Objects Links
B web srowser
“x
§9 man
M Operational Map
“ Analytics

LPR
Digifort Evidence
Video Synapsis

%2 Media Redaction

Enable Evidence integration: Enables integration with Evidence.
Server address: Provide the Evidence server address.

HTTP Port: Provide the Evidence HTTP server port.

FTP Port: Provide the Evidence FTP senver port.

Video Synopsis

The Video Synopsis module is used to investigate recordings through video synopses and video
intelligence. This screen allows you to configure integration with the Video Synopsis module.

Settings

H Media Playback

°
x Mation detection

ﬂ Multi-monitor

%) Alarms

Il Digifort Keyboard Controller

Visual Objects Links

B web srowser

P
0 v

J| Operational Map

Video Synopsis

% Media Redaction
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e Activate Video Synopsis integration: Enables integration with Video Synopsis.
e Video Synopsys V4: Select this option to integrate with version 4 of Video Synopsis.
o0 Video Synopsis Client: Select the folder where the Video Synopsis Client was installed.
¢ Video Synopsis V5: Select this option to integrate with version 5 of Video Synopsis.
0 Server address: Enter the Video Synopsis server address.
o Port: Enter the server port.
0 Auto Login: Activate this option for the system to automatically log in to Video Synopsis with a pre-
registered username and password.
= User: User for auto login.
= Password: Password for auto login.

3.21 Disclaimer Message

The system allows the display of a personalized Disclaimer message when the Sunweillance Client or
Administration Client is opened. The user must click "I Agree" in order to use the system, otherwise the
client will be closed.

To add a personalized disclaimer message, simply add a file called "Disclaimer.htm” to the clients’
installation folder.

COMPANY Security Policy - Access and use of equipment and systems

Access and use of COMPANY equipment and systems is only allowed to users authorized for that purpose, in the terms and in accordance with COMPANY security
policies and standards, which should be known to users.

Any unauthorized access or use could give rise (o the opening of a security incident and constitute an unlawful access, subject to disciplinary, civil and criminal sanctions
The present equipment is a work tool. Access credentials (usemname and password) are personal and non-transferable

Access 1o the systems may be monitored by the company, for security reasons, and in compliance with COMPANY security policies and standards and current legislation.
Copying, printing, handling, exporting and sending by any electronic means of information access is carried out within the scope of the performance of functions, except
for strictly professional purposes. Is not authorized access to content that violates copyright, susceptible of paying attention to the modesty and sensitivity of third parties,
that contain malicious software, or that violate any other applicable legislation

The connection of any device external to this equipment, except for sirictly professional purposes, nor is it authorized to capturing images, sound or photographs of the
content reproduced in the workstations,

It is mandatory to lock the computer whenever you are away from your workstation

3.22 Importing and Exporting Settings

The system allows you to easily Import and Export Suneillance Client settings. On the Settings screen,
use the Import or Export buttons.

orting directory
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e Settings: Imports or Exports all settings to an .ini file.
e Servers: Imports or Exports the server registration to an .ini file.

© 2002 - 2024 by Digifort. All rights reserved.



Chapter



56 Surveillance Client - Enterprise 7.4.1

4 Object List

Objects Monitors Servers

Objects Servers

o+
¢ Cameras
Views
;_i Maps
@ Analytics
LPR
& LPRZones
B8 Web Page
M Operational Maps

The object list is one of the most important controls in the Suneillance Client's main interface. It will
display all the objects to which the operator has access rights, and you will use this list to view,
playback and quickly access various other features through the context menu with the right mouse
button.

This control is made up of 3 tabs:

e Objects: List of system objects.
e Monitors: List of Virtual Matrix monitors.
e Servers: List of seners.

4.1 Filters

Use the search bar to filter records. The term entered will filter all objects and will only display objects
that matches the term in their name or description, as shown in the figure below:

Objects

05

B Cameras

wp 31 (Dome Telhado)

4.2 Objects

The Objects tab will provide the complete list of all objects that the operator has access rights from the
connected seners. Objects from all servers will be displayed in a single combined list.

4.2.1 Adding Objects to the Screen

To add an object to the Object View Panel, double-click on the desired object in the list, and it will be
added in an empty space in the View Panel. You can also use the drag and drop function:
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Objects Monitors Servers

#
= Camera
w¥ 40 (Camera 40)
C (VLC)

If you drag and drop an object into an empty space, this object will fill that space. You can also drag an
object from the object list to a space where another object is already occupying, in which case the
object on screen will be replaced by the new object:

Presets.
Patrol

Auxiliary

Objects Monitors Servers

&=« Camera

40 (Camera 40)

The system also allows you to drag and drop objects into the Media Player, making it easier to change
cameras during a recording investigation:

1 Minutets)

You can also drag a sawved view to the Live Object View Panel, or Media Player.
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4211

4.2.2

Dragging Groups of Objects

The system allows you to drag and drop groups of objects, to the Object View Panel or Media Player.

When an object group is dragged, all objects in the group will be added to the canvas:

=+ Camera

W First Floor

W Break Room

erte

Wy 40 (Camera 40)

Views

In the example above, when dragging the Break Room group, cameras 19 and 20 will be added to the
screen.

By default, when dragging a group, only the direct objects in the group will be added to the screen,
therefore, no subgroup objects will be added. In the figure abowe, if the First Floor group is dragged, only
camera 40 will be added to the screen. To drag objects from the group and all objects from all subgroups
within this group, hold down the Shift key while dragging the group. In the example abowe, when dragging
the First Floor group, holding the Shift key, cameras 19, 20 and 40 will be added to the screen.

If an object filter is applied, it will also be applied when dragging groups. Example:

e
,9 break
= Camera
W First Floor
W Break Room

feitorio)

wy 20 (Entrada Refeitorio *)

In the figure abowe, the break filter applied will filter all objects with this name. Since this is the name of
a subgroup, all objects in this subgroup will be displayed. Note that camera 40, which belongs to the
First Floor group, is not being displayed. In this example, when dragging the First Floor group, with the
Shift key pressed (To drag subgroup objects), only cameras 19 and 20 will be displayed on screen, and
camera 40, even though it belongs to the First Floor group, will not be displayed as it is being excluded
by the filter.

Camera Status

The system uses different icons to represent a Fixed camera or a PTZ camera. A Dome
camera icon indicates that the camera in question has PTZ capabilities enabled.

These icons represent that the camera is deactivated.

These icons represent that the camera is activated, working, but is not currently writing to
disk.

These icons represent that the camera is activated, working, and currently writing to disk.
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4.2.3

These icons represent that the camera is activated, working, detecting motion, but is not
writing to disk. Motion detection will only be signaled if the camera is recording by
motion, or has a motion alarm configured.

These icons represent that the camera is activated, working, detecting motion, and
writing to disk. Motion detection will only be signaled if the camera is recording by
motion, or has a motion alarm configured.

These icons represent that the camera is not working.

Icons Grouping

The object list icons can be grouped by Object Types and Servers:

e Object Types: This is the default organization of the list, where all objects from all seners will be
grouped by their type, providing a general and unified view for the user:

Objects Monitors Servers

Objects

*
¢ Cameras
Views
;, Maps
@ Analytics
LPR
% LPR Zones
Neb Page

B Operational Maps

e Servers: When organized by seners, objects from each sener will be grouped within a specific icon
for each sener:

Objects Monitors Servers

Objects
]

!;J igifort Internal Connection
BN« Cameras
£ Maps
@@ Analytics
LPR
2~ LPR Zones

Page

rational Mans

rver - Testing Only

In the senver organization type, the Views will be displayed globally, as they are shared with all seners.
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4.2.4

4.3

Context Menu

The object list context menu is a very powerful tool for quick access to the most used functions for the
selected object type. With easy-to-understand shortcuts and a simple, logical structure, the context
menu will optimize system usage time, providing easy access to various system tools and resources.

To access the context menu, right-click on an object in the list:

=T 10 Refaitarinl

Instant Review
Media playback (Single camera)

dia playback (Single camera)

mark

tadata Search

A menu with available options for the selected object type will be displayed. The menu items are
shortcuts to various system functions such as Video Playback, Virtual Matrix, Bookmarks,
Searches, Maps, among others.

Monitores

The Monitors tab will display the list of monitors currently connected to the Virtual Matrix, providing
information about each monitor:

Objects Maonitors Servers

9°
5

Mosaice Demo
LIS
LP
L UE
= 05
L)
B8 Digifort Website
LN
e 33
o
]
® bonilha

B3

= 01 (Client parking)

ideowall

Each monitor item in the list will display the following information:

e Objects on Screen: Name of the object currently being displayed on screen. If a view is being
displayed, the name of the view will be displayed, as well as a list of all objects in the view.

e |P: IP of the station where the monitor is located.

e User: User logged in to the station where the monitor is located.
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The monitor list also features a context menu, accessible via right-click:

i;l Monitor 1
» Remove Objects

- 40

= 19

- 20

8 admin

Using this context menu you can remove objects from the selected monitor. This operation will remove
all objects on screen.

You can also send objects to this monitor using the drag and drop function. To learn how to use the
Virtual Matrix, see the Virtual Matrix[ 155 topic.

4.4  Servidores

The Servers tab will display a list of all servers registered in the Surweillance Client. Here you can check
the connection status with senvers, connect and disconnect from servers:

Objects  Monitors Semnvers

Q

*

Server Status

M Digifort Int... Cennected (reberto.filho)

(- Local Serve... Connected (admin)

The icon on the left side of the server will represent your connection status:

Server disconnected.
M Sener connected.
Connection in progress.
M Error connecting to the senver.

To connect or disconnect from a server, double-click on the desired server icon:

Status

gifort Int... Connected (roberto.filho)

If an error occurs while connecting to the senver, an error message will be displayed in the Status
column:

Objects Monitors Servers
©

&+

Server Status

'Aﬂ Digifort Int... Cennected (roberto filho)
. Local Serve... Invalid authentication...

You can sort the list by clicking on the desired column to sort.
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5 Layouts and Views

The Surweillance Client allows the display of multiple objects (Cameras, Maps...) on screen for
monitoring. These objects are added in a Camera and Object View Panell 15"

The Camera and Object View Panel can take on different layouts (Screen Style) for better
organization of the objects on the screen. The system has some standard layouts and also allows the
creation of new layouts:

T I"‘ = = I -
Auto Timer g —— [ 2
I B =1

il ses coe= mEE

In addition to the common layouts, the system has 2 special layout types:

objects as necessary can be inserted into this layout and thus the mosaic automatically
resizes the size of the space reserved for each object so that they can all be displayed on
the screen simultaneously. This layout will always grow symmetrically (2x2, 3x3, 4x4,
etc...).

Automatic: This layout allows the creation of automatic sizing layouts, that is, as many
Auta

e Timer: This layout allows the creation of a sequence of objects and views that will be
Timer displayed on the screen alternately with a waiting time defined by the user. To learn how to
use this feature, see the topic on Timer Views[e7 .
To change the current layout, simply click on the icon for the new desired layout on the control. If the
layout list is too long, click the right and left arrow icons to mowve the layout list.

After selecting the desired layout, you can add objects to the screen, and save this current positioning of
objects in a View, so you can reload this view of objects in the future, just by reloading the saved view.
To learn more about working with views, see the Views|e6 topic.

When changing the layout, the system may automatically display the last view saved for the new layout,
if the option to Remember the last view when changing Iayoutslz'ﬁ is activated. If this option is disabled,
the system will be able to Keep objects on screen when changing IayoutlZ'ﬁ if this second option is
activated, otherwise, the system will clear the screen, removing all objects, when changing layout.

5.1 Creating Layouts

The Surweillance Client has an embedded layout editor. To access it, simply click on the buttons on its
toolbar:
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® [®s| Entrance Cameras -
»

=== View of 4 objects

To add a new layout, click the "+" button.

To delete a layout, select the layout and click the "-" button. The system will ask for confirmation to
remowe the selected layout. The button will be disabled for the system's native layouts, as these cannot
be remowed.

When clicking the "+" button, the following screen will be displayed:

Matrix Dimension

1 =

Create Matrix

Miniature

¢ Matrix Dimension: Choose the dimension of the matrix to be created. The value is NxN.

Select the matrix dimension and click the Create Matrix button:
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Matrix Dimension

Create Matrix

Miniature

In the figure above we created a 4x4 matrix, making it possible to add 16 cameras to the screen.

After creating the matrix, it is possible to join quadrants by clicking with the left mouse button and
dragging it, aiming to obtain a larger viewing area, in the example above we are joining quadrants 1, 2, 5
and 6, forming the layout presented. in the figure below:

Screenstyle Editor
Surveillance Screenstyle Editor
Matrix Dimension

4 -

Create Matrix

Miniature

With the union of these four quadrants we obtain space for the allocation of 13 objects, one of which will
be four times larger.

It is possible to join as many quadrants as necessary as long as the final area is a rectangle.
To undo a join, repeat the same process with the right mouse button.

Click the OK button to save the Layout or Cancel to cancel the operation.
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5.2

Creating Views

The system allows for saving the current positioning of objects on screen in a View, so you can reload
this view of objects in the future, just by reloading the saved View.

Views are always categorized according to their layout, meaning you can create and save views for
different layouts.

You must choose a unique name for this view within its category (Layout).

The system allows views with the same name, as long as they have different layouts.

You cannot create views for 1 object layout.

By default, the system will only display tiles from the selected layout in the Object List[ss), unless the

Display views from selected layout only| 261 option is unchecked.

To create a view, select the desired layout, place the desired objects on the screen and click the Save

View button:

The following screen will be displayed, with options for saving the view:

Save View
Inform a name for the view:
Entrance Cameras - Recoldlnj

View Options

cted media profile

Save current of fisl panomorph cameras

Public view 4 Cancel

Name: Enter a name for the view. This name must be unique for the selected layout.

Options: The options selected here will be saved along with the view, so when it is loaded again, these

saved options will be applied.

0 Save selected media profile: Selecting this option will save the current Media Profile[s" for each
camera.

0 Save motion detection settings: Selecting this option will save the motion detection settings
along with the view. To learn how to configure motion detection, see the Mation Detection
Settings[ss1 chapter.

0 Save image filter settings: By selecting this option, the image filter settings will be saved along
with the view. To learn how to configure image filters, see the chapter Image filters| s

0 Save Current Digital Zoom Position: By selecting this option, the last digital zoom position left on
each camera will be saved. To learn about digital zoom, see the chapter Digital PTZ[ 7.

0 Save current position of fisheye/panomorph cameras: Selecting this option will save the filter,
mode and current zoom position on the 360 camera dewarp. To learn about Fisheye / Panomorph
lenses, see the Fisheye / Panomorph[s' Lenses chapter.

Public View: Select this option to indicate that this is a Public View, or deselect it to indicate that it

is a Private View. The Public View will be displayed to all users on the system, while the Private View

will be restricted to the user who created it.

The Public View will be displayed in the object list with the following icon:
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Presentation |/0

The Private View will be displayed in the object list with the following icon:

) mosaico 1508

Views will dynamically update in real time when created, updated or deleted on all clients, without the
need to reconnect to the senver.

To delete a mosaic, select the desired mosaic and click the Delete button:

The Clear button, represented by a trash can, will remowve all objects on screen.
5.2.1 Timer Views

This layout allows the creation of a sequence of objects and views that will be displayed on the screen
alternately with an exhibition time defined by the user. To access this feature, select the timer layout in
the list of layouts and then click on New Sequencing View, as shown in the figure below:

After this process, the timer view inclusion screen will be displayed, as shown in the figure below:

Sequencing

Name W Configuration of Views Sequencing

¢ Cameras
) Maps
@ Analytics

M Operational Maps

Public view
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e View Name: Enter a reference name for the view.

e Views: List of available views to add to the timer view. These views must already be created in
advance.

e Object List: List of objects available to add to the timer view.

e Sequencing setup: Ordered list of timer view items that will be sequenced on the Suneillance Client
screen.

¢ Modify: Modifies the display time of the selected item.

e Up and down buttons: Changes the display order of the selected object.

e Public View: Select this option to indicate that this is a Public View, or deselect it to indicate that it
is a Private View. The Public View will be displayed to all users on the system, while the Private View
will be restricted to the user who created it.

To add views to the sequencing, select it and click the Add button, represented by the red arrow pointing
to the right, or to add objects, select the object and drag it to the list. When adding an object or view to
the sequencing list, the screen requesting the time that this object or view will be displayed on the
screen will be shown, as illustrated in the figure below:

orm the exhibition time of the view.
he time that it will be shown on the

-
¥ Seconds

oK Cancel

e Seconds: Display time of the selected object or view
Enter the desired time and click OK.

After adding all the desired views and/or objects to the timer view, click OK to save and it will be
displayed on the screen, and it will start executing, sequencing the items in the order that was created in
the sequencing list.

The system provides some controls for manipulating this view, located on the main screen of the
Surnweillance Client, with functions such as pausing the sequencing, moving forward and backward
between objects or views and restarting, as illustrated in the figure below:

Sequencing

Current Object:

This control will be presented below the list of objects on the Suneillance Client main screen, only when
the TIMER layout is selected.
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6

6.1

6.1.1

Cameras

Camera control is the most important component of the system, it is with this control that you can view a
live camera:

You can customize and configure this control through the Surweillance Client's Live Monitoring
Settings| 2.

Camera control has several keyboard shortcuts. See the Suneillance Client Shortcuts| 211 chapter to
learn more.

With the right mouse button, you can access a powerful context menu, with several shortcuts to
optimize system operation. See the Context Menu for Optimized Operationl?ﬁ chapter to learn about
object shortcuts.

In this session you will learn how to use all the features that camera control offers.
PTZ
Through the Surweillance Client it is possible to control moveable cameras using the PTZ feature.

The system provides several ways to control a camera's movement:
Visual Screen Controls

Physical Joystick or Keyboard Controller

Visual Joystick

Click and Center

Area Zoom

Digital Zoom

How the four ways of moving a camera work will be explained in the following topics.

Moving using on-screen controls

The system provides all the necessary tools to move the camera through the screen controls. To access
this feature, locate the PTZ controls on the Suneillance Client's main screen, as illustrated below. These
controls are only available if a camera with PTZ support is selected.

To move a camera, you first need to select it, to do this click on the image of the desired camera. A
colored border will appear around the camera to indicate that it is selected.
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6.1.1.1

6.1.1.2

6.1.1.3

6.1.1.4

Directional Arrows

Mowes the selected camera to the desired direction. If the selected camera driver supports Joystick PTZ,
you can click and hold the directional button and the camera will move while the button is pressed. If the
selected camera driver does not support Joystick PTZ, when you click the directional buttons, the
camera will move a few steps and stop, regardless of whether you keep the button pressed.

Zoom Buttons

Performs Zoom In or Zoom Out function. If the selected camera driver supports Joystick PTZ, you can
click and hold the zoom buttons and the camera will perform the zoom function while the button is
pressed. If the selected camera driver does not support Joystick PTZ, when you click the zoom buttons,
the camera will zoom a few steps and stop, regardless of whether you keep the button pressed.

This bar defines the speed at which the camera will move when performing a PTZ function. The system
will always save the last position used by the user.

Sensitivity Bar

Focus Button

If your camera supports focus control, use these controls to control your focus.

e Button +: Adjusts focus for objects close to the camera.

e Button -: Adjusts focus for objects far from the camera.

e Auto Focus Button: Enables or disables Auto Focus. When pressing this button, the context menu
below will be displayed, with options to Enable or Disable Auto Focus:
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Activate
Deactivate

6.1.1.5 Iris Button

If the camera supports iris control, use these controls to control the opening and closing of the lens.

e Button +: Opens the lens iris to receive more light.

e Button -: Closes the lens iris to receiwve less light.

e Auto Iris Button: Activates or deactivates Auto Iris. When pressing this button, the context menu
below will be displayed, with options to Enable or Disable Auto Iris:

Activate

Deactivate

6.1.1.6 Digital PTZ Button

Enables or disables Virtual PTZ. To learn what it is and how to use this feature, see the topic Using
Digital PTZ[ 7.

6.1.1.7 Joystick Button

Enables or disables the visual joystick. To learn what it is and how to use this feature, see Moving using
the Visual Joystick[7e".

6.1.1.8 PTZLock Button

Locks the camera's PTZ controls for exclusive use by the operator, following the hierarchy of priorities
pre-defined by the administrator. When activating this lock, only the operator who activated the lock will
be able to control the PTZ of the camera, all other operators will lose control of this camera. Only an
operator with higher priority will be able to take over control.

PTZ locking can also be done using the shortcut Ctrl + L.

When a PTZ camera is locked for exclusive use, an icon indicating the lock will be displayed on the PTZ
control:
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6.1.1.9

6.1.1.10

6.1.1.11

When keeping the mouse over this icon, the system will display the user name and IP of the station that
has the block.

Home Position Button

The camera will move to the Home position when you press this button.

The home position can also be called using the shortcut Ctrl + H.

Windshield wiper

Activates the windshield wiper, if the camera supports this feature.

Presets

Preset control allows you to recall camera presets (Predefined positions) or create new presets (If the
operator has the right).

6.1.1.11.1 Calling Presets

To recall a preset, simply select it from the list and click the play button as shown in the figure below:

The system also provides quick access to the first 9 presets, via the numbered buttons:

When keeping the mouse over a numbered button, the system will display the name of the preset.

You can also call presets using the shortcuts Ctrl + 0..9.

6.1.1.11.2 Creating Presets

To sawe a preset, move the camera to the desired position, and click on the create save preset icon,
represented by a Rec button:
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6.1.1.12

6.1.1.13

6.1.1.14

The preset registration window will be displayed:

Add preset

Number

e Number: Select the preset number. The system will automatically increase this value, suggesting a
preset number, based on the value of the last registered preset.
e Description: Provide a description for this preset.

When finished, click the OK button to save or Cancel to abort the operation.

PTZ Patrol

Presets

Patrol

Auxiliary

This control allows you to start or pause PTZ Patrols. This is a feature that allows the camera to follow a
tour pre-defined by the administrator.

To start a Patrol, select the desired tour and click the Play button.
To pause a Patrol, press the Stop button.

You can also start or pause a Patrol using the shortcut Ctrl + P.

Auxiliary

Activates or deactivates an auxiliary camera function if supported.

To activate or deactivate an auxiliary function, first select the function in the menu and press the | button
to activate or O to deactivate.

PTZ Usage Status

When a user is using PTZ on the selected camera, an icon indicating its use will be displayed on the
PTZ control:
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By placing the mouse over the icon it is possible to see which user is interacting with the PTZ of the
selected camera:

6.1.2 Moving by Click and Center

This feature, if supported by the camera driver, allows the user to click on any point in the camera image
where they want to center the image.

When clicking on a point in the image, the camera will move and position itself to center the clicked
point.

To use this feature, select the desired camera, and then click on the center button on the PTZ control
screen. The central control button will be activated:

With this button pressed (Enabled), click on the desired point in the camera image.

While this button is pressed, the system will not allow the selection of another camera. Disable the
button so you can select another camera.

6.1.3 Moving with Area Zoom

The system allows the movement of a PTZ camera by selecting an area of the image, if the camera driver
supports this function. When selecting an area in the camera image, the system will position the camera
to zoom in to the desired area, moving the camera's Pan, Tilt and Zoom simultaneously in order to center
and zoom in to the selected area:
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6.1.4

6.1.5

To perform the Area Zoom function, right-click on the initial position, and, keeping the right button
pressed, drag the mouse to create a selection area. When releasing the right mouse button, the system
will perform the Area Zoom.

Moving with Visual Joystick
The visual joystick is a tool that simulates the operation of a desktop joystick using the mouse.

To activate the visual joystick, select a camera and then click on the Joystick button:

%

Visual joystick

You can also activate and deactivate the Visual Joystick using the Ctrl + J shortcut.

The Joystick controls should appear as shown in the figure below:

To use the visual joystick, click on the image with the left mouse button, keep the button pressed, and
move the mouse to any position on the image. The further away from the center of the image the mouse
is, the faster the camera will mowe, and vice versa.

To perform zoom operations, use the mouse wheel, turning it forward, the image will be zoomed in, and
backward, the image will be zoomed out. You can also use the + and — visual buttons, displayed near
the center of the image. The zoom speed can also be controlled and viewed by the control on the left
side of the image. The further away from the center the red marking is, the faster the zoom will be, and
vice versa.

Moving with Physical Joystick

If you have a standard USB desktop joystick or a Keyboard Controller, you can perform PTZ operations
on a camera through it.

To learn how to configure a USB Joystick, see the Joystick Configuration[ 4 topic.
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To learn how to configure a Keyboard Controller, see the topic on Keyboard Controller Configuration ™.

Select the desired camera and use the Joystick to control it's PTZ.
6.1.6 Moving with Digital Zoom

The system allows you to perform the Digital Zoom function on images from fixed or PTZ cameras.

Fixed cameras always have Digital Zoom activated by default. To use this function on PTZ cameras,
select the desired camera and click on the Digital Zoom button:

You can also activate and deactivate Digital Zoom using the shortcut Ctrl + D.

The icon representing a magnifying glass will be displayed on the PTZ control, indicating that Digital
Zoom is activated:

With the Digital Zoom function activated, right-click on the starting position, and, keeping the right button
pressed, drag the mouse to create a selection area. When releasing the right mouse button, the system

will digitally zoom to the selected area. Digital Zoom can also be done using the mouse wheel or the PTZ
control zoom buttons.

When zooming, a mini camera image will be displayed, with the current Digital Zoom viewing area
marked in red:

With the zoom started, all Pan and Tilt options will be enabled, and you will be able to use all PTZ
operating modes to move the Zoom position (For example via Physical Joystick, Visual Control, Visual
Joystick, etc...).
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6.2

6.2.1

6.2.2

You can also use the mini image, and perform Digital Zoom by selecting an area within the mini image,
and the new zoom will be made to the selected area.

Using the mini image, you can drag the current zoom selection to another area, to do this, click with the
left mouse button on a point in the mini image, the current zoom selection will be centered in that area,
keeping the left mouse button pressed you can mowe this selection to another point in the image.

To remowe the digital zoom, double-click with the left mouse button inside the mini image. You can also
perform the Zoom Out operation until the zoom is completely removed.

Audio
The system allows two-way communication with the cameras, that is, it allows you to listen to the audio
from the cameras in real time and also send audio using a microphone connected to the monitoring

station.

To access the Audio controls, click the corresponding button in the Controls Selection Panel:

Mem

| )

VICES ON SCreen

1)

The audio control will be displayed, as shown in the figure abowe.
Listen

To listen to audio from a camera, simply select the desired camera from the selection box:

If the Auto-Select option is activated, when clicking on a live camera in the Camera and Object View
Panell 18), the camera will be automatically selected in the camera selection control to receive audio.

e Mute Button: Mutes camera audio.
e Volume bar: Shows the wlume of the audio received, in real time.

Speak

Some cameras allow audio to be sent to their speakers, meaning the operator can speak through the
camera.
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Auto-select

To speak, you must keep the button above pressed. You can also double-click this button and keep it
pressed indefinitely, even being able to switch between cameras, or audio groups, while the audio is
being sent.

If the Auto-Select option is activated, when clicking on a live camera in the Camera and Object View
Panell 1e, the camera will be automatically selected in the camera selection control to receive audio.

6.2.2.1 Audio Output Device Groups

It is possible to send audio to multiple cameras at the same time, that is, sectorize the audio areas; for
this, the system allows the creation of Audio Output Devices Groups.

To create a group of devices to send audio, simply click on the button with the + sign and the window
below will open:

Speak:

51 (Dome Telhade)

o output device group

Name
|

Description

Group devices

Devices

Delete

Cancel

¢ Name: Name of the audio output device group.
e Description: Description of the created group
e Devices: Click Add to add devices to the group, or Delete to remove selected groups from the list.
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6.2.3

6.2.4

6.3

When you click the Add button, the device selection screen (Supporting audio output) will be displayed,
and you can select the devices you want to be part of the group:

Audio output device selection

Available devices
Devices
=10
=0

A0

To modify a created group, select it and click on the button: -
To delete a created group, select it and click the button: x

List only devices on screen

List only devices on screen

)

Select this option so that the checkboxes contain only the cameras that are currently on screen,
otherwise all cameras will be listed.

Volume

Adjust the wlume of your speaker and microphone by dragging the blue bars shown in the image below:

List enly devices on screen

)

Automatic Media Profile Switching

The system has a function that allows you to change the media profile live when selecting a camera in
the Camera and Object View Panell1s). This feature is especially useful to save processing and
bandwidth used by the Monitoring Station. When multiple cameras are being viewed on the same
monitor, it will rarely be necessary to use the maximum resolution for these multiplexed cameras on
screen, as the monitor resolution is generally lower than the resolution of all cameras combined,
therefore, it is recommended to use a lower resolution for live viewing by default, and when greater detalil
is needed, have the ability to switch to a higher resolution media profile easily.

To keep system operation simple and efficient, switching the media profile can be done by simply
selecting the live camera:
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Note that in the example abowe, the unselected camera is displaying a 704x480 resolution image, which
is suitable for being displayed in small quadrants, together with other cameras. As it is a low-resolution

image, it will consume less bandwidth and CPU or GPU resources to decode the video, thus allowing a

greater number of simultaneous cameras on screen. When the camera is selected (Image on the right),

the system will switch to a larger profile (In the example above, 1920x1080), allowing the \isualization of
greater details, as well as a better Digital Zoom|[ 7.

This feature must be configured by the System Administrator through the Administration Client.

6.4 Privacy Mode

Privacy Mode allows you to determine a list of users who will lose access to a camera's image when it is
activated in the Suneillance Client. This feature can be very useful when an installation's cameras are
available externally, meaning the operator can temporarily block external access to the camera when
desired.

To access the Privacy Mode control, select the corresponding button in the Control Panel Selection:

0 FPS CPU

To activate a camera's Privacy Mode, select the camera you want to control and click on the mode
activation button, shown in the image abowve.

Once activated, an icon indicating that Privacy Mode is active for the selected camera will be displayed
in the Privacy Mode Control, as well as the image will be frozen for configured users, with a message as
shown in the image below:
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6.5

Users who are not configured to maintain camera access will not be able to view their live images, nor
will they be able to play videos while Privacy Mode is enabled:

Digifort Media Player

w A0 (Carmera 40

Time selection

Image filters

Image Filters are settings applied to a camera image with the aim of enhancing colors and details of a
scene to aid analysis.

To access this feature, right-click on the image of a camera, thus displaying its Context Menu, and
select the Image Filters option, as illustrated in the figure below:

Detection
Image Fi

Freeze Image

Image Filters

Saturation

Flip Sharper

Flop

Grayscale
Invert

Deinterlacing

Default < Cancel

e Red: Adjusts the red color level of the image.

e Blue: Adjusts the blue color level of the image.

e Green: Adjusts the green color level of the image.

e Contrast: Adjusts the image contrast level.

e Brightness: Adjusts the image brightness level.

e Saturation: Adjusts the color lewvel of the image.

e Flip: Flips the image horizontally. Recommended when the camera is installed upside down.
e Flop: Flips the image ertically. Recommended when the camera is installed upside down.
e Greyscale: Leawves the image in grayscale.

¢ Invert: Inverts the color channels of the image.

e Sharpen: Applies the edge enhancement effect to the image.
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¢ Deinterlacing: The Deinterlacing filter softens images that are of lower quality due to movement. This
effect usually occurs on older analog cameras, at 4CIF resolution. The figure below shows an example
of deinterlacing.

Image without Deinterlacing I Image with Deinterlacing

o Default Button: Returns all values to the default position.

6.6 Context Menu

With the right mouse button, you can access a powerful camera context menu with various shortcuts to
optimize system operation.

gle camera}
Media playback (Multiple cameras)

Edge media playback (M

Mediz profile
PTZ

Manual Events

Image Filters

Freeze Image
Analytics Metadata Search
Locate on Map

Remo bject

6.6.1 Media Playback

The menu provides several options for fast media playback, such as Instant Review and Quick Playback
for single and multiple cameras.

Instant Review
Media playback (Single camera)

Edge media playback (Single camera)

Media playback (Multiple cameras)

Edge media playback (Multiple cameras)

To learn about quick media playback see the chapter: Quick Playback/1271
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6.6.2

6.6.3

6.6.4

6.6.5

6.6.6

6.6.7

6.6.8

6.6.9

6.6.10

6.6.11

Create Bookmark

Opens the Bookmark creation screen with the chosen camera.

This option will also be displayed in the Context Menu of camera objects or camera groups in the Object
List[ 20). If this option is executed from a camera group, all the cameras in the group will be added to the
Bookmark.

To learn more about bookmarking, see the Bookmark 18] chapter.

Virtual Matrix

Sends the object to another monitor via the Virtual Matrix. To learn more about the Virtual Matrix, see
the Virtual Matrix[15) chapter

Media Profile

Selecting this item will display a sub-menu with all the media profiles for the selected camera. To change
the media profile to be used for monitoring the camera, simply select the desired option. To learn how to
create media profiles, see the Administration Client Manual.

PTZ

Provides quick access to some PTZ options for the camera. To learn about PTZ features, see the
PT1Z[ 01 chapter.

Eventos Manuais

If there are manual events registered for this camera, you can activate them by clicking on the desired
event. To learn more about Manual Events, see the Manual Events|[is2] chapter.

Screenshot

By selecting this item, a screen will be displayed with the current image of the selected camera, allowing
you to sawe this image to a file.

Motion Detection

By selecting this item, a sub-menu will be displayed with the motion detection settings for the selected

camera:

e Activate / Deactivate: Activates or Deactivates motion detection for the selected camera.

e Settings: Opens the motion detection configuration screen for the selected camera. To learn how to
configure motion detection, see the chapter Motion Detection Settings| s .

Image Filters

Opens the image filter configuration screen for the selected camera. To learn how to configure image
filters, see the chapter How to configure image filters [,

Freeze Image

When you click on this option, the system will freeze the camera image so that it is paused. To return to
normal, simply click on the same option again.

Analytics Metadata Search

Opens the analytics metadata search screen with the camera filter already applied to display the results
for this camera only.
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6.6.12 Locate on Map

6.7

6.8

This option allows you to locate the selected camera on all the maps of the selected type that the user
has access to. If the camera is part of a map, the system will open a screen with the maps in question
and the camera denoted by a red circle.

e Operational Map: Locates the camera on operational maps.
e Map: Locates the camera on synoptic maps.

Performing Local Recordings

The system allows the operator to make recordings at his monitoring station, that is, in addition to the
images being recorded on the server, they will also be recorded on the operator's computer.

To access this feature, enable recording controls in the Sunweillance Client Settingsl?g'i

After activating this feature, the recording controls will be displayed over the cameras image, as
illustrated in the figure below:

05 (Entrada Garagem)

e To start camera recording at the operator's workstation, click on the recording control. Once this is
done, the control will remain in a flashing state.
e To stop recording, click the recording control again.

Local recordings from this camera will be held in the Local Recording Directory. To change this directory,
as well as the recording format, see the Surweillance Client Settings [261.

To learn how to play local videos, see the chapter on Local Video Playbacklzo'ﬁ.

Operation with Object Links

The Object Links function provides a rewolutionary new way to navigate between the system's cameras,
making system operation easier and faster.

Object links allow you to create virtual links between different cameras or objects, and also create event
triggers owerlaid on camera images.

The following image displays an example of using object links. Each camera on display has a link to
other cameras in the image. When clicking on the link (Represented here by semi-transparent arrows),
the associated camera will be loaded, allowing quick navigation between cameras, for example, when
following a person who is moving between cameras.
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It is also possible to associate events (And several other types of objects) in the images, such as Global
Events that can be used to trigger I/O outputs to open doors and gates. In the image below, cameras 01
and 03 hawe buttons to physically open the gates.

OPEN GATES (GLOBAL EVENTS)

NAVIGATE THROUGH DIFFERENT CAMERAS}
: -

N

Object links can also be used during video playback, making them an indispensable tool for analyzing
recorded incidents.

Object links can be represented by icons, as shown in the images abowe, or also by a zone, which is
represented by a semi-transparent polygon in the image, which can be added, for example, to the outline
of a door or gate, providing a visual representation that if the operator clicks on this gate, he will be able
to see the image from the camera on the other side, or he will also be able to open it.

The image below shows a white zone, which is associated with a door, when clicking on the door, the
camera from inside the room will be displayed.
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6.8.1 Operating Modes

The Object Links function is very flexible, and allows different ways to access and execute the links. The
system allows you to configure a shortcut for each type of operation through the Object Link Settings|4_e'1

Actions by clicking on the link
Replace the current object Click

Add the object to an empty space Shift + Click

Open a popup with the ohject Ctrl + Shift + Click

The system allows different types of actions when executing a link, and provides different shortcuts to
perform the available types of actions. Below are the different ways to operate object links.

6.8.1.1 Replace the current object

This action will cause the camera to be replaced in its current screen space by the object referenced by
the link (if the link leads to an object, if it is an event, the camera will remain on the screen):

In the example above, when executing the top right camera link, through its configured shortcut (Default
Click), the linked camera will be displayed, replacing the original camera in its space.

If the link is to a Public View, all objects on screen will be removed, and the referenced view will be
loaded.

6.8.1.2 Add the objectin an empty space

When performing this action, the system will add the object referenced by the link, in an empty space in
the Camera and Object View Panel, without removing the camera from the screen. If there are no more
empty spaces on the screen, the system will open a Popup with the referenced object.
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6.8.1.3

6.8.1.4

In the example above, when executing the top left camera link, through its configured shortcut (Default
Shift + Click), the linked camera will be added in the next empty space in the panel.

If the link is to a Public View, all objects on screen will be remowved, and the referenced view will be
loaded.

Open a popup with the object

When performing this action, the system will open a popup with the object referenced by the link.

In the example above, when executing the top left camera link, through its configured shortcut (Default
Ctrl + Shift + Click), a popup with the referenced camera will open.

Drag and drop a link to a screen space

Allows you to drag a link from within a camera, to the Cameras and Objects View Panel, and open the
object corresponding to the link, in the chosen quadrant.
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The example above shows a link from the top left camera, being dragged to an empty space, and the
associated camera being opened in this space.

You can also drag a link over another object, replacing this target object with the link object.
6.8.2 Triggering Events or Actions

Object Links can also reference events such as Global Events and Manual Camera Events and
actions such as Call a Preset. These ewvents are generally associated with physical actions, such as
opening a gate, triggering an alarm or triggering some automation procedure and the link provides quick
and intuitive access to trigger this event.

Links to Events are always accessed via the Left Mouse Button Click shortcut.

In the following image, we have a link on a gate, referencing its opening. The purpose of this link is to
open the gate.

When clicking on the link, the system will display a confirmation message for the execution of the
associated event. You can suppress this message, and execute the event directly using the Shift +
Click shortcut. The confirmation message will only be displayed for Event type objects. Actions such as
Calling a Preset will be performed directly.

Confirmation
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6.8.3

6.9

Media Playback

Object Links are particularly useful and powerful during an investigation with Media Playback. With them
you will also have all the power to switch between cameras and views, allowing operations such as
following a suspicious person, who travels through several cameras:

In the example abowve, we see a person leaving a building, through a corridor camera and, when clicking
on the link to the external camera, it will be loaded, allowing advanced investigation of the incident.

Only links to cameras and views will be displayed during Media Playback. Links to Events, Actions, or
different types of objects like Maps will not be displayed.

In the Media Player, you will be able to work in the same way as live. Different types of actions for
executing links are supported, such as Replace the current object on the screenls7), Add the object to

an empty spacel &1 and Drag and drop a link to a space on the screen[ss. The open popup action will
not be available in the Media Player.

You can even use object links during a Sequence Export[15), which makes this process even easier and
more intuitive.

Working with Fisheye and Panamorph Lenses

If the camera has a 360 Fisheye or Panomorph lens, the system can display the dewarped image,
allowing you to navigate this camera as if it were a PTZ camera.

For Fisheye lenses, the system integrates a Plugin for several manufacturers, however not all
manufacturers are supported, and the dewarping functions vary from manufacturer to manufacturer. The
Fisheye Plugin must also be installed on the monitoring station.

For Panomorphic lenses, the system has a built-in library to navigate the images of these cameras, with
a single interface, without the need to install additional plugins.

The system allows dewarping of 360 cameras live and during media playback.

When placing a camera with a panamorph lens on the screen, the following buttons will be available:

m ===
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. Allows you to navigate the camera with a dewarped image. The image will be displayed like a
normal camera. This is the main option for working with a Fisheye or Panomorphic lens.

n Divides the image into 4 cameras without distortion as illustrated below:

To operate the PTZ in one of the divisions, simply click on the desired number represented by the icons:

- Generates a panoramic image as illustrated below:

When deselecting the previous Dewarping options, the original camera image will be displayed:
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E This button will hide or display the dewarping control buttons.
6.9.1 PTZOperations

The system allows the use of all PTZ controls, such as Visual Controls, Visual Joystick, Physical
Joystick and Area Zoom in images with 360 dewarping, offering a powerful solution for navigating these
images.

Example of using a Visual Joystick to control 360 Cameras:

To learn about the different types of PTZ Controls, see the PTZ[ 70 topic.
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v

7.1

Media Playback

The system has a powerful media player with many features to help you investigate recorded videos. In
this chapter you will learn all about how to use all the features of the Media Player.

Media Player Interface

The Media Player has been designed to have a simple and intuitive interface, where operators with
minimal training can operate the system easily and efficiently. The player's interface is made up of
various elements and tools. Below are its main elements:

4,

5.

Digifort Media Player

[
)

1 Minutels)

Control Panel Selection for PTZ and Audio: This panel allows you to open the controls for moving
360 cameras and controlling audio.

Tool Selection Panel: Allows you to select various tools for video playback.

Time Selection: Opens the panel with controls for selecting the media playback time.

Camera Selection: Opens the panel with controls for selecting cameras and screen layouts.
Timeline: Opens the panel with timeline controls.

Motion Search: Opens the panel with controls for performing motion search.

Thumbnails: Opens the panel with controls for displaying thumbnails of the video being played.
Media Export: Opens the panel with controls for exporting video.

Sequence Export: Opens the panel with controls for performing a sequence export.

Print: Opens the panel with controls for printing.

Image Filter: Opens the panel with controls for applying an image filter to the cameras.

Camera Display Panel: This is the panel where the cameras will be displayed, and this is the same
control used in the live video interface. For more details on this control, see the topic Camera and
Object View Panell 181,

Playback Control Panel: This panel provides tools for controlling video playback, such as Play,
Pause, Forward, Rewind, among others.

Selected Tool Controls Panel: This section of the interface is dedicated to tool panels. A tool panel
will open for each option selected in the Tool Selection Panel, described in Item 2.

“S@ ™ eoo0 T

© 2002 - 2024 by Digifort. All rights reserved.



Media Playback 95

The Media Player Tool Selection Panel is structured in such a way as to follow a logical order for video
playback, starting with time selection, moving on to camera selection and finally opening the timeline.
This is the basic sequence for starting video playback.

7.2 Playing Videos

To start video playback, first open the Media Player from the system's Main Menul 16

9 MEDIA PLAYER

The system also allows quick access to the video player from object Context Menus and in the
Surweillance Client object list. See the topic on Quick Playbacklz?l to learn more about this tool. When
the Media Player is opened using the Quick Playback method, the time and camera selections are
already filled in and the video is already in Playback mode.

If you opened the video player directly from the Main Menu, follow the steps in the following topics, Time
Selection[ss1 and Camera Selection[ e, to start playback, if the video player was opened via Quick
Playback, it will already be in Playback status and with the Timeline bar open.

7.2.1 Time Selection

Digifort Media Player

interval for video playback

Initial Date: Final Date:

1 Minute(s)

The first step in starting video playback is selecting the time. This toolbar, accessible via the Time
Selection button in the left sidebar, will provide you with the tools you need to select the time to start
the Media Session.

¢ Video Playback Interval: The system provides some pre-registered options to make it easier to open
the video playback session. You can select from the predefined time options, such as 30 seconds
ago, 1 hour ago, 1 day ago, among other options, or you can also choose the Custom option, where
you must specify the start and end date and time for opening the media session.

e Custom Date and Time: When the Custom option is selected in the Video Playback Interval, the
controls for selecting the start and end date and time will open.
o Start Date: Select the start date of the session.
o End Date: Select the end date of the session.
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o Restrict video to time interval: Select this option if you want to specify the start and end time. If
this option is not selected, the system will open the video displaying the full content of the selected
day range.
= Start Time: Enter the start time. This is the time value for the Start Date.
= End Time: Enter the end time. This is the time value for the End Date.

e Next: When you hawe finished selecting the date and time, click this button for the next step, where
the camera selection tool will be displayed.

7.2.2 Camera Selection

Digifort Media Player

b

Time selection
Cameras selection
Timeline
Motion search

Thumbnails

Image filters

1 Minutefs)

When you select the Camera Selection option, the system will display the camera and View selection
toolbar, as shown abowe.

The toolbar has similar controls to the views and layouts controls for live cameras:

1. Layout type selection control.

Button to reload the cameras on screen (Only available when a view is selected).

3. Button for adding local recordings. For more information on playing back local recordings, see the
topic on Local Video Playback| 130,

4. Camera and View selection control.

5. Button to add the selected camera (in the camera and view selection control) to the screen. This
button will only work for cameras, and will not be available when a view is selected.

6. Button to remowe all cameras from the screen

o

First select the desired screen layout via the layout selection control, according to the number of
cameras you want to play back. If you want to play back cameras from an already existing view, you can
skip this step.
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Once you have selected the layout, you will need to add the cameras to the screen. In order to provide
greater flexibility and speed in the operation of the system, there are several ways to add cameras to the
screen in the video player. See the supported methods in the following sub-topics.

When all the desired cameras are on screen, click the Play button to start Media Playback:

1 Minute(s)

Attention
A camera can only be added once on screen, i.e. you cannot add the same camera repeatedly on
screen, as is possible in live mode.

Tip
You can add, remowve or replace cameras on screen at any time during media playback, without having to
pause or stop the \ideo.

7.2.2.1 From the player's camera list
The most basic way of selecting cameras for playback is from the list of cameras available within the
Media Player.
Click on the camera and view selection control, and an object selection screen will appear:
N N s
Locate the cameras or view you want to add and:
e Double-click on the camera or view icon.
o Camera: By double-clicking on a camera, it will be added to the next empty space on the screen.
o View: By double-clicking on a view, it will be fully loaded onto the screen.
¢ Click once on the icon of the desired object, select it and click OK.
o Camera: When you select a camera object from the list, it will be displayed in the camera selection
control. You will also need to press the Add to Screen button to add this camera to the screen.
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o View: When you select a view from the list and click OK, the screen will close and the view will be
loaded automatically.

7.2.2.2 From the main list of objects

You can also add cameras to the screen from the main list of system objects by simply dragging and
dropping the icon of the desired object into the video player. To learn more about the object list, see the
topic Adding Objects to the Screen[ s from the Object List[ss).

You can drag and drop not only cameras and views from the main list of system objects, but also other
types of objects that have a camera as an anchor, such as Analytics Configuration and LPR
Configuration, in which case the camera associated with the object will be displayed on screen.

7.2.2.3 From live objects

You can drag objects that are being displayed in Live mode directly into the Media Player. To do this,
simply drag the desired object from the main monitoring screen to the desired location in the Media
Player.

I\-f‘iﬁlf

ExmEme=pn )7 e

You can drag objects such as Cameras or objects that have a camera as an anchor, for example
Analytics Configuration and LPR Configuration, in which case the camera associated with the object
will be displayed on screen.
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7.2.3 Cameras

When you add a camera to the screen, the camera control will be displayed:

This view control is similar to the live camera view control, but with limited video playback capabilities.

The following information will be provided in the camera header:

Name and/or Description of the camera.

Playback time.

Frames per second recorded (referring to the second currently being displayed).

Image resolution.

Current video frame number / Total number of video frames.

Type of video compression.

Image authenticity watermark: When the image coming from the camera is recorded on the disk, a
security code is generated based on this image. If the image is altered for any reason, the authenticity
code is broken, displaying the value Invalid on the screen. The video player will not allow the export of
a video frame that has an invalid watermark.

This object has a simple context menu, accessible by right-clicking on the image:

Save Image

sl

e Save Image: Sawes the current image to disk. When you select this option, a dialog window will
appear in which you must select the name of the destination file and its format. The system allows you
to save the image in the following formats: JPG, BMP, PNG, WMF, GIF, TIF.

It is possible to perform Digital Zoom on images from cameras in playback. The Digital Zoom control is
identical to the live mode. To learn how to operate Digital Zoom on cameras in playback, see the topic on

Moving via Digital Zoom[ 7.
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7.24 Timeline

Cameras selection

Timeline

1 Minute(s)

When you start media playback, the Timeline control will be displayed automatically. You can also
access the Timeline from its corresponding button on the Tool Selection Bar on the left-hand side of
the interface.

This is one of the Media Player's main controls, and provides a visualization of the recording timeline,
displaying the recording time for each type of track (Video, Audio, Metadata), as well as lines with
motion information and bookmarks. You can use this control to navigate through the entire recording
period.

See the following sub-topics for the functionalities of this control.
7.2.4.1 Interface
quinta-feira, & de agosto de 2024

Comercial

Financeiro

The timeline control interface is divided into 4 panels:

=

Current date and time of media playback.

2. Timeline time division panel: This panel displays the date and time corresponding to the
timelines. The time division can be changed with the timeline zoom function.

3. Camera panel: This panel displays a line for each camera in the Media Player. Here you can select
cameras (camera selection is used for features such as export and motion search) and the timeline
search and motion search progress bars are also displayed.

a. Blue progress bar: Represents progress towards finishing the timeline search.
b. Red progress bar: Represents the progress of the Motion Search/1os).

4. Timeline panel: This panel displays the timeline information for each recording track:

a. Green line: Video recording.

b. Orange line: Audio recording.
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c. Purple line: Metadata recording.

d. Yellow line: Event recording. Motion / event metadata recording must be activated on the
camera.

e. Motion line: This line is defined by the intensity of the motion detected and will vary in shades of
red. Darker red indicates greater movement and lighter red indicates less movement. Motion /
event metadata recording must be activated on the camera.

f.  Motion search line: This line will contain a motion intensity graph, produced by the Mation
Searchl 106 feature.

g. Bookmarks: Bookmarks will be displayed in a line indicating the time of the bookmark and the
title of the bookmark.

7.2.4.2 Move

To mowe the timeline, simply left-click and drag. When you release the timeline, it will mowe inertially.

While the timeline is moving, all the images from the cameras will be updated periodically, but this effect
can slow down video playback on slow connections. You can deactivate this feature via the context
menu, accessed with the right mouse button, by deselecting the Update instantly when moving
option:

v Instant update on move

ct time

Clear selection

Zoom in

By deactivating this option, the camera images will only be updated to the timeline time when you
release the mouse button, and the timeline will also no longer continue to move with inertia.

7.2.4.3 Zoom

The timeline allows you to zoom in and out to increase or decrease the time resolution displayed.

¢ To increase the time resolution (zoom in), press the + key .
e To decrease the time resolution (zoom out), press the - key.

You can also zoom in or out using the context menu with the right mouse button:

Instant update on move
Select time
Clear selection

Zoom in

Comercial

Financeiro

Entrada 2 Andar ***
Rooftop Downhill
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The image below represents an example of zooming out on the timeline:

sexta-feira, 9 de agosto de 2024

Comercial UV AR NP ) T | | e

Financeiro 1TV S ST T 1 B | s e e

Entrada 2 Andar ** 1, it It 1 I (Il 11 <1 11
Rooftop Downhill ——

7.2.4.4 Time Selection

The timeline allows you to make a time selection, which can be used to export videos or carry out a
motion search.

By default, once the system has finished consulting the timeline, its full period will be selected
automatically.

To select a time period, right-click on the timeline and drag the mouse while holding down the right
button. A blue time selection bar will appear at the top of the timeline:

sexta-feira, 9 de agosto de 2024

You can also select or deselect the time via the context menu, accessible by right-clicking on the
timeline:

v Instant update on move
Select time

Clear selection

e Select Time: Opens a dialog box for manual selection of the time, where you can choose precisely
the time you want:

Time selection

Initial time Final time
4

10:13:12|

e Clear Selection: Clears the current time selection.
7.2.4.5 Bookmarks

The timeline will display the bookmarks available for the cameras in playback.

A bookmark is identified in the timeline with a bar above the media track lines, displaying the title and
color of the bookmark:
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Bookmarks whose start and end date and time are the same will be displayed only with the start time
stamp, and their size on screen will be determined by the size of their title text:

Bookmarks whose start and end date and time are different, will be displayed with the start and end time
stamp according to their time, and their size on screen will be determined by their time:

Prm—

The context menu, accessible by right-clicking on the timeline, offers some options for working with
Bookmarks:

« Instant update on move
Select time

Clear selection

Create bookmark
Jump to next bookmark

Jump to prior bookmark

e Create Bookmark: Opens the screen for creating bookmarks for the cameras on screen. To learn
how to create bookmarks, see the topic on Bookmarks [133),

e Advance to next bookmark: Clicking this option advances the timeline to the next bookmark.

e Back to previous bookmark: Clicking on this option takes the timeline back to the previous
bookmark.

7.25 Playback Controls

1 Minute(s)

This panel allows you to control the media playback session.

23 51317 PM 1x

Displays date, time and current speed of video playback.
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7.25.1

Pauses video playback.

Starts video playback forward.

. Starts video playback backwards.

Stops video playback and closes the media session. When you start playback again (with the
Play Forward button), the media session and timeline will be reloaded.

Controls the video playback speed.

Forward and Reverse Control

1 Minute(s)

This control allows you to advance and rewind the images according to the selected method. The default
method is by time, and the time of 1 minute will be displayed by default. In the example above, by
clicking on the forward or backward arrow buttons, the system will move the video 1 minute forward or 1
minute backward.

Right-click on the center of the control to change the forward or reverse method:

Time

Frame by frame

Bookmark

e Time: Select the time option (Default) to allow clicking on the forward or backward directional arrows
to mowve the system forward or backward by the selected time. The value of 1 minute will be displayed
by default. To change this value, left-click on the text and drag forward to increase the minutes or
backward to decrease them. You can choose the precision of seconds. To do this, the value of 1
minute must be displayed, at which point you must click and drag backwards, activating the precision
by seconds option (Below 1 minute). If the control is in seconds, you can move up to 1 minute, at
which point you should release the mouse button and click again if you want to move up to more
minutes.

e Frame by frame: When you select this method, the system will advance or rewind the video by 1
frame when you click the corresponding directional buttons. Ideally, the video should be paused for this
method to be effective. In the case of multi-camera playback, when moving forward or backward, the
system will move 1 frame of the camera whose frame is closest to the current playback time.

e Bookmark: By selecting this method, the system will advance or rewind the video, jumping to the
nearest or previous bookmark, depending on the directional button clicked.
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7.2.6

1.2.7

PTZfor 360 Cameras

You can use PTZ controls to navigate the images recorded from cameras with panomorphic or fisheye
360 lenses. To open the control, simply click on the joystick option as shown in the figure below:

1 Minutefs)

e Camera with standard lens: PTZ will be used in Digital Zoom mode.

e Camera with 360 lens: The options presented in the chapter Working with Fisheye and Panamorphic
Lenses| s will be available on the screen and can be applied to video playback, just as they can in live
video mode.

Audio Control

Audio is recorded together with the camera’s video, if enabled. To choose the camera you want to listen
to, simply select it on the screen, or click on the audio option as shown in the figure below:

-
cepgao Saldo 2)

Auto-select

)

In this control you can select the camera, activate the mute option and view the wlume of the recorded
audio.

If the Auto-Select option is activated, when you select a camera in the video player, the camera will be
automatically selected in the camera selection control to receive audio.

e Mute button: Mutes the camera's audio.
¢ Volume bar: Shows the wvolume of the incoming audio in real time.
¢ Volume control: Allows you to increase or decrease the audio playback volume.
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7.3 Motion Search

The system allows you to search for motion in selectable areas on the cameras, filtering the video
playback scope to display only the frames that contain motion. This feature helps a lot when searching
for an event, as it reduces the time spent analyzing the recorded images.

To access Motion Search, during a media playback session, click on the Motion Search icon in the
Tool Selection Panel:

Digifort Media Player

T

Motion search

Thumbnails

Media exporting

Sequence Exporting

1 Minute(s) Start search Clear data

When you open this tool, the system will display the Motion Search panel, and you will now be able to
select areas for motion detection on the desired cameras. The system allows you to search for motion
on multiple cameras simultaneously.

e Cameras: Box for selecting cameras. Select the cameras to search for motion.

e Start Time: Start date for the motion search. The search needs a start and end time to be set. This
time can be filled in according to the selection in the timeline (blue bar).

e End Time: End date for the Motion search. The search needs a start and end time to be set. This
time can be filled in according to the selection in the timeline (blue bar).

e Sensitivity: Motion recognition sensitivity. 80% is the ideal value for recognizing significant motions in
the image. If you wish to change this value, motion the bar to obtain the desired value.

o Key-frames only: Motion search in key frames only (H.263, MPEG-4, H.264 and H.265 only). The
search speed can be greatly increased by using this option, but the search may be less accurate as
the motion will only be recognized in the key frames. It is recommended that the distance between the
recorded key frames does not exceed 2 seconds (ideal 1 second).

e Start Search button: Starts the motion search. You can follow the progress of the search in the
Timeline tab.

e Clear Data button: Clears the data collected during the search. This data is information on where
there was motion in the video, until it is cleared, the timeline will only display recordings where the
motion graph (Red Graph) is marked.

To start a search, follow the steps below:
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1. Select the desired cameras from the camera list. You must select the camera even if there is only 1
camera on screen. If you are playing back multiple cameras, you must choose the cameras you want
to search.

2. Select motion-sensitive areas on the cameras. To do this, click the left mouse button and, while
holding down the mouse button, drag the mouse to create the desired area. To remove an area, do
the same process, but hold down the right mouse button and draw a larger area that encompasses
the areas you want to remowve. You can create multiple motion search areas on the camera.

3. Select the start and end dates and times for the search. You can enter these values manually in the

visual date and time controls, or you can also select the date and time via the Timeline Time

Selection[ o).

Set the motion detection sensitivity (Default 80% is recommended).

5. Click Start Search.

P

You can follow the search via the bar in the Motion search tab as shown in the figure below:

c -
7692 Analysed frames, Total: 589746, Remaining time: 0 Hour(s), 14 Minute(s) and 1 Secondis) Bl

Or in the Timeline as shown in the figure below:
) _'I'hurEdE!f.. October

Entrada Garagem

Client parking

Once the search is complete, a message will be displayed as shown below:
Information [

i The motion search has been finished

With the motion search finished, the video player will now only display the video of the moments where
motion was recognized:

Recepgdo Saldo 1

In the example abowe, all the areas that are completely blank indicate that no motion was found, the
player will skip these areas automatically, allowing you to quickly analyze only the images that had
motion. A negative effect of this feature can occur during video playback with motion search from several
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7.4

cameras simultaneously, where there is motion on one camera and no motion on another camera for the
same time. In this case, the standard message "There are no recordings for this time" will be displayed
on the camera where motion was not detected. If there is a common moment where there is no motion
on all cameras, the system will automatically skip playback to the next block with motion, regardless of
which camera this motion was recognized on.

When the motion search bar is displayed on the timeline, it will act as a filter, allowing video playback
only of the sections where motion has been detected. If you wish to remowe this filter, select the desired
cameras and click the Clear Data button.

Thumbnails

The Media Player allows you to search by thumbnail. This excellent feature will display a thumbnail of
different times in the recording, allowing you to quickly locate a desired scene.

To access this tool, during a media playback session, click on the Thumbnails icon in the Tool
Selection Panel:

Digifort Media Player

1 Minute(s)

You can generate thumbnails based on time slice where the system will display thumbnails at a fixed
time interval, or by bookmark, where the system will display a thumbnail for each camera bookmark. The
system also allows you to customize the time interval and the size/quantity of thumbnails on screen.

e Choose the camera for the search: Choose the camera you want to view the thumbnails for. The
camera must already be open in playback within the timeframe previously determined.

e Search type:
o Time: Divides the thumbnails by defined time intervals. In the example above we have thumbnails

ewvery 1 hour.

0 Bookmark: Displays the thumbnails of the camera's bookmarks.

e Start Date: Select the start date that the thumbnails should be displayed. (Only available in the Time
search type)
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Start Time: Select the start time that the thumbnails should be displayed. (Only available in the Time

search type)

Interval: Select the desired interval between each thumbnail. (Only available in the Time search type)

o Time in minutes: If the Custom option is selected in the interval option, you can select the desired
interval in minutes in this option. (Only available in the Time search type)

Image size: Select the display size of the thumbnails: Large, Medium or Small.

Refresh: Refreshes the screen with new recordings.

Use the left or right arrow keys to change the thumbnail page.

When you click on a thumbnail, the video will be synchronized with the time of the thumbnail for quick
viewing of the event.

7.5 Media Export

Exporting is one of the most important features of the media player, through which you can save a
snippet of video from the selected cameras, in various formats compatible with standard video players, to
be shared and viewed on various computers or devices.

To access this tool during a media playback session, click on the Media Export icon in the Tool
Selection Panel:

Digifort Media Player

e Sl

Thumbnails

Media exporting

Sequence Exporting

Print

Image filters

Cameras
41 (Entre

1 Winute(s)

7.5.1 Exporting Videos

The export options are shown in the figure below:

Cameras Time 3 video format
41 (Entrada Subida) Start End
12/08/2024 12/08/2024
Limit the med

Media size (MB):

Export

e Cameras: Select the cameras you want to export. If you select more than one camera, the videos will
be exported simultaneously and synchronously.
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7.5.1.1

e Start Time: Start date for the export. The export needs a start and end time to be set. This time can
be filled in according to the selection in the timeline (blue bar).

e End Time: End date for the export. The export needs a start and end time to be set. This time can be
filled in according to the selection in the timeline (blue bar).

e Export format: The system has seweral formats for the exported video. Choose the format that best
suits your operation:

o Native: This is the recommended video format, as an exact copy of the system database is
exported. With this type of export, the system automatically creates media with a video player
identical to the system's native player and with all its features, including the video authenticity
watermark. This format supports encryption and the system will also export the bookmarks along
with the video. The limitation of this format is that you will need a computer with a Windows
operating system to play the video.

0 MP4: Exports the video in MP4 format, compatible with most video players and operating systems.

0 AVI: Exports the video in AVI format, which can be played in any video player that supports the
Codec used in the export. This export format is not the most recommended, as the images will be
compressed and the exporting process will be slow.

0 JPEG: Exports the video (Video only) in independent JPEG images. You can use this format to
make a Time-Lapse video.

o0 WAV: Exports the audio (Audio only) in WAV format.

e Limit Media Size: By selecting this option, the system will automatically split the exported video into
the size specified in this field. During export, seweral folders will be created whose files will have the
maximum size specified. This option is useful if you want to save the video on removable media that is
limited in size.

Native Format

When you start exporting in Native format, the system will display a dialog box for choosing the export
folder:

Commbox

Commen Files

Digifort
Digifart Analytics Server 74,1
Digifort Dashbeard Teol V3
Digifort Device Cloud Bridge 7.4.1

Digifort Enterprise 7.2.0 Beta 3
4 |\ Export
b 2024.02.09.03.29.16 - 2024.08.09.15.31)
bl 2024.08.09.04.54.32 - 2024.08.09.16.55
b ) 2024.08.09.08.12.36 - 2024.08.00.10.13
Digifort Enterprise 7.4.0

Make New Folder

The default folder selected will be the folder configured in the Surweillance Client's General Settings [261.
On this screen you can choose the folder you want or create a new one.

Once you have selected the folder, click OK. The system will automatically create a subfolder with the
start and end dates of the export, and all the material will be saved in this subfolder.

The system will then display the export settings screen in Native format:
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rted data with cryptography

Watermark

Add watermark to the exported images

e Company name: Provide the company name, which will be displayed on the opening screen of the
exported video player. A default name can be assigned in the Sener Settings using the Administration
Client.

e Responsible for Exporting: Enter the name of the operator responsible for exporting this video. This
name will be displayed on the opening screen of the exported video player. The name of the
authenticated user will be displayed by default.

e Description: Provide a description for the video, which will be displayed on the opening screen of the
exported video player.

e Encryption: Select this option to encrypt the exported video. The system will use AES 256 encryption
for the export.

o0 Password: Provide the encryption password (This password will need to be provided when opening
the exported video player).
o Confirm Password: Confirm the password entered in the previous field.

e Watermark: Adds a watermark to the exported images. The watermark will be a text that will be

superimposed over the image, using the properties defined below.

o Text: Provide the text for the watermark.

o Color: Provide the font color for the text.

0 Size: Select the font size.

o Position: Select the position on the image where the watermark text will be displayed.

Click OK to start the export.
7.5.1.2 MP4

When you select export in MP4 format, the system will open a screen with options for exporting in this
format:
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Ky pack it
for better compatibility.

Cancel

e Transcode video to H.264: The system allows you to transcode video to H.264 for better
compatibility with external video players. Exporting video in MP4 supports the H.264 and H.265
formats, but the H.265 format may not be compatible with most video players, in which case we
recommend enabling this feature. If this option is not activated and the original exported video is
already in H.264 or H.265 format, and there is no watermark to be applied, or any video transformation
to be applied, the system will export using the original video. If the original video is recorded in another
format such as JPEG, MPEG-4 or MXPEG, or if it is necessary to add a watermark to the export, or
any video transformation to be applied, then the system will automatically transcode to H.264, using
the default transcoding settings.

0 Quality: Select the quality of the compression. The higher the quality, the higher the bitrate used.
0 Resize video: Select this option if you want to resize the video, to decrease its resolution.
= Width: Enter the new width of the video.
= Height: Enter the new height of the video.
= Guide: Instead of providing a resolution manually, you can choose from some pre-registered
options.
= Keep aspect ratio: Select this option to keep the aspect ratio of the original video when applying
the new resolution.

Click OK. The system will then display the export folder selection window:

Browse For Folder

Select the directory

Commbox

Cemmen Files

Digifort
Digifart Analytics Server 74,1
Digifort Dashboard Tool V3
Digifort Device Cloud Bridge 7.4.1

Digifort Enterprise 7.2.0 Beta 3
Export
3 2024.08.09.03.29.16 - 2024.08.09.15.31)
3 2024.08.09.04.54.32 - 2024.08.09.16.55)
b Ly 2024.08.09.08.12.36 - 2024.08.09.10.13,
Digifart Enterprise 7.4.0

Make New Folder

The default folder selected will be the folder configured in the Sunweillance Client's General Settings [261.
On this screen you can choose the folder you want or create a new one.
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Once you hawe selected the folder, click OK. The system will automatically create a subfolder with the
start and end dates of the export, and all the material will be saved in this subfolder.

Once the export folder has been selected, the system will display a new screen with options for adding a
watermark to the exported video:

orting data

Watermark

e Watermark: Adds a watermark to the exported images. The watermark will be a text that will be
superimposed over the image, using the properties defined below. Activating this option will force the
system to transcode the video to H.264.

0 Text: Provide the text for the watermark.

o Color: Provide the font color for the text.

0 Size: Select the font size.

o Position: Select the position on the image where the watermark text will be displayed.

Click OK and the export will begin.
7.5.1.3 AVI

When you select export in AVI format, the system will open a screen with options for exporting in this
format:

with the
ible by B

Resize video

Disable time synchronization

Audio

Ensble sudio exporting

Cancel

e Resize video: Select this option if you want to resize the video, to decrease its resolution. Some
codecs used to export in AVI will not support all the video resolutions that the system supports, so
you can activate this option to select a new video resolution to ensure greater compatibility with the
codecs. In general, codecs accept resolutions whose width and height values are divisible by 8.

o Width: Enter the new width of the video.
0 Height: Enter the new height of the video.
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0 Guide: Instead of providing a resolution manually, you can choose from some pre-registered
options.

0 Keep aspect ratio: Select this option to keep the aspect ratio of the original video when applying
the new resolution.

e Time synchronization: By default, the AVI media exporter uses a time synchronizer to keep the
video and audio synchronized, as well as keeping media playback at the originally recorded frame rate,
but using the synchronizer makes it impossible to export video recorded at less than 1 frame per
second. To export a video with less than 1 frame per second that does not have an audio track, you
must disable the time synchronizer. Audio export will be deactivated if the time synchronizer is
disabled.

o Frame Rate: When you deactivate the time synchronizer, you must specify a frame rate that will be
used when playing this AVI.

e Activate audio export: Select this option to allow the audio to be exported along with the video.

Click OK. The system will then display the export folder selection window:

Commen Files

Digifort
Digifart Analytics Server 74,1
Digifort Dashbeard Teol V3
Digifort Device Cloud Bridge 7.4.1

Digifort Enterprise 7.2.0 Beta 3
Bxport
b 2024.02.09.03.29.16 - 2024.08.09.15.31)
bl 2024.08.09.04.54.32 - 2024.08.09.16.55
b ) 2024.08.09.08.12.36 - 2024.08.00.10.13
Digifort Enterprise 7.4.0

Make New Folder

The default folder selected will be the folder configured in the Surweillance Client's General optionslz'ﬁ.
On this screen you can choose the folder you want or create a new one.

Once you have selected the folder, click OK. The system will automatically create a subfolder with the
start and end dates of the export, and all the material will be saved in this subfolder.

After selecting the export folder, the system will display a new screen with options for adding a
watermark to the exported video:

e Watermark: Adds a watermark to the exported images. The watermark will be a text that will be
superimposed over the image, using the properties defined below.
o Text: Provide the text for the watermark.
o Color: Provide the font color for the text.
0 Size: Select the font size.
o Position: Select the position on the image where the watermark text will be displayed.
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7.5.1.4

Click OK and the system will now display the standard operating system window for selecting the AVI
codec:

oK

x264vfw - H 264/MPEG-4 AV( Cancel

Corfigure

About ...

On this screen you will have to select the desired codec (Recommended x264vfw) and its settings. The
codec settings will not be cowered in this manual as they are specific to each type of codec installed on
the PC.

Click OK and the export will begin.
JPEG

When you select export in JPEG format, the system will open a screen with options for exporting in this
format:

porting options

In this export format, the video frames will be exported independently, each in a .JPG file.

e Quality: Select the JPEG compression quality.
e Resize video: Select this option if you want to resize the images, to decrease their resolution.
o Width: Enter the new width of the images.
o0 Height: Enter the new height of the images.
0 Guide: Instead of providing a resolution manually, you can choose from some pre-registered
options.
0 Keep aspect ratio: Select this option to keep the aspect ratio of the original video when applying
the new resolution.

e Limit the frequency of exported images: The option to limit the frequency of exported images is
widely used to create "timelapse” type videos where you have one frame per hour, or even one frame
per day for very long construction videos, where the same location is recorded for months and then you
need to view the video with only a few frames per week, etc.

o Frame Rate: Select the frame rate.
0 Metric: Select the frame rate metric.

Click OK. The system will then display the export folder selection window:
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7.5.1.5

Browse For Folder

Select the directory

3 Commbox

3 Camman Files
4 || Digifort

b L Digifort Analytics Server 7.4.1
3 Digifort Dashboard Tool V3
3
a

Digifort Device Cloud Bridge 7.4.1
Digifart Enterprise 7.2.0 Beta 3
el Export
4 2024.08.09.03.28.16 - 2024.08.09.13.31)
i3 2024.08.09.04.54.32 - 2024.08.09.16.55)
3 2024.08.09.08.12.36 - 2024.08.09.10.13)
Digifort Enterprise 7.4.0

The default folder selected will be the folder configured in the Surweillance Client's General Settings [260.
On this screen you can choose the folder you want or create a new one.

Once you hawve selected the folder, click OK. The system will automatically create a subfolder with the
start and end dates of the export, and all the material will be saved in this subfolder.

Once the export folder has been selected, the system will display a hew screen with options for adding a
watermark to the exported images:

Media exporting data

Watermark

e Watermark: Adds a watermark to the exported images. The watermark will be a text that will be
superimposed over the image, using the properties defined below.
o Text: Provide the text for the watermark.
o Color: Provide the font color for the text.
0 Size: Select the font size.
o Position: Select the position on the image where the watermark text will be displayed.

Click OK and the export will begin.

WAV

When you start exporting in WAV format, the system will display a dialog box for choosing the export
folder:
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Browse For Folder

Commbox

Camman Files

Digifort
Digifort Analytics Server 7.4.1
Digifort Dashboard Tool V3
Digifort Device Cloud Bridge 7.4.1

Digifart Enterprise 7.2.0 Beta 3
el Export
4 2024.08.09.03.28.16 - 2024.08.09.13.31)
i3 2024.08.09.04.54.32 - 2024.08.09.16.55)
3 2024.08.09.08.12.36 - 2024.08.09.10.13)
Digifort Enterprise 7.4.0

Make New Folder

Click OK and the export will start. In this export format, only the audio (if available) will be exported, in
WAV files.

7.5.1.6 Progresso

During the export, the system will display its progress:

62 Exported Frames. Total: 2073. Remaining Time: 0 Hour(s), 4 Minute(s) and 14 Second(s)

You will be able to track the number of frames exported, as well as the estimated time remaining to
finish the export. You can stop the export at any time by clicking on the Stop Export button. If the
export is stopped during its progress, the data already exported will not be deleted.

If the export is successful, the following dialog box will be displayed:

Information

essfully. Do you want to open the folder with the

This dialog box will provide the option to open the folder with the exported videos.

7.5.2 Playing exported videos in Native format

When you export the video in Native format, the system will copy the Video Player into the exported
folder, as well as all the library files needed to run the player. Run the Player.exe or Player64.exe file to
start the player:

© 2002 - 2024 by Digifort. All rights reserved.



118

Surveillance Client - Enterprise 7.4.1

~

Mame
BE12A60F508A23428346B23D504B74484 01
Fisheye

[£ DGFE4CodecaAC.dl

|%] DGFE4CodecH264.dll

[Z] DGFBACOdecPEG.dII

|%] DGFB4CodecMPEGA.dIl

|%] DGFE4CodecMxPEG.dIl

[] DGFe4Codecs.dil

|%] DGFedImageltils.dil

7| DGFédLocalization.dil

Date modified

Type Size
File folder

File folder

Application exten...
Application exten..
Application exten...
Application exten..

Application exten...
Application exten...
Application exten...

Application exten...

2] DGFeamPa.dl Application exten...
7] DGFEaSpeechCodecs.dl Application exten..
[@rryesioe Application

When you run the player, if the video has been exported with encryption, the window below will appear. In
it you will have to provide the encryption password used in the export settings in native format/110l. The
player will not let you continue if the password is wrong.

Protected media

. Please insert the

The main screen of the exported Video Player will be displayed:

 Digifort - Med

Company name:

ia Player

Digifort - IP Surveillance

Start Normal

@

Ver. 7.4.0.4 ENTERPRISE Final

g
ep aspect ratio

Fill whaole image area

Billinear resizing

Video Decoder

Multi-threading for software decoding

Use NVidia hardware decoding

The main screen of the player will contain information about the video, which was provided during the
export settings in native format/ 120)

The player also offers some options that can be applied:

¢ Resize Options: Allows you to configure the type of image resizing for better viewing.

(0]

Keep aspect ratio: Select this option to use resizing proportional to the original resolution of the

recorded image. This option prevents image distortion.

Fill entire image area: Select this option to stretch the camera image across the entire viewing

area. This option may create distortions in the images.

Bilinear resize: When camera images are resized, some distortions can occur, such as serrated
edges. By enabling this feature, the images will pass through a filter that minimizes this distortion,
keeping the image quality closer to the real image.

e Video Decoder: Allows you to choose options for the video decoder
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0 Use multi-thread for software decoding: The player allows the use of multi-threading for H.264
and H.265 video decoding. This option can be used to speed up video decoding on the client,
especially of ultra megapixel images. Using this option will add at least 1 frame of delay to the video,
i.e. at 30 frames per second the additional delay will be at least 33ms while at 7 frames per second
the additional delay will be at least 143ms.

0 Use NVidia hardware decoding: Enables the use of NVidia GPU to decode videos:
= H.264 Decoder: Activates H.264 video decoding via the NVidia GPU.
= H.265 Decoder: Activates H.265 video decoding via the NVidia GPU.
= Parallel Decoding: The system enables parallelism for H.264 and H.265 video decoding via the

GPU. This option can be used to speed up video decoding on the client, especially of ultra
megapixel images. Using this option will add at least 1 frame of delay to the video, i.e. at 30
frames per second the additional delay will be at least 33ms while at 7 frames per second the
additional delay will be at least 143ms.

Just click on Start Normal and the video player will run with all the features presented in the chapter
Playing videos[es), as illustrated in the figure below:

Thursday, Octob

1 Minute(s)

7.6 Sequence Export

Sequence Export is a very useful tool for exporting an event that occurs progressively through multiple
cameras.

During video playback, you can switch cameras with object links, or manually by dragging and dropping
objects from the object list into the video player, to, for example, follow a suspect who is moving between
multiple cameras. The sequence export allows the video to be exported together with camera switching
actions, i.e. it is possible to create an export where the exported video player will automatically switch
cameras, following the actions created by the operator during the export.

During the sequence export, all the operator's operations, such as adding cameras to the screen,
removing cameras from the screen, changing the screen layout or loading another view, will be recorded
along with the time of the video playback moment when these actions took place. During video playback
of this sequence export, the player will replicate the same actions, effectively changing the cameras on
screen automatically.
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To access this tool, during a media playback session, click on the Sequence Export icon in the Tool
Selection Panel:

1 Minute(s)

e Action History: This panel displays the user's action histories, such as adding cameras to screen,
removing cameras and changing views.

e Start: Starts recording user actions for sequence export. For this button to be activated, the video
session cannot be in Stop mode, it must be in Play or Pause.

e Limit Media Size: By selecting this option, the system will automatically split the exported video into
the size specified in this field. During export, seweral folders will be created whose files will have the
maximum size specified. This option is useful if you want to save the video on removable media that is
limited in size.

To create a sequence export, simply position the video at the beginning of the period you want to export
and click on the Start button. From this point on, all the actions (changing cameras and views) will be
recorded, so now you can click Play and change cameras as necessary. At the end of the session just
click Stop and the Export button will be enabled, and the export of the sequence can be completed.

With this, you can create an exported sequence, where the Video Player will automatically switch
between the cameras, following the exact moment when the operator switched between the cameras
during the export session. Here's an example of how to export a sequence.

In this example we will create an export to follow a suspicious person leaving a building, passing through
multiple cameras. First, we position the video at the start of the export and click Start. From then on, all
the user's actions will be recorded. Initial actions will be added automatically, containing the View layout
and the initial cameras on screen:

© 2002 - 2024 by Digifort. All rights reserved.



Media Playback 121

Digifort Media Player
AT
Time selection
Cameras selection
Timeline
Motion search

Thumbnails

Media exporting

Sequence Eqporting
Print

Image filters

1 Minute(s)

Now we click Play and to follow the suspect between the cameras, we use links to pre-registered
objects, in this case of the image above, we will click on the arrow pointing to the left, which is linked

with a camera positioned in the exit corridor:

ection

Timeline

Motion search

Thumbnails

Media exporting

Sequence Exporting

Print

Image filters

1 Minute(s)

i

3

|
|

~!|m|ll\l||l|

1]

By clicking on the left arrow, the linked camera will be loaded, and we can see the suspect crossing the

corridor to exit the building. Then we continue with the video playback and now click on the up arrow,
which represents a connected camera that is outside the building:
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Time selection

Cameras selection

Timeline

n search

Thumbnails

Media exporting

Sequence Eqporting

Print

Image filters

1 Minute(s)

The corresponding camera will load and all these actions have been saved in the export script. At the
end of the investigation, we will click on the Stop button, as shown in the previous figure, and then the
Export button will be activated and we can start the export:

Time selection
Camera:
Timeline
arch

Thumbnails
porting

Print

Image filters

1 Minute(s)

When you click the Export button, the system will use Native Format[110) Export, already explained in
the Native Format Export[10) topic.

After configuring the export in native format, the system will start the export:

Time

Minute(s) and 2 5 (s) Stop Experting
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Once the export is complete, you can play the exported sequence using the steps described in the topic
Playing exported videos in Native formatl::7), the only difference being, when you open the main window
of the exported Media Player, you will select the Start Sequence button instead of Start Normal:

=

Ver. 7.4.0.4 ENTERPRISE Final

Resposible:

Start Sequence Start Normal

e Start Sequence: Starts video playback using the sequence script to switch between cameras
automatically, following the script created by the operator during export.
e Start Normal: Starts playback with all the cameras used for playback in an Automatic view.

Note
This feature will export all the images from all the cameras that are part of the sequence for the entire
duration of the sequence.

7.7 Print

The system allows you to print one or more images in the form of a report.

To access this tool, during a media playback session, click on the Print icon in the Tool Selection
Panel:

Digifort Media Player

ETE

Time selection

Timeline
Motion search
Thumbnails

Media exporting

Sequence Exporting

1 Minutefs)

e Company Name: Provide the name of the company, which will be displayed in the report. A default
name can be assigned in the Sener Settings using the Administration Client.
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Operator Name: Enter the name of the operator responsible for printing, which will be displayed in the
report. The name of the authenticated user will be displayed by default.

Operator Notes: Enter general notes about this incident, which will be displayed in the report.

Print: Prints the report

Clear Notes: Clears the general notes field.

Fill in the fields and click Print.

The screen below allows you to view, export and modify the logo that will appear with the report.

Modify Default
Progress

report authentic
62-FF15-CF37

Cancel

41 (Entrada Subida)
13/0812024 10:48:13
eric (Eic Fleming Boniiha)
13/0812024 16:48:15

— T
LI P =it
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In the case of multi-camera playback, if you select a camera, the report will only contain the image from
the selected camera; if there is no camera selected, then the system will generate a report with the
image from all the cameras:

1« « » » & A + -

@

Digifort - IP Surveillance System ~ ~ Digifort - IP Surveillance System ~ Digifort - IP Surveillance System

ﬂﬂirﬂllmll\lllmw_lﬂj\\U]IIII\I\I\\II\IIjH\IIIHIHI\II\IIIm' = | T —————————me "= -

TR

Time selection

Timeline

Motion search

Thumbnails

Media exporting

Sequence Exporting

Print

Image filters

Print

Clear notes

1 Minute(s)

Report:
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7.7.1

7.8

41 (Entrada Subida)
18/0812024 10:52:32

T e
OO AR it

Report Viewer

The report viewer allows you to preview a report before printing it.

The viewer consists of a toolbar at the top and the report preview area in the body of the control:

Prints the report.

Show / Hide page thumbnails in the left-hand corner.
First page.

Previous page.

Next page.

Last page.

Find text.

Find next text.

. Zoom in.

10. Zoom ouit.

11. Change form display size.

©CoNoG AL

Image Filters

This feature allows the operator to change the characteristics of individual camera images. To open the
image filters, go to the left menu and click on the Image filters icon. The following screen will open:
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Digifort Media Player

ET-—

Compression: H.264
Time selection
Cameras selection
Timeline
Motion search
Thumbnails
Media exporting
Sequence Exporting
Print

Imagefilters

: erlacing
Saturation S
Sharpen

1 Minute(s) > Default

Wiatermark: Valid

To apply the filters, select the desired camera and set the desired filters.

To learn about image filters, see the chapter How to configure image filters [e2)

7.9 FastVideo Playback

The system allows quick playback of videos using the context menu (Accessible by right-clicking) of
objects on screen or from the Surweillance Client's main object list.

When you access the context menu of objects on screen, or from the object list, you will be presented

with the following options:

Instant Review
Media playback (Single camera)

Edge media playback (Single camera)

Multiple cameras)

Mediz profile
PIr

Manual Events

Archived recordings

¢ Instant Review: This option provides a quick way to play back a video with a pre-configured time
period. This option is very useful in environments where you need to see events quickly, for example in
casinos where you need to instantly review a fact. The playback period can be set in the Suneillance

Client's Video Playback Settings|ss.

e Media Playback (Single Camera): This option allows video playback from the selected camera.
Only 1 camera will be opened in the video player. When you select this menu, a sub-menu will appear.
Choose a preset time from the list displayed, or specify a time manually using the Custom option.
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This option is only available when the context menu is opened from a live object or an icon from the
object list that represents a single object (e.g. a camera).

e Edge Media Playback (Single Camera): This option enables edge playback of video from the
selected camera. Only 1 camera will be opened in the video player. When you select this menu, a
sub-menu will appear. Choose a predefined time from the list shown, or specify a time manually using
the Custom option. This option is only available when the context menu is opened from a live object or
an icon from the object list that represents a single object (e.g. a camera) and the camera supports
the Edge Recording feature.

e Media Playback (Multiple Cameras): This option allows video playback from multiple cameras
simultaneously. When you select this menu, a sub-menu will appear. Choose a preset time from the
list displayed, or specify a time manually using the Custom option. This option is only available when
the context menu is opened from a live object or an icon from the object list that represents a group of
objects or a View. If the context menu is opened from a live object, the system will play the video from
all the cameras that are occupying the same screen as the selected object.

e Edge Media Playback (Multiple Cameras): This option allows edge video playback from multiple
cameras simultaneously. When you select this menu, a sub-menu will appear. Choose a predefined
time from the list shown, or specify a time manually using the Custom option. This option is only
available when the context menu is opened from a live object or an icon from the object list that
represents a group of objects or a view and all cameras support Edge Recording. If the context menu
is opened from a live object, the system will play the video from all the cameras that are occupying the
same screen as the selected object.

The Quick Playback context menu will also be displayed when right-clicking on objects that are derived
from cameras, such as LPR Configurations and Analytics Configurations.

By selecting the Custom option in a quick search sub-menu, the following screen will be displayed:

Customn time period for media playback

Initial time: Final time:

e Start Date: Select the start date of the session.

¢ End Date: Select the end date of the session.

e Restrict video to time range: Select this option if you want to specify the start and end time. If this
option is not selected, the system will open the video displaying the full content of the selected day
range.

0 Start Time: Enter the start time. This is the time value for the Start Date.
0 End Time: Enter the end time. This is the time value for the End Date.

Archived Video Playback

Archived videos are considered cold storage and are part of the archiving system, which can be
configured to copy all the day's recordings to an archive folder.

To learn how to activate the image archiving feature, see the Administration Client Manual.

Due to the storage format of archived recordings, it is only possible to play back 1 archived day per
playback session.

To play back archived recordings, simply right-click on a camera image or item in the object list, access
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its context menu, select the Media Playback option, and in the sub-menu, select the Archived
Recordings option. The system also allows multiple archived cameras to be played back. To play back
multiple cameras, select the Media Playback (Multiple Cameras) option from the context menu of the
objects on screen. You can also play back multiple cameras using the context menu of the object list, in
camera groups or views, if the objects in this group or view support edge video playback.

When you select the Archived Recordings item, the system will open the screen for selecting the day
for playback:

Archived recording playback
novembro de 2022

dom seqg

The system will display different colors for the days in the calendar:

e White: There are no archived recordings for this day on any selected camera.

e Green: There are recordings archived for this day on all selected cameras.

e Orange: There is an archived recording for this day for one or more of the selected cameras, but there
is no recording for all of the selected cameras.

Select the desired day and click OK to open the video player.
See the topic Playing Videos[ ¢51to learn how to use the Media Player.

7.11 Edge Video Playback

The Edge Video Playback function allows video to be played back by downloading directly from the
device's edge recordings.

This feature expands the Edge Recording system (which allows the system to download recordings
stored on the cameras), so you can play back recordings from any device that has Edge Recording
integrated into the system.
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It is also possible to play back video recorded on supported DVRs/NVRSs, thus enabling the use of
distributed recording, since it is possible to view the recordings directly from the equipment.

To play back edge recordings, simply right-click on the image of a camera or item in the object list,
accessing its context menu, and if the devices support Edge Recording, select the Edge media
playback option, and the playback options sub-menu will be displayed. The system also allows multiple
cameras to be played back at the edge, making it possible to play back several cameras from a
DVR/NVR simultaneously. To play back multiple cameras, select the option Edge media playback
(Multiple cameras) from the context menu of the objects on screen. You can also play multiple
cameras using the context menu of the object list, in camera groups or views, if the objects in this group
or view support edge \video playback.

Edge video playback will be transparent to the user, but will have some limitations:

e The system will linearly download recordings from the device during the video playback session, and
the timeline will be progressively updated as new recordings are temporarily downloaded.

e The user will only be able to browse and view videos that have already been downloaded, and will not
be able to mowe on to a part of the video that has not yet been downloaded.

e The Sequence Export feature will not be available for edge playback.

See the topic Playing Videos| e to learn how to use the Media Player.
Local Video Playback

The Media Player is capable of playing recorded videos in their native format, directly from the recording
folder. These videos can come from archives, video exports or even local emergency recordingsl@ﬁ made
in the Suneillance Client.

To play a local video, follow the steps described in the topic Playing Videos [es7, the only difference being
that when selecting cameras, instead of selecting a camera via the camera selection control or by
dragging icons from the list of objects, you will add a directory containing the recordings you want to
play, click on the add local recording button, as shown below:
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The directory selection screen will be displayed:

Local video playback

Select the directory for the local video playback

Click on the directory selection button, represented by a yellow folder icon, and the following screen will
be displayed:

Browse For Folder

the directory

Ay Mew Velume (E)
el ArquivamentoTest
2022-11-15
2022-11-16
2022-11-17
2024-08-11
2024-08-12
2024-08-13
A 40
Dados
Indices
3 Metadata
Dell
Drivers

Gravacao

On this directory selection screen, you must select the root directory, which has the subdirectories Data
and Indexes.

Click OK and the directory will be filled in on the previous screen:

Local video playback

Select the directory for the local video playback
E\ArquivamentoTest\2024-08-13440 -

Cancel

A camera will be added to the screen, and its recording will be played back from the selected directory:
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Time selection

Cameras selection

Timeline

n search

Thumbnails

Media exporting

Sequence Eqporting

Print

Image filters

terca-feira, 13 de agosto de 2024

1 Minute(s)

You can add multiple local directories for synchronized playback.

From this point on, you can use all the features explained in previous topics for video playback.
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8 Alarms

The Surweillance Client has a powerful alarm notification system that uses Popups to notify the operator:

Aperson has cr

1. The header bar will bring up information about the event. It will contain
a. Local date and time of the event (Time of the monitoring station).
b. Sener date and time (Server time).
c. Descriptive message, indicating the type of event that occurred
d. Customized message (only provided via API for Global Events).
2. Object panell 181 This control will display the cameras or objects associated with the event.
3. Custom message, created from the Administration Client. It usually contains instructions for the
operator. This panel will auto-resize according to the size of the text.
4. Panel where the operator can write a response to the event, which will be stored in the event
database.
5. Controls panel.
a. Mute: Silences the alarm sound.
b. Play: Plays the event video
c. Close: Closes the alarm screen.

The system has great flexibility in configuring actions (in the Administration Client), and depending on
the actions selected for the event, some panels will not be displayed in the alarm popup. For example,
an alarm may only contain a descriptive message, with no cameras or operator response panel:

Alarm windows, by default, will not open again if the same event occurs again while the window is
already open, howewer, when the event is configured to request written confirmation from the operator, a
new alarm window will open, thus forcing the operator to confirm all events in writing.

If the alarm has a sound action, the system will play the alarm sound and will also display an icon in the
left-hand corner of the Control Panel to mute the alarm sound in progress. This icon is only available
while an alarm sound is playing.
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The system allows extensive configuration of the behavior of the alarm windows, as well as automatic
arrangement of the windows on the monitor, automatic closing of windows, custom positioning, window
border color, among others. To learn about all the options for customizing the alarm experience, see the
Sunweillance Client Alarms Configuration s topic.

8.1 Observations

When the operator remarks panel is available, you can type a response to the event, giving details, for
example, of the actions taken to validate the event. The administrator can configure this field to be
mandatory, in which case the window cannot be closed until a text is added.

The text provided here will be stored in the event Iogm, and the system ewven provides a specific report
containing all operator responses to events. See the event Iongﬁ topic for more information.

rigg Y
A person has crossed the perimeter

911 was called and the suspect aprehended|

8.2 Playback

The alarm window has a button for playing back the event called Play. By clicking this button, the
system will open the Video Player[ o1, positioning the timeline at the moment the event occurred, and
the media session will open for review up to 1 hour before and after the time the event was triggered.

If the same alarm is triggered, and its popup is reused for the new trigger, the window will store the time
of all repeated alarms that occurred while it was open, allowing you to choose a specific time when you
click the Play button, as shown in the following image:

8.3 Local Alarm List

The list of local alarms is a record of which alerts have already been dealt with by the operator at that
monitoring station, making it easier to manage environments with many alerts. This is only a list of
locally triggered alarms and does not include all the events that have occurred on the sener. An event is
considered an alarm when it has actions that open a popup on the monitoring station.

To display the list of local alarms, click on the corresponding icon in the system's main options menu:

@) LIST OF LOCAL ALARMS

When you open the list, it will appear above the toolbar, as shown in the image below:
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Event Name vent Description e e Object Name Object Descriptio servatio Status
Garagem Funi
Garagem Fun
Garagem Fun
Garagem Fun
Garagem Fun Garagem Fun
Garagem Fun Garagem Fun
Garagem Fun Garagem Fun

Garagem Fun Garagem Funi

Global Event G c e Garagem Fun Garagem Fun,

The list contains the following information:

e Time: Date the event was received.
e Event type: Which type of event was received (Analytics, LPR, Global Event, Motion Detection, etc).
e Event name: Name of the event received. This name is only available for events registered within
objects, such as Manual Events or Timer Events.
e Event description: Description of the event received.
e Object type: Type of object that triggered the event.
e Object name: Name of the object that triggered the event.
e Object description: Description of the object that triggered the event.
e Server: Sener from which the event originated.
e Observation: Operator's comments on the event, if the action to request confirmation has been sent.
e Status: Current status of the event.
0 Open: The alarm is considered open when the popup has not yet been closed, or if it has already
been closed but the operator still needs to provide the handling remarks.
o Closed: The alarm has already been closed and dealt with by the operator.

When it receives a new event, the system will mark the event in the list as still open and waiting to be
dealt with:

Time Event Type Event Name Event Description Object Type Object Name
5:16:56 PM Global Event Garage 0 Garagem Fundos
Global Event Garagen Global eve Garagem Fundos

Global Event Garagern Fundos Global event Garagem Fundos

The marking will remain as open until the operator closes the notification. The colors for open and closed
events can be configured on the alarm configurationl s71 screen .

You can open the popup of an alarm that has already been closed by double-clicking the left mouse
button.

To hide or show columns, right-click on a column heading and select the Select Columns option .
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9.1

Bookmark

The Bookmark feature allows markings to be made on the video recording. These bookmarks are made
with keywords and colors that can be searched easily to locate and identify an event in the recording

with ease.

The image below shows a red Bookmark indicating an event in the recording:

1 Minute(s)

Creating Bookmarks

terga-feira, 20 de agosto de 2024

To create a Bookmark during the live view, use the bookmarks control on the toolbar:

The first button with the "+" character allows you to create a Bookmark from a date specified by the

operator. When clicked, the following screen is available:
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olor
Red

End date

13:55:13 10/ 372023 [13:55:18

In the left part of the screen we can choose the cameras we want to create the Bookmark for. By default,
the system will list the cameras that are in the view.

To add another camera, simply click on Add cameras and choose the camera you want.
To delete a camera, simply select one or more and click Delete Cameras.

On the right-hand side of the screen we'll put the information about the Bookmark:

e Title: Enter the Titleof the bookmark

e Color: Select the color of the Bookmark

e Start Date: Start date and time of the event. The Bookmark will initially be bookmarked at this time

e End Date: The Bookmark can have a start and an end date. Enter the date and time of the event in
this field. Note that when you change the end date, the Duration of the event below will automatically
change. NOTE: If the end date is the same as the start date, only a ponctual Bookmark will be
created, i.e. only with the start date.

e Duration: Setting the duration of the Bookmark. This setting will automatically change the event's end
date.

e Remarks: Enter remarks related to the event to be bookmarked for later search.

e Protect recordings from deletion: Select this option to protect recordings from the period of this
bookmark. To learn more about this feature, see the topic on Protecting Recordingslz_sg'i
0 Add expiration date: Select this option so that the protection of these recordings expires on a set
day.
= Date: Select the date on which the protection will expire.

Atfter filling in the information, click OK to create the Bookmark. The image below shows an example of a
bookmark being created and displayed during video playback:

Information &

i Bookmark created successfully
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9.2

Notice that this bookmark has two marking points that are signaling a bookmark with an intenval.
Ponctual bookmarks, where the end date is the same as the start date, will only be displayed with the
start mark:

Another way to create Bookmark is to click on the Start Bookmark button, represented by the red circle.
By clicking the button, the system will start counting the duration of the Bookmark until the End
Bookmark button, represented by the blue square, is pressed:

When it is finished, the Bookmark configuration screen will open with the start and end date filled in
according to the start and end time of this process:

End date

Dus n

Days

Bookmark Search

To search for the Bookmarks you have created, simply click on the button represented by the magnifying
glass:

Bookmark

[ +]ole,

Search bookmarks

Click on the magnifying glass to open the Bookmarks search screen:
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Manage filters

Recording Protection

Start date End date Observations

10

Search

On this screen we can search for all the Bookmarks created using the filters provided by the system.

When you select a bookmark, you can bring up video playback of the bookmark time by clicking on the
Video button.

To add filters, click on Manage Filters as shown in the image below:

Manage filters

Available filters Selected filters

Date

@ Keyword
@@ color

B¢ Cameras

AR s

9.2.1 Date Filter

The date filter allows you to search for Bookmarks by the selected date.

To add the filter, click on Manage Filters, then click on the Date tab.
To activate the filter, click on the checkbox to the right of the filter.
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9.2.2

Manage filters

End date
EYJ Date 10/

9 Keyword

@9 color

¢ Cameras

| -

Choose the time interval for searching the Bookmarks created. Click OK and then on the main search
screen click Search:

Observations.

60
29,105, 31

B
1
-
g

Intrusion detected Back ¢

Keyword Filter

The Keyword filter allows you to search Bookmarks for words in their title or in the comments field.

To add the filter, click on Manage Filters, then click on the Keyword tab.
To activate the filter, click on the checkbox to the right of the filter.

Manage filters

Exl Pate

3 Keyword

@9 coior

it Cameras

|

e Search field: Type in the keyword to be searched for in the Bookmark titles.

e Exactly: Forces the system to search for exactly what has been entered. If not checked, there may
be other words together with the search word.

e Search in comments (may be slower): The system will also search in the remarks field of the
Bookmark, however this search may demand more from the server as the remarks field is not indexed
in the database.

Fill in the desired keyword and click OK. On the main search screen, click on Search:
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Start date End date Observations. Cameras sei Recording Protection
10/2/2023 10724202

10

10

o
Gabriel Lima
Leanc

Henriqu

Viviane Miranda

ne Miranda

ne Miranda

Search

cted record

9.2.3 Color Filter

The color filter allows you to search for Bookmarks by the colors in which they were registered.

To add the filter, click on Manage Filters, then click on the Color tab.
To activate the filter, click on the checkbox to the right of the filter.

Manage filters

Available filtters Selected filters

131 L B Red
@ Keyword ©

@@ Color

. Cameras

|

Purple

W verow

Cancel

Select the colors you want by dragging from the left list to the right list, and click OK. On the main
search screen, click Search:
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Manage filters

Title Start date End date ons Came Recording Protection
Abertura de Portao Social 10/2/2023 ¢ 10/2/2023 9:03:55 AM
Abertura d
Abertura de P
Abertura d
Abertura d
Abertura de P
Abertura d
rtura de Port:

bertura de P
Abertura d
Abertura de P

bertura de

teste

5
1
1
G
1
1
-
4
1
:
1
1

Abertura de P 1
1
1
5
1
1
:
1
1
:
4
1
.
2

Henrique

Abertura d
Abertura de P
Abertura d
Abertura de P
Abertura de P

Abertura d

Search Video

elected record

Close

9.2.4 Camera Filter

The camera filter allows you to search for the Bookmarks of certain cameras on which they were
recorded.

To add the filter, click on Manage Filters, then click on the Cameras tab.
To activate the filter, click on the checkbox to the right of the filter.

Manage filters

Available filters Selected filters
31

=1 79 (Facial recognition)
@ Keyword
@9 color

[t Cameras

AR

Camera Pro)

Cancel

Select the cameras you want by dragging from the left list to the right list, and click OK. On the main
search screen, click Search:
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Bookmarks

Manage filters

Date Cameras

Start date

9:11:54 AM

Search

Details of selected record

9.25 Server Filter

The sener filter allows you to filter Bookmarks saved on certain servers where they were saved.

To add the filter, click on Manage Filters, then click on the Servers tab.
To activate the filter, click on the checkbox to the right of the filter.

Manage filters
Avsilable fiters Selected fiters
Dat
o= J13 pigifort intemal Connection (Digifort Local Connection)

@ Keyword

@@ coior

Nt Cameras

A sever

Select the desired senvers by dragging from the left list to the right list, and click OK. On the main
search screen, click Search:
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Bookmarks

Date Manage filters

Start date End date Observations s Recording Protection
10

9.2.6 Combining Filters

You can activate multiple filters simultaneously by simply activating the desired filters on the filter
management screen. Each filter will limit the scope of the search.

The activated filters are shown in the top bar where you can add or delete them as required:

Bookmarks

Date Keyword Color Cameras Servers Manage filters

Start date End date Observations Cameras sel Recording Protection

The filters that are selected intersect, i.e. only the information that is common to them will be filtered.

9.2.7 Generating Bookmark Reports

By clicking on the Print button, you can generate a printable report with all the bookmarks:
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Cameras Servers Manage filters

Title Stort date Observations c Recording Protection
Garage 9
Garage

Garage

Garage

Garage

rd grouping
up by color
up by initial date
up by final date
up by title
camera
;
ding Protection

ver

Cancel

11:49 PM
36 PM

Video

Details

Select the type of record grouping. You can group the records using different options. Select the most
appropriate one for your report and click OK.

Now select the format and whether you want to view only, print or export (*.pdf, or *.html) and click OK
and the standard report viewer will be displayed:

A

b

Default

Progress

authentication code
-2EEA.

The generated report will look like the image below:

© 2002 - 2024 by Digifort. All rights reserved.



148

Surveillance Client - Enterprise 7.4.1

9.2.8

BOOKMARKS LIST

A«
Inital date Final date THe Camera
N 10212023 8:54:59 AV 1012202386459 AM  Garage 05,52
[ 1022023 9.07:47 AM 101212023 5:07 47 AM Garage 05,52
[ 10122023 10:08:22 AM 10122023 10:08:22 AM Garage 05,52
I 10/212023 10:12:39 AM 1D/2/202310:12:39 AM Gamge 05, 52
1012/20231:02:26 PM  Garage 05, 52
[ 1022023 1:03:00 PM 10272023 1:03:00 PM  Gamge: 05, 52
[ 1022023 3.05:38 PM 10212023 3:05:38 PM  Leandro Gonzaes ]
[0 10/22023 3.08:03 PM  1012/20233:08:03 PM_ Henrique Galvo ]
[0 10220233:12:47 PM_ 102/20233:12:47 PM_ Viviane Miranda ]
[ 101212023 3:20:07 PM 1012/12023.3:20.07 PM  Marcelo Bernel 9
[ 10/22023 3:24:18 PM_ 10/2/20233:24:18 PM  Viviane Miranda ]
[ 10/2120233:25:18 PM 101272023 3:25:18 PM  Viviane Miranda ]
[ 102120233:29:00 PV 101220233:29:00 PM  Viviane Miranda 79
[ 1022023 33730 PM  1012/20233:37:30 PM  Benier Vaz ]
[ 10/220233:36:22 PM_ 10/2/20233:38:22 PM  Lucas Cordero 79
[ 1022023 3:38:37 P 1022023 3:38:37 PM  Ismael Siva 9
[0 10/22023 3.44:21 PM  101/20233:44.21 PM._ MarceloBernel ]
[ 10/22023 3:44:27 PM 101212023 3:44:27 PM. Marcelo Bernel ]
[ 10220233:59:42 PV 101212023.3:69:42 PM  Jodiode Arthur Schazer ]
[ 10/22023 4:08:28 M 1012/20234:08:28 PM  MarceloBernei 79
[ 1022023 4:10:34 PM 1012/20234:1034 PM. MarceloBernei 9
[ 101212023 4:10:47 P 1012/20234:10:47 PM  Marcelo Bernel e

I\

A

Auhentication code
E5C7-FIAG-2EEA-GBTE-8T5F-6FE7-9EBA-4TCA

Digfort - 1P Srveliance System
10/5120232:30:03 PM
Page 1/26

Deleting Bookmarks

To delete a bookmark, select the desired bookmark and right-click on it, selecting the Delete option:

Loitering Garagem
Loitering Garagem
Loitering Garagem
Loitering Garagem
Loitering Garagem

onfirm deletion of selected bookmark?

Also delete recarding protections linked to th

The confirmation screen will also provide an option to delete the write protection associated with this

bookmark, if one exists.

Click Yes to delete the bookmark.

The operator must have delete bookmark rights in order to perform this function.

© 2002 - 2024 by Digifort. All rights reserved.



Chapter



150

Surveillance Client - Enterprise 7.4.1

10

Global Events

The system makes it possible to create Global Events that can be triggered by the user via the
Surnweillance Client. Global Events are events that are not associated with an object, such as Manual
Events[1s2] that are associated with a camera. Global Events are independent events that, when
triggered, generate actions, such as triggering sirens, opening electronic doors or turning on lamps. To
learn how to configure Global Events, see the Administration Client Manual.

To trigger global events, click on the Trigger Events button on the main screen of the Surweillance
Client, as shown in the figure below:

W TRIGGER EVENTS

The event selection screen will be displayed:

Events

Global Events Manual Events

2l
() Abrir datacenter

O Acesso Porta Fundos
Porta fundes
(D) Activate Analytics

Activate Analytics

() Ativar Led Verde

(©) Automation FAN On
Tum fan ON for 55

(©) Automation LEDs Blink
Blink LEDS

(O Automation LEDs OFF
Tum the LEDS OFF

(©) Automation LEDs ON

Tum the LEDS On

(0) DBTest

DETest

() Deactivate perimeter analytics

On this screen, you can filter the events using the filter control at the top of the screen. The filter will be
applied to the name or description of the events.

To trigger a global event, simply double-click on the desired item.
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11

Manual Events

The system makes it possible to create Manual Events that can be triggered by the user via the
Suneeillance Client. Unlike Global Events[is0), Manual Events are associated with a camera and can be
triggered via the main event trigger menu or via the camera's context menu, thus providing greater
system organization. Like Global Events, Manual Events can also be used to generate actions, such as
triggering sirens, opening electronic doors or turning on lamps. To learn how to configure Manual Events,
see the Administration Client Manual.

To trigger manual events, select the desired camera on the screen and click on the Trigger Events
button on the main screen of the Suneillance Client, as shown in the figure below:

W TRIGGER EVENTS

The event selection screen will be displayed:

vents Manual Events

9o

# ) AutoFocus
Ajuste de Foaus & Zoom
%) Som

Teste de Som

On this screen, you can filter the events using the filter control at the top of the screen. The filter will be
applied to the name or description of the events.

To trigger a manual event, simply double-click on the desired item.

Another (quicker and more practical) way to trigger Manual Events is via the camera's context menu. To
do this, right-click on the camera on the screen, locate the Manual Events menu (Only displayed if the
camera has at least 1 Manual Event registered), inside this menu you will find the manual events
registered on this camera. To trigger them, simply click on the desired item:

© 2002 - 2024 by Digifort. All rights reserved.



Manual Events

(Single camera)
(Single camera)
Multiple cameras)

yback (Multiple cameras)

Virtual M w at
all objects at
file
2374

Manual Events

AutoFocus [Ajuste de Focus_Zoom)

m (Teste di
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12  Virtual Matrix

The virtual matrix allows the operator to send or drag and drop any system object such as cameras,
maps, views, web pages, analytics, LPR, to any monitor on which the Sunweillance Client is open on any
computer on the network or to Video Walls. You can use the virtual matrix to create Video Walls, and
you can also use it to send objects between system operators.

Here's a diagram of the Virtual Matrix architecture

Monitor 1

Available Monitors:
-Monitor 1
- Monitor 2
-Monitor 3 Monitor 3
=.-Monitor 4
e = Available Monitors:
li -Monitor 1
dum . -Monitor 2

ST -Monitor 3
= _.
Client 1 i ’ - -Monitor 4
agr
. \‘
Client3 ™,
P Server Monitor4
- Availa.ble Monitors: Available Monitors:
_ P —Mon!torl - Monitor 1
i = monfiorg -Monitor 2
- Monitor i
) A ! -Monitor 3
e L - Monitor 4 - Monitor 4
) Client 2
Monitor2 *
Available Monitors:
-Monitor 1
- Monitor 2
-Monitor 3
-Monitor 4

In this image we have 3 clients connected to the server, which has a list of all the monitors available for
the virtual matrix, which in turn sends them to all the clients. In this way, all the clients connected to this
server will have an up-to-date list of all the available monitors, and all the clients will be able to interact
with all the monitors.

Configuring the Virtual Matrix on the Client is simple, just activate the feature and provide a unique name
for the monitors on the workstation, to be shared with the other clients. See the topic on Configuring the
Virtual Matrix[ 45 for more details.

After configuring the client's monitors to be available on the Virtual Matrix, make sure that the user
logged on to the Suneillance Client has the right to join the Virtual Matrix (to find out how to grant user
rights, see the Administration Client Manual).

12.1 Using the Virtual Matrix

There are several ways to send objects to other Virtual Matrix monitors. The user logged into the
Surweillance Client must have rights to operate the Virtual Matrix in order to send objects. See below for
the different methods of operation.
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12.1.1 Sending Single Objects via the Context Menu

The easiest way to send objects to the Virtual Matrix is via the object's Context Menu or the list of
objects. You can send any type of visual object to be displayed in the matrix, as well as completel?s'ﬁ
views.

Right-click on a visual object on screen, such as a camera or a map, and use the Virtual Matrix -
Show at menu option:

By selecting this option, a submenu with all the available monitors will be displayed, click on the desired
monitor to send the object.

You can carry out the same procedure described abowe in the list of objects, as shown in the figure
below:

*Facial Rec

If you are sending a single object, and the target monitor has a multi-position layout loaded, the system
will open a screen to allow you to select which position you want to send the object to:
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Virtual Matrix monitor spot selection

Choose a spot Full screen

On this screen, in the left quadrant, the system will load the layout that is currently displayed on the
target monitor, and you can select a position from the layout to display the object, or you can choose
the Full Screen option, and the monitor layout will be replaced by the 1-object layout and this object will
be displayed in full screen.

If the 1-object layout is already loaded on the target monitor, and you are sending a single object, then
this screen will not be displayed and the object will be sent instantly.

12.1.2 Sending Single Objects Using Drag-and-Drop

You can send objects that are being displayed live on the screen using the drag-and-drop function. To do
this, first select the Monitor List in the controls sidebar, then left-click on the object you want to send,
and while holding the button down, drag the object and drop it onto the desired monitor in the monitor
list:

\) digifort

If you are sending a single object, and the destination monitor has a multi-position layout loaded, the
system will open a screen to allow you to select which position you want to send the object to:
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Virtual Matrix monitor spot selection

Choose a spot Full screen

On this screen, in the left quadrant, the system will load the layout that is currently displayed on the
destination monitor, and you can select a position from the layout to display the object, or you can
choose the Full Screen option, and the monitor layout will be replaced by the 1-object layout and this
object will be displayed in full screen.

If the 1-object layout is already loaded on the target monitor, and you are sending a single object, then
this screen will not be displayed and the object will be sent instantly.

12.1.2.1 Sending Objects from Maps

If you are viewing a Synoptic Map[1e?), you can drag objects from within the map directly onto the list of
displays, and the selected object from within the map will be sent to the virtual matrix instead of the map
itself. If you drag the map itself, then the map object will be displayed in the Virtual Matrix.

°F & nmmg
mocerate wam

e ) O

Wi P

o
= o s W) B

1Andar

Digifort First floor

AutoFogs LW
24 7

12.1.3 Sending Multiple Objects

The system allows you to send multiple objects on screen, groups of objects or ready-made views
directly to the Virtual Matrix.

12.1.3.1 Sending Views

To send saved views, you can right-click on the desired view item directly in the object list and select
the option Virtual Matrix - Show at:
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Itiple cameras)

Show at

i

When you select this option, a submenu with all the available monitors will be displayed, click on the
desired monitor to send the view.

12.1.3.2 Sending Objects on Screen

The Virtual Matrix allows you to send all the objects that are present on screen, along with their settings
(media profile, zoom position, 360 lens position, image filter and motion detection, etc).

By clicking directly on an object (or on the empty matrix), the Virtual Matrix - Show all objects at
option will be provided with a list of available monitors.

Virtual Matrix - Show all objects at

Media profile

PTZ

Manual Events

By selecting this option, a submenu with all the available monitors will be displayed, click on the desired
monitor to send all the objects on screen.

NOTE: The view does not need to be saved for this option to be used.
12.1.3.3 Sending Groups of Objects

To send groups of objects, you can right-click on the desired group item directly in the object list. The
system will give you two options:

¢ Virtual Matrix - Show at: Select this option to display all the group's direct objects to the Virtual
Matrix.
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¢ Virtual Matrix (Include subgroups) - Show at: Select this option to display all direct objects and all
objects of all subgroups of the selected group to the Virtual Matrix.

e Cameras

mmw 1ot Flnnr
Media playback
Media playback (Include Subgroups)
Digifort S
Edge media playback

Virtual Matrix - Show at

Virtual Matrix (Include Subgroups) - Show at

NEW HOME
VM-ARI
Pantalla 1
P

Analytics Metadata Search

B Underground

B¢ 01 (Client parking)
B¢ (2 (Recepcdo Saldo 2)
o

When you select this option, a submenu with all the available monitors will be displayed, click on the
desired monitor to send the objects from the selected group.

12.2 Monitor List

Use the monitor list to send objects to the virtual matrix via drag-and-drop and to check which objects
are currently being displayed on all monitors. See the subtopic on the Monitor List[ &Y in the Surweillance
Client Interface topic for details on this list.

© 2002 - 2024 by Digifort. All rights reserved.



Chapter



162

Surveillance Client - Enterprise 7.4.1

13

Synoptic Maps

The Synoptic Map is a tool that allows you to view a map of the environment, containing images of floor
plans, for example, where you can position objects such as cameras, sensors, alarms, triggers, among
others, and get an oveniew of the environment. The Synoptic Map can also be used as a control panel
for actions and the status of events and sensors. The system allows for great flexibility when creating
maps. To learn how to create synoptic maps, see the Administration Client Manual.

Once you hawve registered your map, it will be available in the list of system objects, as shown in the
figure below:

= Cameras

s
Views

;'} Maps
@ Analytics

LPR
=- LPRZones
B Web Page

¥ Operational Maps

Interface of the Synoptic Map visual object:

=

P w

. 4
{' g, N!? = oy mf,::, |
051 . .
B £ J
4 g N ‘
L 3021‘ ol 7',,“ | ‘— 14
= p I .
i’l o e | | B |
— 1-‘1 = e e ® ‘

Toolbar, containing options for controlling and adjusting the map for better viewing.

Object filter: By typing in the name of some object, the map will filter and display only the objects
that satisfy the filter.
Title Bar, containing the name and description of this map object.
Map viewing area

Map connection status bar.
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13.1 Toolbar

m‘“ o Zoom

123456 7

1. Reloads the map

2. Stretches the map display area to occupy the entire control area, without maintaining the map's

original aspect ratio.

Stretches the map display area to the entire control area, maintaining the map's original aspect ratio.

Displays the map, without resizing.

Resize Filter: Allows you to choose the map resize filter.

a. Nearest: Fast resizing filter, uses little CPU, but produces results with resizing artifacts, such as
serrated edges.

b. Draft: This resizing filter produces a better result than Nearest, but uses a little more CPU.

c. Linear: This resizing filter produces the best resizing results, but uses more CPU.

6. Open all the cameras on the map in a popup window.

7. Zoom control for viewing the map, only available when option 4 is selected.

S

To increase the map viewing area, you can close the toolbar using the arrow icon at the bottom center of
the toolbar:

DIGIFORT
1/0 DEMO

FAN Activation

-
13.2 Object Status

Some objects, such as cameras, display their working status with an icon next to the object icon:

Insight

Digifort
Demonstration

17 18

If the object supports running status, the following icons will be used:
Object running. Cameras with this icon are running, but are not currently writing to disk.
Object in operation. Cameras with this icon are working and currently recording to disk.
Object not working

13.3 Camera Status and Preview Window

Positioning the mouse over a camera icon will display a brief report about the camera, as shown below.
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The dialog box will display:

e Title with name and status: The name of the camera will be displayed in the title, which will be
colored green if the camera is in operation or red if it is out of operation.

¢ Activation status: Indicates whether the camera is activated or deactivated.

e Working status: Text status indicating whether the camera is working.

e Preview: Provides an image of the camera updated every second. NOTE: The image buffer for the
camera must be activated in the camera’s settings. See the Administration Client Manual to learn
how to configure this buffer.

¢ Restricted fields: The following fields will only be available if the user has camera status viewing
rights.

0 Address: IP address of the camera.

o Port: Communication port.

o Disk Used: Disk space used for recordings.

0 Recording Days: Total number of days recorded.

o Estimated Recording Days: Estimated recording days for the current disk limit applied to the
camera.

o Alarm Input: Status of the camera's 10 Input ports.

13.4 10 Device Status Window

Positioning the mouse ower the icon of an 10 device will display a brief report about the device, as shown
in the figure below.

Alarm input 1: Open
Alarm input 2: Closed
Alarm input 3: Cpen
Alarm input £ Cpen

The dialog box will display:
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Title with name and status: The name of the device will be displayed in the title, which will be
colored green if the device is working or red if it is not working.

Activation status: Indicates whether the device is activated or deactivated.

Working status: Text status indicating whether the device is working.

Restricted fields: The following fields are only available if the user has 10 device status viewing rights.
o0 Address: IP address of the device.

o Port: Communication port.

o Alarm Input: Status of the device's 10 Input ports.

13.5 Open Cameras

You can open cameras that are represented on the Synoptic Map using icons. To do this, double-click
on a camera icon and a pop-up with the camera control will appear:

You can open the camera in a new window by holding down the shift key and double-clicking on the
camera icon. With multiple windows open, double-clicking on another camera icon will display it in the
window with the focus, unless the shift key is held down (To create a new window).

You can also drag a camera icon directly into a space on the monitoring screen, as shown in the image
below:
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You can also open all the cameras on the map in a popup by clicking on the H button on the
control's top toolbar.

13.6 Triggers

Synoptic maps allow you to add icons which, when triggered, can trigger an event or a physical action,
such as activating relays and alarms.

To activate an event or action, simply double-click on the corresponding button, as in the following
example:

) &Y ™ zoom

Ty

REDLED OWLED  GREENLED

Tan ontighs Tumort s
-
i

Ground Floor

Maps also allow you to add ewvent statuses, as well as alarm entry door statuses, allowing you to create
maps that can be used as a kind of control panel:
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Other objects such as Presets for PTZ cameras can also be added to the map, and can be triggered by
double-clicking.

See the Administration Client Manual for more information on how to configure events, statuses,
actions, presets and triggers on maps.

13.7 Links to Maps

The map system allows you to add links to other maps, thus creating the possibility of multi-level maps.
In the example below we have a globe-shaped icon, which when double-clicked will open the associated
map:

( A\ 10 bERD

As with cameras, you can drag the map link to a space in the monitoring view, allowing the linked map
to open:
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14

Operational Maps

Operational maps have advanced applications within servers with several cameras, monitoring various
points in a city, for example.

This is a feature that, through integration with Google Maps, allows the creation of navigation maps and
event maps.

The navigation maps provide an oveniew with the geo-positioning of all the cameras in the system
(which have geo-positioning activated) and will allow access to these cameras via icons referenced on
the map. If the Suneillance Client is connected to multiple seners, the operational map will automatically
concentrate and display objects from all seners.

Event maps provide, in real time, the position of the event (if it is geo-referenced) on the map when it
occurs, creating a powerful visualization and navigation interface that offers a detailed view of the
locations where events are occurring and allows the operator to access the cameras near an event, thus
speeding up the response to the event.

Operational Maps can be found in your object list:

i Cameras

Views
;j Maps
@ Analytics

LPR
& LPR Zones
B8 Web Page
Dn_r] Operational Maps

Operational Map visual object interface:

e e

| Motion Detection (40) %%

DEVICE TYPEC %%
Got . - @\ Auto Elétrico Shinozak
MESTAWP i

1. Toolbar, containing options for controlling and adjusting the map for better viewing.
2. Address bar. Displays the address of the selected event and allows navigation to a specified address.
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3. Object Filter: By typing in the name of some object, the map will filter and display only the objects
that satisfy the filter.

4. Title bar, containing the name and description of this map object.

5. List of Events.

6. Map display area

The operational map, when displayed, will connect to all the seners connected to the Suneillance Client,
receiving camera and event information from all of them, allowing the operator to have control and
oveniew of the system.

14.1 Toolbar

Mabp S

1. Reloads the map
2. Open all the cameras on the map in a popup window.
3. Switch between Day and Night Mode

To increase the map's viewing area, you can close the toolbar using the arrow icon at the bottom center
of the toolbar:

14.2 Events

One of the greatest uses of the Operational Map is its ability to display geo-referenced events, providing
the position of the event on the map, as well as additional information about the event:

2

satellite @ sorracharia 4%

A ¢
AN

X

“ Motion Detection (40) %% £ ' @‘D@,

In this example, motion detection events are being received on this map and are displayed in the records
column on the left, clicking on one of the records will center the map on the location where the event
occurred.
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Only events with latitude and longitude will be displayed on the screen.

The list of events allows you to delete a specific event or delete all events by right-clicking on the list of
events, displaying the Context Menu and selecting the desired option:

Motion Detection

e 40
K 21/08/2024
181709

Delete Selected

Delete All Records

e Delete selected: Deletes the selected event.
e Delete all records: Clears the list of events.

After receiving an event, the operator can simultaneously view all the objects (Cameras and Synoptic
Maps) that are being displayed on the current perimeter of the map by simply clicking on the View
Objects button on the toolbar, making the operator's handling much more agile and with unprecedented
scope:

Map  Satellite
x |

Motion Detection

(RN

The event displayed on the map will also have all the event variables listed on screen. These variables
contain extra information about the event:
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Map  Satellite Espaco Mulher Paty P\'vk@
@ Cemeo Centro Médico
= Supernr

Coop -
Live Witness - Session Started (Live Witness 1) §

DEVICE_TYPE

ola de Futebol

Grémio FBPA
Live Witness
10/5/20:
53
z ¥
=
-/ ¥
I8
s @
o i
.X § Centro Veterinario
Animalis o
@3 MP Biome|
5 ®
2 &
&<
a
igifort.com.br
r\bu;luw@ 4 Playback Create Bookmark
Google! o

Note

The event list will keep the last 50 events.

14.3 Open Cameras and Maps

It is possible to open cameras and synoptic maps that are represented on the Operational Map using

icons. The system has some options for displaying the object, which can be configured in the
Operational Map Settings/ 4.

With the default setting:

¢ Double-click on a camera icon, or operational map, the linked object will replace the operational map
object on screen.

¢ Double-click on an object while holding down the shift key, the linked object will be added to a
guadrant of the view that is free, if no quadrant is free, a popup will be displayed with the object.

¢ Double-clicking on an object while holding down the ctrl + shift keys will display the linked object in a
popup window.

Map Satellite

Escola de Futebol
I do Grémio FBPA

02 (People Counter)

Centro Ve
Animalis

Apauuay s
Apauuay| sal

Kevboard shortouts Map data ©2023 Terms  Repart 2 map emar

© 2002 - 2024 by Digifort. All rights reserved.



174

Surveillance Client - Enterprise 7.4.1

You can also open all the objects on display in the current map perimeter in a popup by clicking on the

E button on the control's top toolbar.
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15 Analytics

Analytics is a set of tools that intelligently processes camera images. This processing includes object
counting, flow control, objects left and taken, face detection and others, which we'll look at in detail
below. This system is able to detect when there is a breach of pre-defined rules and trigger alarms to
attract the operator's attention.

Analytics can complement monitoring in various ways, such as triggering alarms, archiving events and
generating reports.

Analytics can be found in the object list:

Views

£) Maps

Cam2 (Analytics

ting_Entrance_Ha

The analytics object interface consists of a camera and a list of events.
15.1 EventBar

The event list is used to display the events triggered by this Analytics Configuration in real time. The list
will always be clear when the object is added to the screen, and will keep the last 100 events that
occurred while the object was on the screen.
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Exiting The Building
31

Start Date: Start date of the event.

End Date: End date of the event.

Zone: Zone, if available, in which the event was triggered.
Event: Type of event.

Class: Class of object, if available, which triggered the event.
Rule: Rule, if available, that triggered the event.

The event bar organizes the events in descending order, i.e. the last one to be triggered at the top.

You can view the video of an event by clicking on it with the direct button and then clicking on Play
event video.

Start time Byent
1 Counting line -
1 Counting line -
1 Y A it_Line_ Counting line -
1 i Exit_Line_1 Counting line -
1 Playback event video ng line -
vounung line -

Counting line -

Counting line -

Counting line -

Counting line -

Exit_Line Counting line -

Entrance_Line_1 Counting line -

46 PM & Exit Line 1 Counting line -

B
B
B
B
B
B
B
B
B
A
B
B

15.2 Context Menu

The analytics Context Menu offers several options for customizing the display of analytics metadata, as
well as controls such as counter reset, video playback, bookmarks and virtual matrix.

Right-click on the camera of the analytics object to access the Context Menu:
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Reset all counters

Show zones

Show lines

Show counters

Show objects

Show object trail

Show object classification
Show object area

Show object speed

Show object height

Show object colors

Show non-alarmed objects

v
U4
v
v
L
L
L
L
L
v
v
v

Show characteristics by face recognition

Media playback (Single camera)
Edge media playback (Single camera)

Media playback (Multiple cameras)
Create Bookmark

Virtual Matrix - Show at

Yirtual Matrix - Show all objects at

Eemove Object

The following functionalities are available in the menu where the mouse pointer is located:

Reset Counters: If there are counters on screen, the Reset all counters option will be available,
select this option to reset the value of all the counters on screen, or right-click on a specific counter to
get the option to reset the value of that counter only.

Show Zones: Enables or disables the display of configured zones on the screen.

Show Lines: Enables or disables the display of configured lines on the screen.

Show Counters: Enables or disables the display of counters on the screen.

Show Objects: Enables or disables the display of the rectangle surrounding the object on the screen.
Show Object Trail: Enables or disables the display of the object trace on the screen.

Show Object Classification: Enables or disables the display of the object's classification (car,
person, No classification, etc).

Show Object Area: Enables or disables the display of the object area calculation.

Show Object Speed: Enables or disables the display of the object's speed calculation.

Show Object Height: Enables or disables the visualization of the object height calculation.

Show Object Colors: Enables or disables the display of object colors.

Show Non-Alarmed Objects: Show objects that are not triggering any analytics rules. When an
object triggers an analytics event, its outline changes from yellow to red.

Show Face Recognition Features: Shows face recognition features such as gender, mood, age,
etc.

Video Playback: See the topic on Video Quick Playbacklzﬂ
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e Bookmark: Opens the screen for creating a bookmark[ 133 with this selected camera.
e Virtual Matrix: See the topic on Sending Objects to the Virtual Matrix|1se).

15.3 Recording and Metadata

You can activate the recording of the data generated by the analytics together with the camera images.
To learn how to activate this feature, see the Administration Client Manual.

When a camera is used by analytics and has the metadata recording function activated, in its recording
you can view the data generated by the video analysis:

During video playback, a purple bar will be displayed on the timeline showing the metadata recording
track.

The system also allows you to select which analytics metadata will be displayed by right-clicking on the
image as shown below:
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Digifort Me

aATT-T

Time selection

Cameras selection

Timeline

on search

Thumbnails

M orting

Sequence Exporting

Print

Image filters

Frame by frame

Recepeio Saldo 1

A T T T R T

NOTE: The metadata will also be included in a video export in native format.

15.4 Analytics Records

O sistema possui uma poderosa ferramenta para pesquisa e relatérios de registros de analitico. Neste
topico vocé aprendera a pesquisar, gerar relatorios e graficos de analiticos.

15.4.1 Searching Records

To search for records, click on the Records Search option as shown in the image below:

| AnALYTICS

=

The following screen will be displayed:

> {5 RECORDS SEARCH

SEARCH
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Anclytics

Date Manage filters

Search  Graph

Start date End date Object class Camera

Video

On this screen it is possible to search for records by various methods. We'll look at each of them in the
following chapters

When the Search key is pressed, the system will query the records according to the filters selected in
the filter bar:

Analytics
Date Manage filters
Search G

Start date End date Event Object class e Camera Rule
10/5/2023 12: Direction car Linha 0 40 Linha 0 - Diregdo
12 Y Y o car Linha 1
12 Vehicle
- Link
- Link
- Link
- Link
- Link
- Link

- Link
- Link
- Link

Linh

Linha 1

Linha 0

Linha 1 0 Linha 1 - Direg;

Linha 0 0 Linha 0 - Di

Linha 1 0 Linha 1 - Direg;

Linha 0

Linha 1

Linha 0

Linha 0

Linha 1

Counting line - B odel Counting

Search

Details of the selected re

Every analytics event starts and ends at a certain date and time, so you can see the recording of the
exact moment by clicking on the desired record and then clicking on the Video button as in the figure
below:
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nha 0 - Direga
Linha 1 - Dir
Linha 0 -

Linha 0 - Direga:
Linha 1 -

After clicking on video, the Media Playerm will be displayed, bringing up the video of the event.

15.4.1.1 Record Details

Some analytics records have attachments such as a photo of the time of the event.

To see the details of a record, simply select it and click on Details of the selected record, as shown in
the image below:

Analytics
Date Manage filters

Search  Graphic

End date el Object class Zone Camera Rule
/: 3 irecti car Linha 0 40 Linha 0 - Direcdo
car Linha 1 40 Linha 1 - Diregdo
£

Vehicle

Counting |
Direction

15.4.1.2 Searching With Filters

The search allows you to select various filters to help you find records. Click on the Manage Filters
button to add new filters:

Cameras Manage filters

15.4.1.2.1 Date Filter

Searching by date allows you to filter the records by the selected date.

To add the filter, click on Manage Filters, then click on the Date tab.
To activate the filter, click on the checkbox to the right of the filter.

You will see two options: Complete Date and Fractional Date.

© 2002 - 2024 by Digifort. All rights reserved.



Analytics| 183

The Complete Date search will filter the records found between the Start Date/Time and End Date/Time:

Manage filters

Date

Y Cameras

& Obect dlasses

“ Events
.

Zones

.
Rules

4
A s

The Fractional Date search, on the other hand, allows for a greater variety of combinations, providing a
powerful tool for creating customized reports. Select the Split Date field as shown in the image below:

Month

Week day

Hours

This screen has the following functionalities:

Day: Configuration of the start day and end day to filter the events contained between these days.
Month: Setting the start month and end month to filter the events contained between these months.
Year: Setting the start year and end year to filter the events contained between these years.
Week: Setting the start week and end week to filter the events contained between these days.
Hours: Setting the start time and end time to filter the events contained between these hours.

This search allows you to merge fields and get results like the example below:

| want to search for events between the 1st and 20th, between the months of July and December,
between the years 2023 and 2024, that fit between Monday and Friday and in the times from 06:00:00 to
22:00:00.

Choose the time interval to search the records. Click OK and then on the main search screen click
Search:
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Date

Manage filters

Object class e Camera
car Linha @ 40

car Linha 1 40
Vehicle \ 36

15.4.1.2.2 Camera Filter
The camera filter allows you to search for recordings from specific cameras.

To add the filter, click on Manage Filters, then click on the Cameras tab.
To activate the filter, click on the checkbox to the right of the filter.

Manage filters

Selected filters

m Date
4 Cameras
& Object dasses
e Events
.

Y Zones

.
Rules

lj Servers

Select the cameras you want by dragging from the left list to the right list, and click OK. On the main
search screen, click Search:

Analytics

Manage filters

Event Object class
Face detection

Maria Lucia Recepcionist

Mearia Lucia Recepcionist

Eac

15.4.1.2.3 Object Class Filter

The object class filter allows you to search for event records that have been triggered by a certain class,
such as a car or a person.

To add the filter, click on Manage Filters, then click on the Object Classes tab.
To activate the filter, click on the checkbox to the right of the filter.
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Ana Paula

Andrea

Select the classes you want by dragging from the left list to the right list, and click OK. On the main
search screen, click Search:

Analytics

Date Object classes

Manage filters

End date

Search

15.4.1.2.4 Event Type Filter

The event type filter allows you to search for event records of a certain type, such as Presence, Loitering,
etc.

To add the filter, click on Manage Filters, then click on the Events tab.
To activate the filter, click on the checkbox to the right of the filter.
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Manage filters

31

B¢ Cameras

@) Object classes

e Events

. o @ Logical rule
£ = @ Presence
. N Speed
Rules ¢

A sere

Select the desired event types by dragging from the left list to the right list, and click OK. On the main
search screen, click Search:

Analytics

Manage filters

Details of the selected record

-

15.4.1.2.5 Zone Filter

The zone filter allows you to search for event records that occurred in certain configured zones

To add the filter, click on Manage Filters, then click on the Zones tab.
To activate the filter, click on the checkbox to the right of the filter.
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Manage filters

Available filter

31

Nt Cameras

2nd

Object classes

Cancel

Select the zones you want by dragging from the left list to the right list, and click OK. On the main
search screen, click Search:

Analytics

Date

Manage filters

Object cla:

Comercial
rcial

Search

15.4.1.2.6 Rules Filter

The rules filter allows you to search for event records that have been triggered by certain configured rules.

To add the filter, click on Manage Filters, then click on the Rules tab.
To activate the filter, click on the checkbox to the right of the filter.
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Manage filters

31

4 Cameras

&) Oblect classes

‘. Events

3

Select the rules you want by dragging from the left list to the right list, and click OK. On the main search
screen, click Search:

Analytics

Date Manage filters

Search G

Object class

car

car

perso Lin

<ar Linha 0

car Linha 0
Linha 0
Linha 0
Linha 0
Linha 0

Lin
024 Ve

Search

15.4.1.2.7 Server Filter

The sener filter allows you to search for event logs that have been triggered by servers connected to the
Sunweillance Client.

To add the filter, click on Manage Filters, then click on the Servers tab.
To activate the filter, click on the checkbox to the right of the filter.
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Manage filters

Available f

Exl Pt 1B vis

it Cameras

¢ Object classes

¢ Events

Zones

Rules.

|

Select the desired seners by dragging from the left list to the right list, and click OK. On the main
search screen, click Search:

Analytics

Date Servers Manage filters

Search Graphics Report
Start date End date ve Object class Camera Rule
]
car Linha 0 0 Linha 0 -
car Linha 1

car Linha 0
car Linha 1
car Linha 0
car Linha 1

Linha 0
car Linha 1

Finha 0

15.4.1.2.8 Combining Filters

15.4.1.3

You can activate multiple filters simultaneously by simply activating the desired filters on the filter
management screen. Each filter will limit the scope of the search.

The activated filters are shown in the top bar where you can add or delete them as required:

Date Object ck Manage filters

Search Graphics Report

The filters that are selected intersect, i.e. only the information that is common to them will be filtered.

Records Printing

By clicking on the Print button, you can generate a printable report with all the filtered records:
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Manage filters

End date ‘e Object class Zone Camera
Direction 20
Direction o o
Directi

Directi
Direction
Directicn

Directicn

Directicn

Directicn

Cancel

Linha
Linha 0
Direction Linha 0
Direction Linha 0
Linha 0
Direction Linha 0

Video

Details of the selected record

Select the type of record grouping. Records can be grouped by different options. If you want to include a
small snapshot of the event (if the event exists) in the report, select the Display Snapshots option.
Select the most appropriate options for your report and click OK.

Now select the format and whether you want to view only, print or export (*.pdf, or *..html) and click OK
and the standard report viewer will be displayed:

A

b

Default
Progress

v report authentication
-2EEA.

Cancel

The generated report will look like the image below:
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15.4.2 Generating Charts

The Analytics Charts is a powerful tool that instantly provides statistical graphs of all system events. In
the following chapters we will explore this tool in detail.

To start, on the analytics records screen click on the Charts tab and the following screen will be
displayed:

Manage filters

This chapter will make use of the filter concepts explained in the chapter Searching with filters [182)

Select the desired filters to generate the chart.
15.4.2.1 Chart Settings

The charts tool gives you great flexibility when generating reports.

The chart settings have the following configurations:
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15.4.2.1.1 Types of Charts

This option defines the type of chart that will be displayed. The options include:

e Bars:

e Lines:

e Pie:

15.4.2.1.2 Series and Distribution

By combining the Series and Distribution functions, it is possible to obtain powerful results in the
reports.

In the figure below, we have set the chart type to Bars and in the Series field we have set the Event
Types option and selected the Presence and Facial Recognition events in the filter. This way, the
chart will show the sum of all the events in the system on the Y axis.

The Distribution option will show the data in a certain time sample. In the figure below, this distribution
is Daily, i.e. we have a sample of all the days of the month (1, 2,3 ...31):
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9 10 11 12 15 16 17 18 19 2 23 24 25 26 29 30 3

To understand how filters work, see the chapter Searching with filters [162].

The Distribution option is related to the X axis of the chart, more precisely to the sampling time, and
has the following functions:

Hourly: Divides the sampling of records into hours (from 00hrs to 23hrs).
Daily: Divides sampling into days (from day 1 to day 31).

Weekly: Divides sampling into days of the week (Sunday to Saturday).
Monthly: Divides sampling into months (from January to December).
Annual: Divides the samples into years (years containing records).

The Series option is related to the Y-axis of the graph, more precisely to sampling, and has the following
features:

e Events: The event series option will display on the Y axis, the count of the types of events found in the
records.

¢ Object classes: The Object Classes series option will display on the Y axis, the count of objects
according to their class.
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e Zones: The Zones series option will display the count of records per analytics zone on the Y axis.

Monday

Tuesday

s day

Thursday Friday

Thursday

¢ Rules: The Rules series option will display on the Y axis, the count of records by rules.

Monday

Tuesday

W,

Thursday

Friday

e Days of the week: The Days of the week series option will display the count of all events by days of
the week on the Y axis. We recommend using this option in conjunction with Monthly or Annual

Distribution.
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¢ Months: The Months series option will display on the Y axis, the count of all events by month of the
year. We recommend using this option together with the Monthly or Annual Distribution.

e Years: The Years series option will display on the Y axis, the count of all events by years. We
recommend using this option in conjunction with the Annual Distribution.

15.4.2.2 Chart Options

There are some options that allow you to change how the chart is displayed for printing or better
visualization.

The figure above shows the following functions:

e Title: Adds a title for the chart:
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Subtitle

Legend

Legend of ¥

Digifort Manual Chart

e Sub-Title: Adds a sub-title to the chart:

Chart options
Title
Digifort Manual Chart

Subtitle
Dig e ytic Filters

Legend o

Legend of ¥ axis

fort Manual Chart

e X-axislegend: Adds a legend for the X-axis:

Chart options

Title

Digifort Manual Chart
Subtitle

Digifort General Analytic Filters
L

P

Legend of Y 2

Digifert Manual Chart

Dig Analytic Filters
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¢ Y Axis Legend: Adds a legend for the Yaxis:

Manual Chart

Analytic Filters

Manual Chart

c Filters

e 3D: Option to make the chart look 3D. The image below shows the chart with the option enabled and
disabled respectively:

Digifort Manual Chart

Dig eral Analytic Filters

Dig

e Legend: Enables or Disables the legend box in the graph. The image below shows the chart with the
option enabled and disabled respectively:
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rt Manual Chart

Digifert Manual Chart

Digifort General Anal

,'|

20;
Period

e Show Values: Enables or Disables the values in the chart. The image below shows the chart with the

option enabled and disabled respectively:

e Print: The Print button opens a screen with the report for printing or which can be sawved to disk as

shown in the figure below:
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15.4.3 Generating Reports

Analytics reports allow the user to generate a customized report with the analytics records.
You can view the report on screen, print it or export it to PDF and CSV.

The report screen is accessed Vvia the Report button at the top of the screen, as shown in the image
below:

The operation follows the same logic as the graphics screen presented in the previous chapter
Generating Charts[ 1) You can filter the information using the options in the left-hand sidebar and select
the type of series and Distribution you want. Below is an image of a report where the Distribution is
Hourly and the Series are Event Types:
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15.5 Metadata Search

Metadata Search, also known as Forensic Search, allows you to perform a detailed search directly on
the metadata recorded by the analytics system. Metadata usually contains object characteristics, such
as type, height, speed, color, among others.

To search for records, click on the Metadata Search option as shown in the image below:

s ANALYTICS

=

The following screen will be displayed:
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To start the search, first select the desired filters by clicking Manage Filters in the top right-hand
corner. See the Filters[ 2o topic to learn how to configure the filters.

After selecting the desired filters, click on Search to start:

Manage filters

Snapshot

The system will bring up a list of recognized objects, according to the filters selected. This will be a list
of snapshots, with the image of the object cut out. You can select the size of the quadrants using the

buttons

When you select a record, you can see the snapshot of your scene with the object in the top right panel:
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1551

15.5.1.1

The player has rewind, pause, forward and repeat functions. You also have the option of opening the

media player by[ s clicking on m

Right-clicking on the Player will bring up its Context Menu with options for Saving the image and
Options for Rendering Metadata:

See the topic about the Context Menu of Analytics 1771 to learn more about the rendering functions
available in this Context Menu.

Filters

The search allows you to select various filters to help you find records. Click on the Manage Filters
button to add new filters:

Date Manage filters

Date Filter

The date filter allows you to search the analytics metadata by the selected date.

To add the filter, click on Manage Filters, then click on the Date tab.
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To activate the filter, click on the checkbox to the right of the filter.

Select the Start Date and Time and End Date and Time for the search.
15.5.1.2 Camera Filter

The camera filter allows you to search the analytics metadata for the selected cameras. This filter is
mandatory.

To add the filter, click on Manage Filters, then click on the Cameras tab.
To activate the filter, click on the checkbox to the right of the filter.

31 Date

Y Cameras
Area

%) Height

'a Speed

&, Gassification

4 Color

Select the cameras you want by dragging from the left list to the right list.
15.5.1.3 Area Filter

The area filter allows you to search the analytics metadata, filtering out objects whose area meets the
conditions of this filter.

To add the filter, click on Manage Filters, then click on the Area tab.
To activate the filter, click on the checkbox to the right of the filter.

Comparison type falue Metric

Greater than 0 Metric

e Comparison Type: Select the method for comparing values
o Equal to: The object's area must be equal to the value provided.
o Different from: Area of the object must be different from the value provided.
0 Less than: Area of the object must be less than the value provided.
o Lessthan or equal to: Area of the object must be less than or equal to the value provided.
o0 Greater than: Area of the object must be greater than the value provided.
o Greater than or equal to: Area of the object must be greater than or equal to the value provided.
e Value: Provide the reference value for the comparison.
e Metric: Select the type of metric
0 Metric: Uses the metric system, where the area is calculated in Square Meters.
o Imperial: Uses the imperial system, where the area is calculated in Square Feet.
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15.5.1.4 Height Filter

The height filter allows you to search the analytics metadata, filtering out objects whose height meets
the conditions of this filter.

To add the filter, click on Manage Filters, then click on the Height tab.
To activate the filter, click on the checkbox to the right of the filter.

e Comparison Type: Select the method of comparing values
o Equal to: The object's height must be equal to the value provided.
o Different from: Height of the object must be different from the value provided.
o Less than: Height of the object must be less than the value provided.
o Lessthan or equal to: Height of the object must be less than or equal to the value provided.
0 Greater than: Height of the object must be greater than the value provided.
o0 Greater than or equal to: Height of the object must be greater than or equal to the value provided.
e Value: Provide the reference value for the comparison.
e Metric: Select the type of metric
0 Metric: Uses the metric system, where the height is calculated in Meters.
o Imperial: Uses the imperial system, where height is calculated in Feet.

15.5.1.5
Speed Filter
The speed filter allows you to search the analytics metadata, filtering out objects whose speed meets

the conditions of this filter.

To add the filter, click on Manage Filters, then click on the Speed tab.
To activate the filter, click on the checkbox to the right of the filter.

e Comparison Type: Select the method for comparing values
o Equal to: The object's speed must be equal to the value provided.
o Different from: Speed of the object must be different from the value provided.
0 Lessthan: Speed of the object must be less than the value provided.
o Lessthan or equal to: Speed of the object must be less than or equal to the value provided.
o Greater than: Speed of the object must be greater than the value provided.
o0 Greater than or equal to: Speed of the object must be greater than or equal to the value provided.
e Value: Provide the reference value for the comparison.
e Metric: Select the type of metric
0 Metric: Uses the metric system, where speed is calculated in KM/H.
o Imperial: Uses the imperial system, where speed is calculated in MPH.

15.5.1.6 Classification Filter

The classification filter allows you to search the analytics metadata, filtering out objects whose class
meets the conditions of this filter.

To add the filter, click on Manage Filters, then click on the Classification tab.
To activate the filter, click on the checkbox to the right of the filter.
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Available filters

Date

B¢ Cameras

Area

% Height

YL Speed

", Cassification

Select the object classes you want by dragging from the left list to the right list.
15.5.1.7 Color Filter

The classification filter allows you to search the analytics metadata, filtering out objects whose colors
meet the conditions of this filter.

To add the filter, click on Manage Filters, then click on the Color tab.
To activate the filter, click on the checkbox to the right of the filter.

Person Features

Q Advanced
lj Servers

e Colors: Select the colors you want to filter.

e Multi-Color Logic: If you select more than one color, choose which logic will be used to compare the
colors.
0 AND: The object must hawve all the colors selected.
o OR: The object must have any of the selected colors.

e Proportion: Select the color proportion the object should have.
o Equal to: The object's color proportion must be equal to the value provided.
o Different from: Color proportion of the object must be different from the value provided.
o Less than: Color proportion of the object must be less than the value provided.
o Lessthan or equal to: Color ratio of the object must be less than or equal to the value provided.
o0 Greater than: Color ratio of the object must be greater than the value provided.
o0 Greater than or equal to: Color ratio of the object must be greater than or equal to the value

provided.

0 Value: Desired proportion value.

e Labels: Some analytics provide the specific colors of parts of the object, for example the color of the
Torso, or the color of the Legs, select the desired labels, if available, for example to search for all
people who hawe red pants.
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15.5.1.8 Age Filter

The age filter allows you to search the analytics metadata, filtering out objects whose age (usually
detected by Face Recognition systems) meets the conditions of this filter.

To add the filter, click on Manage Filters, then click on the Age tab.
To activate the filter, click on the checkbox to the right of the filter.

Area

% Height

¥ speed

W, Cussification

e Comparison Type: Select the value comparison method

o Equal to: The person's age must be equal to the value provided.

o Different from: Person's age must be different from the value provided.

0 Less than: Person's age must be less than the value provided.

o Lessthan or equal to: Person's age must be less than or equal to the value provided.

0 Greater than: Person's age must be greater than the value provided.

o0 Greater than or equal to: Person's age must be greater than or equal to the value provided.
e Value: Provide the reference value for the comparison.

15.5.1.9 Person Features Filter

The person features filter allows you to search the analytics metadata, filtering results for people whose
characteristics meet the conditions of this filter. These characteristics are usually generated by Face
Recognition systems.

To add the filter, click on Manage Filters, then click on the Person Features tab.
To activate the filter, click on the checkbox to the right of the filter.

-8
Q GENDER_MALE

Select the desired features by dragging from the left list to the right list.
15.5.1.10 Server Filter

The camera filter allows you to search the analytics metadata only for the cameras of the selected
sernvers.
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To add the filter, click on Manage Filters, then click on the Cameras tab.
To activate the filter, click on the checkbox to the right of the filter.

A Selected filters
Dat:
Exll Date " 83001 L 202 (People Counter)

Y Cameras
Area

% Height

S5 Speed

0% Classification

"2 Color

Select the cameras you want by dragging from the left list to the right list.

15.5.2 Advanced

The system allows advanced adjustments to optimize the search:

Heat Map

Generate heat map from search results

e Processing: This option allows you to adjust between performance and assertiveness, making the
search faster by analyzing a smaller number of frames.

o Process all frames: During the search, all recorded metadata frames will be analyzed. This option
will make the search more assertive, but will take longer to complete.

0 Process X frames per second: Allows you to analyze only a certain number of frames per second
that have been recorded, thus increasing the search speed. The default value of 5 frames per second
is recommended to maintain acceptable assertiveness.

e Time to close object after not being detected: How long the system should allow for an object to
be considered part of the background if it is no longer being detected.

e Maximum object distance between frames: How far away (in % of the scene) should the system
consider a new object to be.

e Heat map: If this option is selected, the system will generate an independent heat map for each
camera searched.

15.5.3 Heat Map

When searching for metadata, the system can also generate a heat map (if the option is selected in the
advanced filter options). This map can be accessed once the search is complete by clicking on the Heat
Map tab in the top left-hand corner:

Date €3 Cameras €

Search Heat Map
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By selecting the tab, the system will then give you the option to select the camera (from among those
selected in the filters) and will then display a heat map, according to the filters applied. This heat map
will be created from the movement of the filtered objects:

Manage filters

The heat map legend will indicate the number of objects that have been recognized, with the reddest
(hottest) areas having the most movement:

The map can be saved as an image by clicking the save button in the bottom right-hand corner:
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LPR

LPR is a set of senices that processes images from cameras to automatically read license plates. The
system has various tools for working with the results, such as searches, reports, alarms, automation and
more.

The LPR Configurations can be found in your object list:

me Entrada)

Interface:

List of recognized license plates and quick action buttons.

Capture image.

Live camera panel. This panel contains the main camera (First) and all the peripheral cameras.
Information panel about the recognized card.

Server connection status panel.

List and Information of Recognized Plates

During LPR operation, the recognized license plates will be added to the license plate list on the left-
hand side of the control. The list will always be clear when the object is added to the screen, and will
keep records of the last 100 recognitions that have occurred while the object is on the screen.
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By selecting a record, you will be able to see the image of the moment it was captured, as well as
information about the license plate:

If the LPR engine used has the character read reliability feature, the license plate will be represented with
character colors according to its reliability:

e Black: High reliability index for the character.

e Blue: Medium reliability for the character.

e Red: Low reliability index for the character.

By default, the first recognized license plate record will always be selected, in which case whenewer a
new license plate is recognized, it will be displayed automatically. If you select any other record, the
system will keep the new record selected, and new license plates will only be added to the list, but the
record selection will not be changed, so always remember to return the selection to the first record if you
have selected any other record for analysis.

Recognized license plates that are part of an LPR list will display a tag with the name of the list and the
color of the list for easy identification. The license plate can be recognized in multiple lists, in which case
a tag will be displayed for each list:
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16.2

Rodizio final 5e 6

Today
sl 17:59:26

M Rodizio final 9e 0

Today
17:57:51

M Rodiziofinal 1e2

Lists can be used for various applications, such as a blacklist of stolen vehicles, or a list of residents
that can be used to open a gate automatically. See the Administration Client Manual to learn how to
create and associate license plates in lists.

The lower control will display more complete information about the recognized license plate:

Today Erazil
10:21:31
AM

Rodizio final Te

This control will display the day and time of reading, the license plate image, license plate list tags,
information about the license plate owner, information received via the LPR Bridge and additional engine
information (if available), such as recognized country, vehicle type, vehicle color, license plate color,
wvehicle speed, among others.

Registering Plates

Recognized license plates can be added to the system's license plate register. The license plate register
is particularly useful because you can provide additional information about a license plate, as well as
associate it with lists of license plates for organizing and generating events. To register a recognized
license plate, right-click on the desired plate and select Plate Registration:

e Plate Registration

Rodizio final 7e8 rize license plate

FFBSCO3 . Elarhe
[+]

Quick se
H Rodizio final 14 e =

Today
10:20:04 AM

Rodizio final 526

M Rodizio final 324

You can also register a license plate in the license plate list via the Plate Registration button below the
license plate list.

A window will open for registering license plates:
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Add license plate to lists

License Plate

Owner
Digifort Employee

Observations

Renault Duster \ ‘endencias

Wt

Activate plate expiration

If you accessed the screen via the right mouse button on a recognized license plate, then the License
Plate field will already be filled in, if you accessed it via the Plate Registration button, you can register
any license plate you wish.

e License Plate: Enter the license plate to be registered.

e Owner: Owner of the vehicle

e Observations: General remarks about this license plate (Free field).

e Lists: If you want to add this license plate to any list of license plates (previously registered in the
Administration Client), simply select the desired lists.

e Activate license plate expiration: Select this option so that the validity of this license plate in the
registry expires automatically.
o Start Date: Start date and time (The license plate will be valid from this date).
o0 Expiry Date: Enter the expiry date.

16.3 Changing Recognized Plates

The system allows the operator to change the characters on a recognized license plate (if he identifies
an error in the character recognition), if he has the right to do so. To change a record, right-click on the
license plate and select Modify Recognized Plate:

s

Plate Registration
Categorize license plate
Modify recognized plate
Playback video

Quick search

The system will display a small screen, where you can enter the new license plate:

Meodify plate

Mew plate
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16.4 Playing Video

To play the video of a live recognition record, select the desired license plate and right-click on the record

and select the Play Video option:

DMA9ATS 1;;1“3" L
2 Plate Registration

Rodizio final Te 8

Ta
GBT4002 18:57

Plates Registration

16.5 LPR Records

Modify recognized plate

Playback video
Quick search

Rodizio final 7e &

The system has a powerful tool for searching and reporting on LPR records. In this topic you will learn
how to search, generate reports and graphs for LPR.

16.5.1 Searching Records

To search for records, click on the LPR records option as shown in the image below:

> & RECORDS SEARCH

&

The following screen will be displayed:

License plate recognition

Camera Description LPR configuration Description

Manage filters

Reliability

Details of the selected record

On this screen you can search for records by various methods. We'll look at each of them in the

following chapters
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When the Search key is pressed, the system will query the records according to the filters selected in
the filter bar:

License plate recognition

Date Manage filters

Search  Reliability chart Hit chart Trace map rc

License Plate Date Camera Deseription LPR configuration Description Country Reliability
DMZ8723 10/6/2023 10:42:0 Dome Entrada LPR Rual LPR Dome Entrada Brazil High
1519512 9 0 Dome Entrada LPR Dome Entrada High
[ 0 Dome Entrada LPR Dome Entrada High
FWP4 5 Dome Telhado e LPR - Frente Digifort High
FWP4 0 Entrada  Dome Entrada High
FK 0 Entrada [i Entrada High
me Entrada LPR Entrada High
Telhado e LPR - Frente Digifort High
me Entrada 2 Do High
ome Entrada LPR Dome Entrada High
Dome Entrada LPR Dome Entrada High
Dome Entrada  Dome Entrada High
Entrada  Dome Entrada High
Entrada R Entrada High
me Entrada Entrada High
Entrada R Entrada High

Dome Telhado . - Frente Digifort

Telhado
Telhado
me Telhado
Telhado
Dome Telhado rente Digifort 3 - Frente Digifo Medium

Search Report Video

Details of the selected record

To play the video of a record, select the desired item and click on the Video button. The Media Playerm
will open with the video of the vehicle passing.

16.5.1.1 Quick Search

You can quickly open the search screen via the live LPR visual control.

To do this, right-click on a recognized license plate to open the quick search with this license plate:

Playback

B Rodizio Quick search

With this option, the system will bring up the search screen, with the date and license plate filters
applied.

You can also access the quick search via the Quick Search button on the LPR object interface:
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W Rodizio final 3e4

Today
10:49:54 AM

M Rodizio final 920

Manual passage

Plates

Registration

CQuick search

This option however, will display a screen, for you to fill in with the date and time and the license plates

you want to search for:

Initial date
1¢

Final date
1

Specify the plates to search for, one per line.

Fill in the search date and time and a list of license

plates (One per line) and click OK. The standard

LPR record search screen will be displayed, with the date and license plate filters already applied and

the search already started:

License pla

Date License plates

Search Reliability chart Hit chart Trace

Date Camera Description

40 Dome Entrada

Details of thy

Manage filters

LPR configuration
LPR Rual

Description
LPR Dome Entrada

Country Reliability

Brazil High

e selected record

© 2002 - 2024 by Digifort. All rights reserved.



LPR 217

16.5.1.2 Record Details

LPR records store the photo of the captured license plate in the database, as well as extra information.
To view this information, open the details tab.

To view the details of a record, simply select it and click on Details for the selected record, as shown in
the image below:

\  H Rodiziofinal3ed

The control will display the image of the main camera and the peripheral cameras, you can place the
mouse over an image to see it larger:

Today Brazil
10:52:04
AM

M Rodizio final 3e 4

You can save an image by clicking on the desired image and a popup will appear with the option to save
the image in the desired directory.

The system allows you to change a license plate that has not been recognized correctly directly on the
search screen. To do this, right-click on a record and select the Modify License Plate option:

The following window will appear, allowing the record to be changed by the System Administrator, or an
operator with the appropriate permissions:
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Cancel

16.5.1.2.1 Show Plate Cutout in Results

The LPR record viewer (Live and query) allows the display of the cutout of the recognized license plate, as well
as the digital representation of the recognized license plate.

For live records, the system allows you to choose between the image cut-out or the virtual representation of the
license plate:

GCMT7GE3

LE
11:02:04 AM
M Rodizio final 3e4

Today
111114 AM

M Rodizio final 920

In the details of a record in the LPR record search, itis possible to configure the display of both the license
plate cutout and the virtual license plate:

amera image
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LICENSE PLATES LISTING

Hit
Date License Plate Country Settings Camera Lists Server
10/6/2023 10:53:38 . LPR - Frente Digifort (LPR . Digifort Internal
k& ABL3EG2 Brazil ~Frente Digfory 51 (Dome Telhado) Rodizio final 1 e 2 Saneion
10/6/2023 11:12:20 . LPR - Frente Digifort (LPR . Digifort Internal
i PWOS5844  Brazil ~Frente Digfory 51 (Dome Telhado) Rodizio final 3 e 4 Soeiedion
10/6/2023 10:53:38  pg) ey —_— LPR_Rual (PRDOMe 40 0ome Entada) RedBIoHaTE2 Digifort Internal
AM Entrada) Connection
10062023 111114 pyvoien o LPR_Rual (PRDOMe 40 0ome Entada) REdBISHAISED Digifort Internal
AM Entrada) Connection

16.5.1.3 Searching with Filters

The search allows the selection of various filters to help you find records. Click on the Manage Filters
button to add new filters:

Cameras

Manage filters

16.5.1.3.1 Date Filter

The date filter allows searching for records by the selected date.

To add the filter, click on Manage Filters, then click on the Date tab.
To activate the filter, click on the checkbox to the right of the filter.

31 s

3 License plates

, Speed

Choose the time interval for searching the records.

16.5.1.3.2 License Plate Filter

The license plate filter allows a license plate or several license plates of interest to be located in the
records quickly.

To add the filter, click on Manage Filters, then click on the License Plates tab.
To activate the filter, click on the checkbox to the right of the filter.

sup

31 Deactivated

EE3 License plates

Speed
5

Bt Cameras Advanced filter

16.5.1.3.2.1 Dealing with Repeat Plates

At the top of the filter selection screen, you can configure how the system will handle repeated license
plates in this search:
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Supress repeated license plates
Deactivated

e license plate

e license plate

The options are:

e Deactivated: If this option is selected, the system will display the repeated license plates normally, in
all their occurrences.

e Display only the first license plate record: If this option is selected, the system will only display
the first license plate capture.

e Display only the last license plate record: If this option is selected, the system will display only the
most recent license plate capture.

16.5.1.3.2.2 Simple Search

Filter License Plates

In the simple search, the entire license plate will be searched, i.e. what you type will be searched for, as
shown in the figure below:

31

3 License plates
Speed
B¢ Cameras
LPR Configurations
[Eld Categories

4 Classifications

After typing the license plate of interest click OK.

Choose the time interval for searching the records. Click OK and then on the main search screen click
Search:

License plates Manage filters

Description LPR configuration Description Reliability

LSX7991 /61 : Dame Entrada LPR Dome Entrada High
FK 0 : High
o o High
High

16.5.1.3.2.3 Advanced Search

In the advanced filter option, we will have a wider range of options to locate a record in the database.
Select the Advanced Filter option and the following options will be available:
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This screen has the following features:

The options below can be combined with AND and OR logic with the conditions Starts with, Ends with,
Exists and Exact:

e Starts with: Defines the character or characters the license plate should start with.

e Ends with: Defines the final character or characters of the license plate.

e Exists: Defines a character or combination of characters that exist on the license plate in the desired
order.

¢ Exact: Defines the exact license plate for the search.

¢ AND: Does the logical AND with the combinations creating a condition.

¢ OR: Uses OR logic with the combinations to create a condition.

For example: Search for license plates that start with "F" and end with "45":

16.5.1.3.3 Speed Filter

The speed filter allows you to search for records of captured vehicles traveling above or below a specified
speed.

Important
The engine or camera must support the speed detection feature for this filter to be applied.

To add the filter, click on Manage Filters, then click on the Speed tab.
To activate the filter, simply click on the checkbox to the right of the filter.

e Speed Above: Choose this option to filter out records with a speed abowe the specified value.
e Speed Below: Choose this option to filter records with a speed below the specified value.

16.5.1.3.4 Camera Filter
The camera filter allows you to search for license plate records recognized on the specified cameras.

To add the filter, click on Manage Filters, then click on the Cameras tab.
To activate the filter, click on the checkbox to the right of the filter.
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Speed

[ Cameras
LPR Configurations

X4 Categories

Select the cameras you want by dragging from the left list to the right list.

16.5.1.3.5 LPR Configurations Filter

The LPR Configuration filter allows you to search for license plate records recognized in the specified
LPR Configurations.

To add the filter click on Manage Filters, then click on the LPR Configurations tab.
To activate the filter, click on the checkbox to the right of the filter.

m Date
EES license plates

Speed T

LPR Rual
e Cameras

LPR Configurations

XS Categories

y Cssifications

Select the desired LPR Configurations by dragging from the left list to the right list.
16.5.1.3.6 Category Filter

The category filter allows you to search for recognized license plate records in certain categories.

To add the filter, click on Manage Filters, then click on the Categories tab.
To activate the filter, click on the checkbox to the right of the filter.

Selected filters

m Date

IS License plates
Speed

[ Cameras

LPR Configurations

Y. Gategories

g Cassifications

n# Manufacturers

Select the categories by dragging from the left list to the right list.
16.5.1.3.7 Sort Filter

The classification filter allows you to search for recognized license plate records of specified
classifications.

Important
The engine or camera must support the license plate classification feature for this filter to be applied.

To add the filter, click on Manage Filters, then click on the Classification tab.
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To activate the filter, click on the checkbox to the right of the filter.

Selected filters

Exl Pate

License plates

Speed
4 Cameras

LPR Configurations
[X& Categories

. Classifications

mv‘ Manufacturers

Select the classifications by dragging from the left list to the right list.

16.5.1.3.8 Manufacturer Filter

The manufacturer filter allows you to search for recognized license plate records for vehicles from specific
manufacturers.

Important
The engine or camera must support the vehicle manufacturer recognition feature for this filter to be
applied.

To add the filter, click on Manage Filters, then click on the Manufacturers tab.
To activate the filter, click on the checkbox to the right of the filter.

f Selected filters
Dat
31 o -Acura

License plates
Speed
Y Cameras
LPR Configurations
X4 Categories

g, Olassifications

m}! Manufacturers

55 Models

Select the manufacturers by dragging from the left list to the right list.

16.5.1.3.9 Model Filter

The model filter allows you to search for recognized license plate records for vehicles of specific models.

Important
The engine or camera must support the vehicle model recognition feature for this filter to be applied.

To add the filter, click on Manage Filters, then click on the Models tab.
To activate the filter, click on the checkbox to the right of the filter.
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16.5.1.3.10 Color Filter

16.5.1.3.11 Country Filter

Date

EEH License plates

Speed
Y Cameras
LPR Configurations

Xl Categories

Select the models by dragging from the left list to the right list.

The color filter allows you to search for license plate or vehicle records of certain colors.

Important
The engine or camera must support the license plate or vehicle color recognition feature for this filter to

To add the filter, click on Manage Filters, then click on the Colors tab.
To activate the filter, click on the checkbox to the right of the filter.

Selected filters

Date

EES license plates
Speed
Bt Cameras

LPR Configurations

The system will be able to display filters for license plate colors as well as vehicle colors, depending on
the type of information that is currently available in the database.

Select the desired colors by dragging from the left list to the right list.

The country filter allows you to search for recognized license plate records from specific countries.

Important
The engine or camera must support the country recognition feature for this filter to be applied.

To add the filter, click on Manage Filters, then click on the Countries tab.
To activate the filter, click on the checkbox to the right of the filter.
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Available filters Selected filters

131

3 License plates

Speed
B4 Cameras
LPR Configurations
EXl& Categories
g Classificati
ol Mamroctn
2 modeis
L L Jones
:j Countries

3 Lists

Select the countries by dragging from the left list to the right list.

16.5.1.3.12 List Filter
The list filter allows you to search for recognized license plate records that are part of specific lists.

To add the filter, click on Manage Filters, then click on the Lists tab.
To activate the filter, click on the checkbox to the right of the filter.

S

Selected filters

Date

EEE License plates
Speed
B¢ Cameras
LPR Configurations
X4 Categories
4 Classifications
@! Manufacturers
2 Models

@8 coiors

“a
) Countries

3 Lists

X7 Reliability

Select the lists by dragging from the left list to the right list.

16.5.1.3.13 Reliability Filter

The reliability filter allows you to search for license plate records that have been recognized with a certain
reliability.

To add the filter, click on Manage Filters, then click on the Reliability tab.
To activate the filter, click on the checkbox to the right of the filter.
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Selected filters

E °=

EEE License plates
Speed
Bt Cameras

LPR Configurations

X8 Categories

o Qassifications

el Manufacturers
B Modets

% coors

;i Countries
3 Lists

l:."; Reliability

£ Owner

Select the reliabilities by dragging from the left list to the right list.

16.5.1.3.14 Ow ner Filter
The owner filter allows you to search the license plate records of certain owners.

To add the filter, click on Manage Filters, then click on the Owners tab.
To activate the filter, click on the checkbox to the right of the filter.

Selected filters

Date
3 vicense plates
Speed
4 Cameras
LPR Configurations
L& Categories
g Cussifications
dgpd Manutacturers
2 Models

©9 colors

-
S ’ [

B3 lists
X Reliability

* Owner

LPR Bridge

Select the owners by dragging from the left list to the right list.

16.5.1.3.15 LPR Bridge Filter

The LPR Bridge filter allows you to search for license plate records according to the associated data
received by the LPR Bridge module.

To add the filter, click on Manage Filters, then click on the LPR Bridge tab.
To activate the filter, simply click on the checkbox to the right of the filter.
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Display only records that have data provided by LPR Eridge
31 Date

EEA License plates
Speed
¢ Cameras

LPR Configurations

& Categories

4 Classifications

g

2 Models
O coiors
£ countries
£ Lists

EE} Reliability

e Exclude only records with data provided by LPR Bridge: Select this option so that the search
only contains records that have some data received by LPR Bridge. If no information was returned by
the LPR Bridge for a particular license plate record, it will be excluded from the results.

16.5.1.3.16 Server Filter

The server filter allows you to search for license plate records recognized on specific seners.

To add the filter, click on Manage Filters, then click on the Servers tab.
To activate the filter, click on the checkbox to the right of the filter.

Available filters Selected filters

KAl = 13 Local
EH License plates
Speed
B Cameras
LPR Configurations
EXl@ Categories
g Cassifications
ged Manufacturers
2 Models

8 coors

'; 4 Countries

A Lists
EE} Reliability
& Owner

LPR Bridge

!: Servers

Select the seners by dragging from the left list to the right list.
16.5.1.4 Generating Reports

The LPR record search screen allows you to save or print reports from the results of the current search.

After searching for the license plates of interest, click on the Report button.
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Manage filters
ychart Hit chart Trace map route

Date Camera Description LPR configuration escriptio Country Reliability
£ Dome Entrada LPR_Rual i High
1 40 c > e Entrac i High
0
r'
51
a0
0
51
51

LPR Dome Entrada
LPR - Frente Digifo
LPR Dome Entrada

Details of the selected record

A pop-up will open with the title of the report configuration.

Report settings

Option: Records grouping

amera image

Layout2

late crop
Include reliability chart

Include hit chart ation Description

Cancel

e Layout 1: Layout in list format, with the possibility of adding a photo of the capture.
o Display camera image: Displays the capture snapshot in the report

LICENSE PLATES LISTING
P
[ P Carty Setige Gamern [ O
acanon 5032 Frzsws e PR Rus2 (1PRPole Pt 4y (o postFrni ) Rodzotna5 8
oscacn 5025 rrzss PRECGEMWR g5 torpne0g) Roszomases
oo 50325 Frzows e LPRRITAPROM 4 o ) Rotzomases
o & i PR Frere Dgfrt (PR e ——
e v FzsEs B o e 51 (ome Teros Roszomases
[ e—— [ ——
Zncezeas 170157
Page1/8
ABOO-AGSC-E1F3-64C4-5156-4CB0-CEB6-4558

e Layout 2: Layout in single page format, where each capture will be added to a full page of the report,
including the image of the capture and with the option to add an image of the surrounding cameras.
o Display image of surrounding cameras: Display the snapshot of the surrounding cameras in the
report.
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e e
(T R e
el L

e Show license plate cutout: Displays the license plate image cutout in the report.
¢ Include Reliability Chart: Include the reliability chart at the end of the report.
e Include Hit Chart: Includes the hit chart at the end of the report.

Select the type of record grouping. Records can be grouped using different options. Select the most
appropriate options for your report and click OK.

Now select the format and whether you want to view only, print or export (*.pdf, or *.html) and click OK
and the standard report viewer will be displayed:

Default

16.5.1.5 Printing a Record

The LPR record search allows you to print a single record. Simply select the desired item and click the
Print button:
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Date

rch  Reliabili it Hit chart

License Plate Date Camera

t Configuration

Operator name

Print surrounding cameras

Search

Enter the Information for the Printout:

Operator name

robert

Operat

Digifort LI

Print surrounding cameras

R - Frente Digifort R - Frente Digifort

Manage fiiters

Description ntry Reliability
LPR Dome Entrada Brazil High
LPR Dome Entrada High

me Entrada High

me Entrada

¢ Entrada
me Entrada

- Frente Digifort
- Frente Digifol
me Entrada

- Frente Digifort

]

I

I

I

I

I

I

I

]

i

I

]

I

I

i

i
Dome Entrada i

e Entrada i

Cancel me Entrada 1
- Frente Digifort I

ual me Entrada |
- Frente Digifort - Frente Digifort I
LPR Dome Entrada I

LPR Dome Entrada |

Video

Cancel

Now select the format and whether you want to view only, print or export (*.pdf, or *..html) and click OK

and the standard report viewer will be displayed:

Progress

The single record report will be displayed:

Default
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SECURITY IMAGE REPORT

Rodizio final 384
1062023 101255 AM.

Filno)

Camera 40 (Dome Entrada
IT; LR Ruat (LPR Dome Enirada
‘Server Connection

[Opesstor notes ]
[ Digifor LPR plate Print ]

‘Authentication cads Digiori— P Suvellancs Sfem
A e ———
R e

16.5.2 Reliability Chart

The LPR records a level of reading reliability per character. The software generates an average and
shows us the degree of reliability per license plate.

Example: License plate ABC1234 had a recognition reliability index of 90%, which is considered a high
hit rate.

Reliability indices:
¢ High: Reliability greater than 90%, license plate letters will be displayed in black:

e Medium: Reliability between 70% and 90%. License plate letters will be displayed in blue:

e Low: Reliability less than 70%: License plate letters will be displayed in red:

YFRO028

After searching the records of the recognized license plates, you can generate a chart of the reliability
index. To do this, click on Reliability Graph as shown in the image below:
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Reliability chart

Chart Type: Select the type of chart.

o Bar: Bar chart.

o Pie: Pie chart.

3D: Adds a 3D effect to the chart.

Legend: Adds a legend to the chart values.

Display Values: Displays the count values in the chart.
Print: Prints the current chart.

Example pie chart:

Reliability chart

The generated chart can be printed or saved by clicking Print:
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LPR RELIABILITY CHART

Reliability chart

"Dighort 1P Survedtance:

—— o
A T

16.5.3 Hit Chart

The system considers a license plate reading to be correct when the degree of reliability, mentioned in
the previous topic, is High or Medium. Based on this information, the system has a hit chart that can
be generated from the records searched.

Click on Hit Chart to generate a chart of this information, as shown in the image below:

Manage filters

pchart Hitchart Trace

Hit chart

=

Uncertanty

Chart Type: Select the type of chart.

o Bar: Bar chart.

o Pie: Pie chart.

3D: Adds a 3D effect to the chart.

Legend: Adds a legend to the chart values.

Display Values: Displays the count values in the chart.
Print: Prints the current chart.
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16.5.4 Trace Plate Routes

The system for consulting LPR records in the Surveillance Client has integration with Google Maps, making it
possible to display all the recognition points of a license plate on the map, simply by registering the GPS
position of the LPR cameras.

First of all, the cameras configured to generate LPR readings must have their coordinates configured. See the
Administration Client Manual to learn how to configure the coordinates:

General

= G | camera setting
Camers name Camera description
il [Client parking
Manufacturer
R —
Camera model Firmuare
[p33e7-v | 506 0r grester -
Camerz address Port(80)  User Passward Preferred transport
| [=] [ee 2] [root [ [snee | (& (Ao v
[ Secure connection via SSL/TLS (Check connection port)
Camera shorteut Latitude Longitude
[ [-23.620202 | [46.555649 i< ]
Recording directory Connection timeout (ms)
[x\Camerasion | & ‘smm} :‘
General Memo
MAC address: G0:40:8C:DEAT:EA
[ Activate camera

The screen for plotting the LPR route will display all the points at which the license plates reported in the
search were found in the specified period and will link the points bytime, and itis also possible to use the
Google Maps route engine and plot a route between the recognized points, however for this feature to work
correctlyitis necessary for the license plate to have been recognized on several cameras to generate greater
route accuracy. This is an excellent feature for LPR installations in smatrt cities.

?

The records will be saved in the system database, and the Latitude and Longitude data from the cameras
that generated the record will be accompanied by the times at which the vehicle was detected. From this
data, the Sunwillance Client is able to plot the vehicle's route on a Google Maps map.
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Click on the Trace Map Route tab:

Manage filters

chart it chart | Trace map route

h paramets
Plate (Search for multiple plates separating them by *.")

Fi

Found routes

Map  Satellite ¢

Keyboard shortcuts | Map data 82023 | 1000 km i | Terms

e License Plate: Enter the license plate number to be located. You can consult multiple license plates
by entering each license plate separated by a comma.

e Start and End Date: Times and days to be searched.

e Show Route: Based on the times and places where the license plate was detected, the system
calculates the route taken by the vehicle and displays it on the map screen.

¢ Routes Found: After the search, the license plates located will be added in the Found Routes
column. Click on the license plate you want to see its route or select All to see all the routes for all
the license plates simultaneously.

16.6 LPR Zones

LPR Zones can be used for more advanced concepts such as the occupancy rate of the premises
monitored by the system. A zone has Entry and Exit LPR configurations. Vehicles recognized by the
settings associated with entering the zone will be added within the zone, just as vehicles recognized by
the zone's exit configurations will be removed from the zone.

The LPR Zone object in the Suneillance Client will display the number of vehicles within the zone, as
well as the number of entries and exits for the day, average occupancy rate and the list of all vehicles
currently within the zone.

The system also allows you to create Zone Groups, with the function of grouping, displaying the sum of
the records of all the grouped zones.

The system also has reports and searches for zone entries and exits.

LPR Zones can be found in your object list:
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Objects Monitors Servers

Objects

Page
[ Operational Maps

Interface:

Controle de Zonas Digifort (Controle de Vagas)

Inside the zone
11 /100

Entries Today

11

Departures Today

0

Average Occupancy Time

01:00:00

On the left-hand side of the control, the system presents a list with the license plates within the zone at
the moment.

On the main panel there is a range of information:

¢ Inside the zone: How many license plates are inside that LPR zone (have passed through the
entrance but not yet passed through the exit).

e Entries today: How many license plates were captured in the entry configurations today.

e Departures today: How many exits were captured in the exit configurations today.

e Average occupancy time: What is the average time between the entry and exit of the captured
wvehicles.
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The item indicating the number of vehicles in the zone has programmed colors (via the Administration
Client) to indicate whether the zone's capacity is being reached:

Controle de Zonas Digifort (Controle de Vagas) Controle de Zonas Digifort (Controle de Vagas)

Inside the zone

16.6.1 Adding Plates Manually

In cases where the entry camera has not recognized a license plate, the operator can manually add the
license plate to the zone.

To add a license plate to the zone, right-click on the main panel and select Add new license plate to
zone:

Controle de Zonas Digifort (Controle de Vagas)

Inside the zone

Departures Today

0

Average Occupancy Time

01:00:00

The screen for adding a new license plate will be displayed:

Add New License Plate to Zone

License Plate

e License plate: Provide the license plate to be added to the zone.
e Entry Date: Enter the date and time the vehicle entered the zone. This field will be filled in
automatically with the current date and time.

16.6.2 Removing Plates Manually

In cases where the exit camera has not recognized a license plate, the operator can manually remove
the license plate from the zone.

To remowe a license plate from the zone, select the desired item from the license plate list, right-click on
it and select the Remove option:
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16.6.3

e Remove and keep history: Remowves the license plate and adds a record of the license plate's exit

from the zone.
o Exit date: Enter the date and time the vehicle left the zone. This field will be filled in automatically

with the current date and time.
¢ Remove only: Remowes the license plate from the zone, without recording its exit.

Records Search

The system allows detailed consultation of the entry and exit records of the LPR zones.

To open the search screen, click on the LPR Zones button in the Options Menu:

OTECTED RECO

The following screen will be displayed:

Manage filters

Lenght of stay

By default, the date filter with the current day will be applied, and when you click on search, the events
will be displayed as shown in the image below:

© 2002 - 2024 by Digifort. All rights reserved.



LPR 239

16.6.3.1

Entrance Date eparture Date Zone License plate Lenght of stay
03/09/2024 00:0 3 0447 Controle de Zonas Digifo

Entrance Video

You can play the video of the vehicle entering and leaving the zone. To do this, select the desired record
and click on Entry Video to view the video of the wehicle entering the zone and Exit Video to view the
video of the vehicle leaving the zone. The Media Player| s will open.

Filters

The search allows you to select various filters to help you find records. Click on the Manage Filters
button to add new filters:

Cameras Manage filters

16.6.3.1.1 Date Filter

The date filter allows you to search for records by the selected date.

To add the filter, click on Manage Filters, then click on the Date tab.
To activate the filter, click on the checkbox to the right of the filter.

Entrance date
31
Acti

Initial date Final date
024 0

X License Plates
=~ Zones

& 7one Groups

[ -

Activate

Only display license plates that are actually within san

e Entry Date: Activate to filter records by their entry date.
o Start and End Date: Date and time scope for filtering by entry date.

e Exit Date: Activate to filter records by their exit date.
o Start and End Date: Date and time scope to filter by exit date.

e Only display license plate records that are in the zone: Filters the results to only display license
plate records that are still in the zone.
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16.6.3.1.2 Plate Filter

The license plate filter allows you to search for LPR zone entry and exit records for specific license
plates.

To add the filter, click on Manage Filters, then click on the License Plates tab.
To activate the filter, click on the checkbox to the right of the filter.

El P

I License Plates

Enter the license plates you want to filter. Provide one license plate per line.
16.6.3.1.3 Zone Filter

The zone filter allows you to search for entry and exit records for a specific zone.

To add the filter, click on Manage Filters, then click on the Zones tab.
To activate the filter, click on the checkbox to the right of the filter.

Available filters

Exl Pt

I3 License Plates

Select the items you want by dragging from the left list to the right list.
16.6.3.1.4 Zone Group Filter

The zone group filter allows you to search for zone entry and exit records that are part of specific groups.

To add the filter, click on Manage Filters, then click on the Zones tab.
To activate the filter, click on the checkbox to the right of the filter.

Available filters

Date

EEA License Plates

= Zones

=

= Zone Groups

[

Select the items you want by dragging them from the left list to the right list.
16.6.3.1.5 Server Filter

The sener filter allows you to search for the LPR zone records of specific seners.

To add the filter, click on Manage Filters, then click on the Servers tab.
To activate the filter, click on the checkbox to the right of the filter.
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Available filters Selected filt

E Pt i

IS License Plates

=- Zones

Zone Groups

B -

Select the senvers by dragging from the left list to the right list.
16.6.4 Records Printing

By clicking on the Report button, you can generate a printable report with all the filtered records:

Search
Date € Manage filters
Entrance Date Departure Date Zone License plate

03/09/2024 0C 03/09/2024 01 Controle de Zonas Digifo QIZ9617
€ nas Digifo HHJSATS

iGroup by entrance date
Group by departure date
Group by zone

Group by Plate

[

C

C

C

¢

C

C

C o7
Cancel

C

C

C

C

nas Digifo DGL
Entrance Video Bxit Video [

Close

Select the type of record grouping. Records can be grouped by different options. Select the most
appropriate options for your report and click OK.

Now select the format and whether you want to view only, print or export (*.pdf, or *.html) and click OK
and the standard report viewer will be displayed:

Loge

Default

Cancel
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The generated report will look like the image below:

oaer02
Entrance Date.

Deperture Date:

Zome

030012024 00:11:32
031082024 00:15:43

0310812028 01:11:33
0310812024 01:15:43

Contre de Zonas Digiort
(Contrde de Zonas Digtort

030812024 04:11:30

0310812024 05:11:30

Contrde do Zonas Digfort

0310912024 05:10.01
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17 Event Logs

The event log allows any system event to be found quickly, viewed and used as data for retrieving a
recording.

To open the event screen, click on the Event log button in the Options Menu:

A\ EVENT LOG

The following screen will be displayed:

Manage filters

Event type

Details of the selected record

17.1 Record Details

Every record has extended details that can be viewed \ia the details panel.

Click on the Selected Record Details button to open the details screen. You can keep this panel open
while navigating between different records.

he selected record

Brasilia.
®
o sTATEO)
Goidnia, MINAS
CERAIS
Belo Horizonteo

STATE OF
A0 PAULD

Sao Paulo,

In the left details panel, you will see information about the event, such as the event type, trigger date and
time and additional details. Each type of event can have different details pertinent to its type.
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The right panel will display information about the actions generated from this event, such as: emails sent,
cameras that were shown on the screen in a pop-up, messages sent, operator response to an alarm,
etc.

If the event has geographic coordinates associated with it, you can view the location where the event was
triggered on a mini-map, which can be displayed by clicking on the Show Event on Map button.

In the bottom right-hand corner, you can also activate the Video button. Clicking this will open the Media
Player, with video of the time the event took place and the cameras associated with the event's alarm
actions.

17.2 Filters

The search allows you to select various filters to help you find records. Click on the Manage Filters
button to add new filters:

Cameras Manage filters

17.2.1 Date Filter

The date filter allows you to search for records by the selected date.

To add the filter, click on Manage Filters, then click on the Date tab.
To activate the filter, click on the checkbox to the right of the filter.

Choose the time interval for searching the records.
17.2.2 Alarm Input Filter

The alarm input filter allows you to search for event records triggered by alarm inputs (I/O) from cameras
or I/O devices.

To add the filter, click on Manage Filters, then click on the Alarm Input tab.
To activate the filter, simply click on the checkbox to the right of the filter.
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17.2.3

17.2.4

o Porteiro Entrada)

You can filter events by I/O devices, cameras or specific events. Select the items you want by dragging
from the left list to the right list.

Communication Filter

The communication filter allows you to search for event logs triggered when devices or objects in the
system go out of operation or return to an operational state.

To add the filter, click on Manage Filters, then click on the Communication tab.
To activate the filter, click on the checkbox to the right of the filter.

Available filters Selected filters

@ Analytics configuration B = Camers

[ 201 (Client parking)

Different types of objects can trigger Communication Failure and Communication Restore events and you
can select the objects you want to filter, as well as selecting the type of communication event, whether it
is Communication Failure or Communication Restore. Select the items you want by dragging from the
left list to the right list.

Recording Filter

The recording filter allows you to search for event logs triggered when recording errors occur on cameras.

To add the filter, click on Manage Filters, then click on the Recording tab.
To activate the filter, simply click on the checkbox to the right of the filter.
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You can select the devices you want to filter, as well as the type of recording event, whether it's a
Failure or Restore recording. Select the items you want by dragging from the left list to the right list.

17.2.5 Motion Detection Filter

The motion detection filter allows you to search for records of motion detection events triggered by
cameras.

To add the filter click on Manage Filters, then click on the Motion Detection tab.
To activate the filter, click on the checkbox to the right of the filter.

Select the items you want by dragging from the left list to the right list.
17.2.6 Audio Level Detection Filter

The audio level detection filter allows you to search for event logs triggered when cameras recognize that
the audio lewel is too high or too low.

To add the filter, click on Manage Filters, then click on the Audio Level Detection tab.
To activate the filter, simply click on the checkbox to the right of the filter.

You can select the devices you want to filter, as well as the type of detection event, either High Level or
Low Level. Select the items you want by dragging from the left list to the right list.

17.2.7 Manual Event Filter

The manual event filter allows you to search for manual event records triggered by system operators.

To add the filter, click on Manage Filters, then click on the Manual Event tab.
To activate the filter, click on the checkbox to the right of the filter.
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E LN robero]

You can select from various types of filters such as Device (where the manual event is registered),
Event, IP of the station that triggered the event or User who triggered the event. Select the items you
want by dragging from the left list to the right list.

17.2.8 Scheduled Event Filter

The scheduled event filter allows you to search for event records triggered by scheduled events.

To add the filter, click on Manage Filters, then click on the Scheduled Events tab.
To activate the filter, click on the checkbox to the right of the filter.

Selected filters

[ Activate Analytics Perimeter|

Select the desired items by dragging from the left list to the right list.

17.2.9 Global Event Filter

The global event filter allows you to search for global event records triggered by system operators.

To add the filter, click on Manage Filters, then click on the Global Events tab.
To activate the filter, click on the checkbox to the right of the filter.
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This screen allows you to filter events by:

e Event: Filter by the name of the triggered event.

e User: Filter by the operator who triggered the event.

¢ |P: Filter by the IP address of the workstation used to trigger the event.

Select the items you want by dragging from the left list to the right list.
You can also add filters for the event messages (if available).

Conditions:

e Starts with: The system will filter for messages that begin with the text entered.

e Ends with: The system will filter for messages that end with the text entered.

e Contains: The system will filter for messages that contain the text entered anywhere in the message.
e Exact: The system will filter for messages that contain exactly the text you entered.

Logical:
¢ AND: The system will only consider messages that hawe all the texts added.
¢ OR: The system will consider all messages that contain at least one of the added texts.

Select the condition, logic and text you want to filter and click Add.

17.2.10 Device Event Filter

Some devices in the system have extra events, called Device Events. The device event filter allows you
to search for records of these events.

To add the filter, click on Manage Filters, then click on the Device Event tab.
To activate the filter, simply click on the checkbox to the right of the filter.

You can select the devices you want to filter, as well as the type of device event. Select the items you
want by dragging from the left list to the right list.

17.2.11 Analytics Event Filter

The analytics event filter allows you to search for system event records generated from analytics
configurations.

Although similar, Analytics Events are different from Analytics Records|10). The difference between these
two modules is fundamentally that Events are the by-products of an Analytics Records. Analytics
Records are generated from the engine and have a lot of metadata information associated with the
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record, but analytics records don't trigger actions, for which they are converted into a System Event, with
reduced information, and so can be used in the system to trigger actions, as well as being used as input
for other events.

To add the filter, click on Manage Filters, then click on the Analytics tab.
To activate the filter, simply click on the checkbox to the right of the filter.

Selected filters

You can select the types of rule you want to filter, as well as the cameras and analytics zones. Select
the items you want by dragging from the left list to the right list.

17.2.12 LPR Event Filter

The LPR event filter allows you to search for LPR event records (registered with the Administration
Client).

LPR Events are different from LPR Records[24. LPR Records contain all license plates recognized by
the system, while LPR Events are only events triggered according to a certain condition, such as when a
recognized vehicle is on a blacklist.

To add the filter, click on Manage Filters, then click on the License Plate Recognition tab.
To activate the filter, simply click on the checkbox to the right of the filter.

Selected filters

You can select cameras and ewvents. Select the items you want by dragging from the left list to the right
list.
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Recognized license plates will not be displayed in the filter list as this list could be too long. To filter by a
specific license plate, type the license plate in the Add Plate field and click the add button.

17.2.13 LPR Zone Event Filter

The LPR zone event filter allows you to search for event records triggered by LPR zones.

To add the filter, click on Manage Filters, then click on the LPR Zone tab.
To activate the filter, click on the checkbox to the right of the filter.

Selected filters

You can select the zones and type of event you want. Select the items you want by dragging them from
the left list to the right list.

17.2.14 Server Failover Filter

The sener failover filter allows you to search the event logs generated when a failover monitor recognizes
that a server has stopped or come back online.

To add the filter, click on Manage Filters, then click on the Server Failover tab.
To activate the filter, click on the checkbox to the right of the filter.

You can select the seners and the type of event you want, either Failover or Failback. Select the
items you want by dragging from the left list to the right list.

17.2.15 Server Event Filter

The sener event filter allows you to search for server health event records.

To add the filter, click on Manage Filters, then click on the Server Events tab.
To activate the filter, click on the checkbox to the right of the filter.
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High CPU usage]

Select the types of events you want by dragging from the left list to the right list.
17.2.16 Server Filter

The senver filter allows you to search for event logs triggered on specific senvers.

To add the filter, click on Manage Filters, then click on the Servers tab.
To activate the filter, click on the checkbox to the right of the filter.

Selected filters

Select the seners by dragging from the left list to the right list.

17.3 Printing a Record

Searching for event records allows you to print the searched records. To do this, click on the Print
button after performing the search.

Manage filters

Event duration level User

ion failure

Communication failure

munication failur

Details of the selected record

Now select the format and whether you want to view only, print or export (*.pdf, or *..html) and click OK
and the standard report viewer will be displayed:
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Modify Default

rt authenticati
6-2EEA-6B

Cancel

The report will be displayed:

A ——d
e
- e
e = =
T G
——— e
LT T

17.4 Reports

The system provides some event-related reports. Click on the Reports tab:

Click on the desired report. See the following chapters for details of each type of report.

All reports can be exported in the following formats: PDF, CSV, TXT, RTF, XLS and HTML.
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PDF(pd)
P

Default

The screen allows you to change the logo in order to personalize the report. Simply click on Modify and
choose another image file.

17.4.1 Operator Responses to Events Report

The Operator Responses to Events report includes the information entered by operators in the alarm pop-
ups, so you can check the actions taken by operators for all triggered events.

Click on the Operators Responses to Events button and the Filters[2:2) screen will appear. You must
enter the desired filters (this report is independent of the record search).

Once you hawe set the filters, the system will start generating the report:

Operator resp: 0 the events Cancel

Device failures

Once the search is complete, the system will provide the button to open the report. Click on Open
Report to view, print or export.

Reports

Operator respons: e events Open report

Device failures Open report

(A

N

OPERATOR ACKNOWLEDGE FOR THE EVENTS

1410812024 19:34:41 - Giobal Event - teste
ic 127.00.1 14/08/2026 19:44:23 911 was called and the suspect aprehended
1410872024 18:51:39 - Giobal Event - teste
videovall 10.1.505 2110812024 10:43:42 ok
1410812024 18:48:22 - Giobal Event - teste
videovall 10.1.505 21/08/2024 10:43:46 ok
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17.4.2 Device Failure Report

The device failure report will list all communication failures and recowveries with the system's devices, also
providing the total failure time for each device.

Click on the Device Failures button and the Filters |21 screen will be displayed with reduced options.
You must provide the desired filters (This report is independent of the log search).

Once you hawe set the filters, the system will start generating the report:

ponse to the events

Jevice failures Open report

Once the search is complete, the system will provide the button to open the report. Click on Open
Report to view, print or export.

Device failures L Openreport

DEVICE COMMUNICATION FAILURE DEVICE COMMUNICATION FAILURE
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18 Audit Logs

The purpose of the Audit feature is to record all user actions in the system and connections to the

sernver.

To open the audit screen, click on the Audit button in the Options Menu:

The following screen will be displayed:

Object

Manage fifters

Object Name Category Complement

By default, the date filter with the current day will be applied, and when you click on search, the events

will be displayed as shown in the image below:

Object
Camera

Camera

18.1 Filters

Manage filters

Object Name
"

61

Live view via relay

Dashboard DDT

The search allows you to select various filters to help you find records. Click on the Manage Filters

button to add new filters:
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18.11

18.1.2

18.1.3

Manage filters

Cameras

Date Filter

The date filter allows you to search for records by the selected date.

To add the filter, click on Manage Filters, then click on the Date tab.
To activate the filter, click on the checkbox to the right of the filter.

Date

@ Category
A Event Type
O Event

Y Object Type
Ei\ Keyword

A e

Choose the time interval for searching the records.

Category Filter

The category filter allows you to search for audit records according to their category

To add the filter, click on Manage Filters, then click on the Category tab.
To activate the filter, click on the checkbox to the right of the filter.

m Date

i Cats

(57} i
A verire
O Event

¢ Object Type

E@ Keyword

A sere

e Server Connections: This category records all user connections to the senver.
e User Actions: This category records all user actions in the system, such as changing parameters and

viewing cameras.
Select the desired items by dragging from the left list to the right list.

Event Type Filter

The event type filter allows you to search for audit records according to their type.

To add the filter, click on Manage Filters, then click on the Event Type tab.
To activate the filter, click on the checkbox to the right of the filter.
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ER] Date

gy Cotesory

B Object Type:
B remont

|

¢ Warnings: This type of event records all user actions relating to system administration, such as
adding/removing objects, changing camera or user registrations, etc.

e Errors: This event type records errors, such as a user connection refused due to authentication failure.

¢ Information: This type of event records informational logs, such as camera views.

Select the desired items by dragging from the left list to the right list.
18.1.4 Event Filter

The event filter allows you to search the audit records for certain events.

To add the filter, click on Manage Filters, then click on the Event tab.
To activate the filter, simply click on the checkbox to the right of the filter.

m Date

i Gategory
A Event Type
O Event

4 Object Type

E‘l‘ Keyword

[ -

The list will be populated according to the events available. The system has many types of events, so
you should select the events according to your needs. For example, if you want to search for changes to
objects (when a user changes an object), select the Changed ewent. If you want to search for added
objects (when a user creates a new object in the system), select the Added event.

Select the items you want by dragging from the left list to the right list.
18.1.5 Object Type Filter

The object type filter allows you to search for audit records according to the type of object affected.

To add the filter, click on Manage Filters, then click on the Object Type tab.
To activate the filter, click on the checkbox to the right of the filter.
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18.1.6

18.1.7

m Date

) Category
A Event Type
O Event

/4 Object Type

an Keyword

!] Servers

Select the items you want by dragging from the left list to the right list.

Keyword Filter

The keyword filter allows you to search the records for a text or word. This text will be consulted in the
User, IP, Object Name and Complement fields.

To add the filter, click on Manage Filters, then click on the Keyword tab.
To activate the filter, simply click on the checkbox to the right of the filter.

Keyword
31 [ o

& Category Search for exact keyword

A rerree
O Event

Y Object Type

Em Keyword

AR s

o Keyword: Enter the text or word to search for.

e Search by exact keyword: With this option activated, the text should match exactly what is
recorded in the field. If this option is deactivated, the field will be searched to see if there is an
occurrence of the text, and a complete match is not required. NOTE: Deactivating this option will slow
down the search.

Server Filter

The server filter allows you to search for audit records registered on specific seners.

To add the filter, click on Manage Filters, then click on the Servers tab.
To activate the filter, click on the checkbox to the right of the filter.
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18.2

El =

) Category
A Event Type
O Event

1 Object Type

Select the seners by dragging from the left list to the right list.

Record Detalils

The audit of user actions contains details of changes to the system. Any change made to any object will
be recorded in the audit log details. For example, if a user changes the recording directory of a camera,
or the configured recording time, this information will be detailed in the audit log, including the old and
new values.

Detailed auditing is applied to all system objects, including server settings, thus making the auditing tool
super powerful for recording and identifying user actions on the system.

Critical fields such as passwords or binary fields (or data storage containers) that cannot be displayed in
text will only be referenced as "changed" but their values will not be displayed.

To access the details of a record, double-click with the left mouse button on the desired record and the
details screen will be displayed:

Manage fiters

Record date: Date of this record.

User: User who carried out the action.

IP: IP of the workstation used by the user to perform this action.
Event: Action taken by the user.

Object Type: Type of object affected by the action.

Object Name: Name of the affected object.

Category: Category of this action.
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e Complement: Contains complementary data, such as what changes were made to an object.

18.3 Records Printing

By clicking on the Report button, you can generate a printable report with all the filtered records:

Manage filters

User Object Object Name

junior Camera

fort Dashboard DDT

Search

Select the type of record grouping. Records can be grouped by different options. Select the most
appropriate options for your report and click OK.

Now select the format and whether you want to view only, print or export (*.pdf, or *.html) and click OK
and the standard report viewer will be displayed:

Modify Default

Progress

report authentication co
A6-2EEA-6I 5

The generated report will look like the image below:
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|
(

A

Authertication Code:
21F7-6A3C-DD44-75F3-01D7-3781-CDC4-4563

Audit
Dede User [ Object Object Name: Calegory. Complement
@ 03092024 junor Viewed Camera 38 User acion Live view viarelay
@ ov0o2e2s junior Viewed Camera 33 User acion Live viewviarelay
@ 051092024 000006 pumior Viewed Camera 39 User acton Live view viarelay
@ 031002024 00:00:08  jurior Viewed Camera 38 User acion Live view via relay
@ 0309202 0000:12  junior Viewed Camera 38 User acion Live view viarelay
@ 0300202 00:00:12  umior Viewed Camera 39 User acton Live view viarelay
@ 03092024 000013 videowal Viewed Web page Digiort Dastboard  Uiser ackon fpubliciddtdat himi%ang
o7 uage=endiheme=dark
@ ow09202¢ 0000118 umior Viewed Camera 39 User acton Live view viarelay
@ 03002024 0000:18  junior Viewed Camera 38 User acion Live view viarelay
@ 031092024 00:0028  junior Viewed Camera 38 User acion Live view viarelay
@ w0902 000024 unior Viewsd Camera 38 User acton Live view viarelay
@ 03002024 00:0028  videowal Viewed Camera 4 User acion Live view viarelay
@ 031092024 000030 jumior Viewed Camera 38 User acion Live view viarelay
@ 03092024 000030 umior viewsd Camera 39 User acton Live view viareiay
@ owosno 000038 junor Viewsa Camera = User acton Lve view viareay
@ 03092024 000036  junior Viewed Camera 39 User acfon Live view viarelay
@ 0309202 00:0042  jumior Viewed Camera 39 User acton Live view viareiay
@ 03002024 00:0042  juior Viewed Camera 38 User acion Live view via relay
@ 00092024 000043 videowel Viewed Camera “ User acton Live view viarelay
@ 5002024 0000148 umier Viewed Camera ) User acton Live view viarelay
@ 03002020 000048 junior Viewed Camera 30 User acion Live view via relay
@ 0092024 000054 junior Viewed Camera 39 User acion Live view viarelay
@ cswo02 000054 unior Viewed Camera 38 User acton Live view viarelay
Digiort - IP Surveliancs System

0310812024 12:11:33
Page 1/ 1226
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19 Report Authentication

The purpose of the authenticated reports option is to generate reports in the system with a unique
identification of authenticity. In this way, the reports generated by the software will contain a unique
number, along with a barcode, allowing subsequent search and access to the original report generated
by the software.

Often, reports need to be generated, be they event logs, LPR, analytics or even a printout of a video
playback image. Subsequently, if the user wishes to verify a report issued by the system, all they have
to do is request the report using its barcode, and the system will generate it again with the data originally
saved, making it possible to compare it with a report that has already been printed in order to confirm its
authenticity.

To learn how to activate this feature, see the Administration Client Manual. The administrator will have
the option of choosing which types of system reports will generate the authenticity code.

Once the feature has been activated for the desired reports, we will see that the generated reports will
come with a unique barcode number.

To illustrate this feature, we will generate an analytics report. To learn about analytics, see the chapter
Analytics Records [180)

We hawe the people count report below where we are going to click on print to generate a file.

1 1 1 1 1 1 -
& o & & o
o & & &

&

When you click Print, if the Authenticated Reports feature is activated for this report, a new field with the
authentication code will be displayed:
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Modify Default

authentica
F1D4-6l

Cancel

This number is unique and will be used to search for the original report later if necessary.

The generated report also contains the authentication code and the barcode that represents it:

'\

N4

ANALYTICS CHART

"Dighort - 1P Survetance System

——
00 OO

19.1 Viewing Authenticated Reports

To search for a report by its authenticity code, click on the report authentication button in the system's
main menu:

Il REPORT AUTHENTICATION

A screen will open asking for the authenticity number of the desired report. The image below shows the
number of the report generated in the previous section:

Report authentication

Type the report authentication
0846-FOBA-F1D4-6B2D-361F-46/

Search

By clicking on search, you will be able to generate the original report again:
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Lego

(A)

h

Cancel

Click OK to view the report:

[Authertication code "Dighort - 1P Survetance System

30082024 184618
Page 1/1
0845-FOBAF1D4-6B8D-36 1F-48A7-FBT1-DGED
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20

20.1

Recording Protection

The system allows you to create locks against the natural deletion of recordings, i.e. protected
recordings from a specified period and cameras will not be deleted during the recycling of recordings as
long as the lock exists.

For added protection, the recording lock system, instead of preventing a recording file from being deleted
from the main disk, will copy the protected files to another secure folder (which can be on another disk
drive) configured on the Recordings tab in the system options in the Administration Client. The file
copy only takes place during the recycling process, i.e. instead of deleting the file, the system will move
the file to the protected folder, which prevents duplicate recordings because the copy will only take place
if the protected file is the oldest on the disk.

This allows the primary recording disks not to be occupied by protected recordings that exceed the
normal retention period, freeing up space for new recordings while still providing protection for the
recordings.

Playback of the locked videos (after they have been mowved to the new folder) will be completely
transparent to the user.

Note
System recording files are generated every 30 minutes of video, so if a small block of time of for example
2 minutes is locked, the entire 30-minute file will be protected. If the lock extends to multiple files, all
files will be locked.

Protecting a Recording

To create a new recording protection, simply create a new bookmark/[1zs1 with the desired period and
select the Protect recordings against deletion option and a new protection record will be created for
the cameras specified in the bookmark and the desired period.

e Protect recordings against deletion: Select this option to protect the recordings for the period of
this bookmark.
0 Add expiration date: Select this option so that the protection of these recordings expires on a set
day.
= Date: Select the protection expiry date.

By default, the recordings will be locked in perpetuity, unless the Add expiration date option is
selected, in which case the lock will be deleted on the specified date and the recordings will
consequently re-enter the recordings recycle bin and be deleted as normal during video maintenance.
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20.2

Protected Recordings Lookup

To open the protected recordings query screen, click on the Protected Recordings button in the

Options Menu:

The following screen will be displayed:

rding Protection

Initial Date

Search

Final Date o Description

Camera

Manage filters

Report

By default, the system will not apply any filters. Click on the Search button to display all protected

recordings.

Recording Protection

Initial Date
01/01/2020 22:15:36

BERERBERE

1
1
1
1
1
1
1

EREERER

Search

Final Date Expiration Description
02/01/20; Carcrash
14/

de Placa Dig
de Placa Dig
dePlaca Dig
de Placa Dig
de Placa Dig
dePlaca Dig

9
de Placa Dig
dePlaca Dig
de Placa Dig
de Placa Dig
dePlaca Dig
de Placa Dig
de Placa Dig
dePlaca Dig
de Placa Dig

Click on the Video button to play the protected video.

Camera
a0

I

A

4

Manage filters

User
admin
admin

robs

Report Video

Close
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20.2.1 Filters

The search allows you to select various filters to help you find records. Click on the Manage Filters
button to add new filters:

Manage filters

Cameras

20.2.1.1 Date Filter

The date filter allows you to search for records by the selected date.

To add the filter, click on Manage Filters, then click on the Date tab.
To activate the filter, click on the checkbox to the right of the filter.

Choose the time interval for searching the records.

20.2.1.2 Expiration Filter

The expiration filter allows you to search for records by their expiration date.

To add the filter, click on Manage Filters, then click on the Expiry tab.
To activate the filter, click on the checkbox to the right of the filter.

Display all protected records: Applies the filter to the expiration field, with the date and time scope
provided, for all records.

Display only records with an expiration date: Applies the filter in the expiration field, with the date
and time scope provided, only to records that have an expiration date.

Display only records without expiration date: Filters and displays only records that do not have an
expiration date. In this option, it is not possible to provide the date and time scope.

Start and End Date and Time: Start and end date and time scope for expiration date filter.

20.2.1.3 Camera Filter

The camera filter allows you to search for protected recordings on the specified cameras.

To add the filter, click on Manage Filters, then click on the Cameras tab.
To activate the filter, click on the checkbox to the right of the filter.
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Select the cameras you want by dragging from the left list to the right list.
20.2.1.4 User Filter

The camera filter allows you to search for protected recordings created by selected users.

To add the filter, click on Manage Filters, then click on the Users tab.
To activate the filter, click on the checkbox to the right of the filter.

31

Expiration

Bt Cameras

Select the desired users by dragging from the left list to the right list.
20.2.1.5 Server Filter

The sener filter allows you to search for protected recordings on specific seners.

To add the filter, click on Manage Filters, then click on the Servers tab.
To activate the filter, click on the checkbox to the right of the filter.

Date
Expiration

[t Cameras

® users

o

A sener

Select the senvers by dragging from the left list to the right list.

20.3 Records Printing

By clicking on the Report button, you can generate a printable report with all the filtered records:
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Manage filters

Inifial Date Final Date Expiration Description Camera

01/01/2020 22:15:36 /01/2020 00: Car crash 40
40

Report.
P
up by Final Date

Expiration Date

Cancel

Search

Select the type of record grouping. Records can be grouped by different options. Select the most
appropriate options for your report and click OK.

Now select the format and whether you want to view only, print or export (*.pdf, or *.html) and click OK
and the standard report viewer will be displayed:

Modify Default

v report authentica
AG-2EEA-BB7!

The generated report will look like the image below:
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01012020
Initial Date
01/01/2020 22:15:36

140172020
Initial Date
14/01/2020 20:08:24

7052021
Inital Date
17/05/2021 05:40:00

26062021
Initial Date
26/0512021 15:17:43

200772021

Firal Date:
02/01/2020 00:25:12

Final Date:
14/01/2020 21:56:24

Firal Date:
17/05/2021 05:50:00

Final Date:
26/05/2021 15:20:00

Expiration

Car crash

Fobbery

Evento Criado

Evento Importante

-

RECORDING PROTECTION

(A

™

Camera User
admin
Group Total: 1
Camera User
admin
Group Total: 1
Camera User
roberto
Group Total: 1
Camera User
roberto
Group Total: 1

Autheriicaion Code
24C7-0214-F568-1C4D-2858-9941-86F8-8D09

Diglort - IP Survedlance System
0310912024 15:42:34
Page 1/6
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21

Changing the user password

The Surweillance Client has the functionality to change the user's password on logged-in servers. To do
this, press F12 on your keyboard and the password change screen will appear, as shown in the figure

below.

This screen lists all the seners you are logged into and their respective users.

To change a user's password, double-click on the desired server and the screen below will open:

Enter your current password, the new password and confirmation of the new password.
If all the data is correct, the password will be changed and must be used at the next login.

If the server with the changed password has the auto-login option enabled, you will need to change this
setting by entering the new password.

You can only change a user's password if they are a native user of the system. You cannot change the
password of an Active Directory user.
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